Inveo Sp. z 0.0.

Virtus

Instrukcja Obstugi




) Ostrzezenie

Instrukcja ma zastosowanie wytacznie od wersji oprogramowania v0.34 wzwyz. Firma Inveo nie gwarantuje
zgodnosci informacji zawartych w niniejszym dokumencie z wcze$niejszymi wersjami oprogramowania.

Przeznaczenie urzadzenia

Virtus to zaawansowane urzgdzenie przeznaczone do nadzoru parametréow srodowiskowych oraz sterowania
urzadzeniami wyjsciowymi, np. w szafach telekomunikacyjnych.

Uzytkownik ma mozliwos$¢ przypisania akcji do konkretnych zdarzen, co pozwala urzadzeniu na automatyczne
sterowanie okreslonymi wyjsciami lub wysytanie powiadomien przy uzyciu réznorodnych protokotéw

komunikacyjnych.

Virtus posiada wbudowane mozliwosci logiczne — Logic, Lua. Dzieki funkcjom logicznym i jezykowi Lua, urzadzenie
jest zdolne do przeprowadzania ztozonych operacji logicznych bez koniecznosci korzystania z zewnetrznych
kontroleréw. To sprawia, ze Virtus jest nie tylko efektywnym, ale i elastycznym narzedziem dla kazdego systemu

automatyki.

Dane mogg zostac¢ udostepnione szeregiem popularnych protokotéw komunikacyjnych, takich jak HTTP(S),
MQTT(S), SNMP v2/v3, SMSApi, Modbus TCP/RTU, co czyni go kompatybilnym z wieloma zewngtrznymi




urzadzeniami i systemami.

Réznorodne sposoby zasilania i szeroki zakres napie¢ zasilajgcych czynig urzadzenie uniwersalnym i elastycznym -
wejscie 48V DC umozliwia zasilanie modutu bezposrednio z akumulatorow awaryjnego zasilania sitowni
teletechnicznych, zapewniajgc ciggtos¢ pracy w warunkach zaniku sieci.

Changelog

1.0 12 sierpnia 2025

e Wersja oprogramowania v0.34

Dane techniczne

Parametr Wartos¢

Zasilanie 10-12V DC przez ztgcze przednie okragte oraz tylnie roztgczne 3,5mm
PoE: 33-57V PoE IEEE 802.3af
48V DC przez ztgcze roztgczne 3,5mm

Pobdr mocy Maksymalnie 1,5W

Magistrala 1-wire — kabel ptaski RJ12 lub ztgcze roztaczne 3,5mm (kabel 3-zytowy)
Obstuga do 32 czujnikéw
Dedykowane czujniki: temperatura, wilgotnos$¢, cisnienie wody, ci$nienie powietrza, analogowy
napieciowy, analogowy pradowy, gazy CO, CO,, NOx

Wejscia 4 wejscia cyfrowe

Typ wejscia: izolowane galwanicznie NO, wstepnie spolaryzowane, zwierne/napieciowe

Wyjscia Typ wyjscia: wyjscie przekaznikowe bezpotencjatowe NO
Maksymalne napiecie pracy: 30V DC
Maksymalne obcigzenie przekaznika: 1A
Wyjscie NO (normalnie otwarte) i NC (normalnie zamkniete)
Czas zalaczenia: Tms
Czas wylaczenia: 5ms
Tryb pracy: bistabilny, astabilny, monostabilny, czasowy

Komunikacja Port Ethernet 10/100Mbps Full Duplex, RJ45
RS485 (Modbus RTU)
Modem komérkowy (Virtus GSM)

Klasa IP30
obudowy



Wymiary

174

A

v

463,32

ol

90

@ Informacja

Wszystkie wymiary podane sa w milimetrach.

Widok ogoélny




Opis ztacz

Ziacza przednie

o ANT - Antena modemu GSM (Virtus GSM),

» Slot na karte SIM w formacie Mini SIM,

e BUS - Ztgcza RJ12 magistral 1-Wire,

e LAN - Port Ethernet RJ45,

e Boot — Przycisk zatgczenia uspionych kontrolek na panelu przednim urzadzenia,
e DI - WejscianrQiT,

e Power - Ztgcze zasilania 12V DC.



BUSI BUS2 INPUTS QUTPUTS

out our ouT ouT ourl
GNDBUS *5V OND BUS +5v 12 \\J GND  +12 oND NO COM NC

DUI 0
NO COM NG

Ziacza tylnie

IN 48V DC - Ztgcze zasilania 48V DC,

IN 12V DC - Ztacze zasilania 12V DC,

RS485 - Ztgcze RS-485 (Modbus RTU),

BUS - Ztgcza roztgczne 3,5mm magistral 1-Wire
IN2 — Wejscie nr 2,

IN3 — Wejscie nr 3,

OUT1 - Wyjscie przekaznika nr 1,

OUT2 - Wyjscie przekaznika nr 2.

Wejscia mozna podtaczyé zaréwno w trybie zwiernym jak i napieciowym

CoM [ >—-_"1-

IN >

Znaczenie diod LED



1. Dodatkowe diody LED - ich przyporzadkowanie definiuje uzytkownik

2. Stan potaczenia z siecig GSM (Virtus GSM)

3. Stan magistrali czujnikow:
e Zgaszona: magistrala czujnikow wytgczona,
o Swieci: magistrala czujnikéw aktywna,
e Mruga: btgd na magistrali czujnikow.

4. Stan potaczenia Ethernet

5. Stan wyjsé

6. Stan wejs¢

7. Zasilanie modutu

Konfiguracja sieciowa

Ostrzezenie

Przy pierwszym uruchomieniu, konieczne jest skonfigurowanie urzadzenia. Mozna to zrobi¢ na dwa sposoby.
Najprostsza metoda jest skorzystanie z programu Inveo Discoverer

Zmiana podstawowych ustawien sieci - program Discoverer

1. Pobierz i zainstaluj program Discoverer.

2. Po zainstalowaniu i uruchomieniu aplikac;ji:
» Wybierz odpowiedni interfejs sieciowy z listy dostepnych opcji. (Najlepiej skorzystac¢ z opcji broadcast)
« Kiliknij przycisk Discover Devices, aby wyszuka¢ wszystkie urzadzenia firmy Inveo dostepne w sieci.

3. Gdy lista urzadzen zostanie wyswietlona, kliknij prawym przyciskiem myszy na wybrane urzadzenie i otworz
okno edycji ustawien sieciowych.


https://download.inveo.com.pl/software/discoverer/setup.zip
https://download.inveo.com.pl/software/discoverer/setup.zip

« INVEOQ -Discoverer 3.47 - O *
DISCOVERER UDP TCP  HTTP KNX MQTT

Interface: Broadcast ~ Discover Devices
IP Address Host Name MAC Address Model sV DHCP Remote Config BootLoader Module Name

" Change settings d

< >

Filter by device name:

[] Only NEW Devices

. Change seftings - o %
Eth Wilan
P |192.168.111.15 | | Enable O
Netmask |255.255.255.0 | [P [0.0.0.0 |
Gateway [0.0.0.0 | | Netmask lo.0.0.0 |
Dnsl [0.0.0.0 | Gateway l0.0.0.0 |
Dnsl [0.0.0.0 |
Dns2 [0.0.0.0 |
Dns2 [0.0.0.0 |
DHCP o
Config 551D | |
Name |[',rour_module_name] | Encryption |Dpen - |
Remote config Password | |

A\ Ostrzezenie

W przypadku wytaczonej opcji Remote Config (domysinie wigczona) konieczne jest skonfigurowanie urzadzenia,
poprzez wbudowany serwer WWW. Operacja ta wymaga zmiany podsieci komputera.

& Wskazéwka

Ustawienie Remote Config mozna edytowaé z poziomu serwera WWW w zaktadce Administration. Wystarczy
zaznaczyé/odznaczy¢ opcje Enable remote config. Po dokonaniu zmian nalezy je zatwierdzié¢ przyciskiem Save.




Access configuration

Name Value Description

Password () Enable password

Current password
New password

Repeat new password

Module name [your_module_name]

] Allow change configuration by Discoverer
Enable remote config Q

app

Zmiana podsieci komputera do konfiguraciji

Przy konfiguracji urzadzenia z pominieciem aplikacji Discoverer nalezy najpierw zmieni¢ adres podsieci komputera
podtgczonego do tej samej sieci.

Aby przejs$¢ do konfiguracji sieci komputera, wykonaj jedng z ponizszych czynnosci:

« Nacisnij Win + R, wpisz ncpa.cpl, a nastepnie nacisnij Enter.

e Alternatywnie przejdz do:
Start — Panel Sterowania — Sie¢ i Internet — Centrum sieci i udostepniania — Zmien ustawienia karty
sieciowe;j.

Nastepnie:

1. Wybierz potaczenie sieciowe.

2. Kliknij je prawym przyciskiem myszy i wybierz Wiasciwosci.

3. Po wybraniu tej opcji pojawi sie ekran konfiguracji potgczenia sieciowego.



U Wiaiciwoici: Ethernet *

Siec  Idostepnianie

Polacz, uzywajac:
I? Intel{R) Ethemet Connection (2) [215-LM

Konfiguny;...

To polaczenie wylkiorzystuje nastepujgce skiadniki:

&9 ient sieci Microsoft Networks A
B yMware Bridge Protocol

’:]? Udostepnianie plikdw i drukarek w sieciach fimmye Micro:
TP Npcap Packet Driver (NPCAP)

’:]? Hamonogram pakietéw QoS

il Protokal intemetowy w wersji 4 (TCP/IPvd)
O 4 Protokél multipleksera karty sieciowej fimmy Microsoft  w
L4 >

Zainstaly;... Odinstalu; Wiasciwosci
Opis
Transmission Cantrol Protocol/Intemet Protocol. Domysiny

protokdl dla sieci rozleghych umozliwiajacy komunikacje
polaczonych sieci raznych typow.

oK Anuluj

Nastepnie nalezy wybra¢ ustawienie Protokoét internetowy w wersji 4 (TCP/IPv4) i wpisa¢ nastepujgce parametry:



Wiasciwosci: Protokst internetowy w wersji 4 [TCP/1Pvd) >
Oadlne

Przy odpowiedniej konfiguradi sied mozesz automatycznie uzyskad
niezbedne ustawienia protokohs IP. W przedwnym wypadku musisz
uzyskad ustawienia protokodu IP od administratora sied.

() Uzyskaj adres IP automatycznie

(@) 17y nastepujgcego adresy [P

Adres IP: | 192.168 . 111. 1 |

Maska podsieci: | 255 .255.255. 0 |

Brama domyslna: | . . . |

zyskaj adres serwera DMNS automatycznie

(@) U#yj nastepujgcych adresdw serwerdw DNS:

Preferowany serwer DMS: | . . . |

Altermatywny serwer DMS: | . . . |

] Sprawdz przy zakonczeniu poprawnost
ustawien Zaawansowane. ..

Anuluj

@ |Infromacja

Po zaakceptowaniu ustawien przyciskiem OK nalezy uruchomié przegladarke internetowa i wpisa¢ adres:
192.168.111.15. (DomysIny uzytkownik i hasto: admin/admin).

Konfiguracja ustawien sieci LAN

W zaktadce Administration / Network jest mozliwo$¢ zmiany parametréw sieci LAN.



Administration Access Network Time System events Backup Update

Ethernet network configuration ®
Name Value Description
DHCP (@] Enable Ethernet DHCP
P 192.168.111.15 AB.CD
Netmask 255.255.255.0 AB.CD
Gateway 0.0.0.0 AB.CD
DNS1 0.0.0.0 AB.CD
DNS2 0.0.0.0 AB.CD

Save

W przypadku zaznaczenia opcji DHCP, modut bedzie probowat pobra¢ adres IP, maske podsieci, brame sieciowg
oraz adresy serweréw DNS automatycznie z serwera DHCP. W takiej sytuacji pola IP Address, IP Mask, Gateway,
DNS1, DNS2 pozostajg nieaktywne.

Jezeli serwer DHCP nie jest dostepny, urzadzenie ustawi wtasne wartosci dla tych parametrow z wyszarzonych pol.

Do konfiguracji sieciowej stuzg nastepujace pola:

DHCP - Wtaczenie lub wytgczenie automatycznego pobierania adresu IP,
o [P — Adres IP modutu (ustawiany recznie w przypadku braku DHCP),

+ Netmask — Maska podsieci,

Gateway — Brama sieciowa,

DNS1, DNS2 - Adresy serwerow DNS.

& Wskazéwka

Po dokonaniu zmian nalezy kliknaé przycisk Save.

Sprawdzanie stanu sieci

@ nformacja

Urzadzenie umozliwia kontrole aktualnych ustawien sieci LAN oraz WLAN. W zaktadce Administration / Network

nalezy najechaé kursorem na niebieska ikone "i". Podczas korzystania DHCP ikona informacji bedzie pokazywata

dane pobrane z serwera DHCP




Current ETH status: L}
DHCP: ON I
IP:192.168.22.87
Metmask: 255.255.255.0
Gateway: 192.168.22.1
DNS1: 192.168.0.101

Ena DNS2:0.0.0.0

Sekcja ta zawiera nastepujgce informacje:

e IP — Aktualny adres IR,
» Netmask — Maska podsieci,
» Gateway — Brama sieciowa,

o DNS1, DNS2 - Adresy serwerow DNS.

Konfiguracja urzgdzenia

Interfejs www modutu

Interfejs strony internetowej umozliwia intuicyjne zarzadzanie urzagdzeniem. Po wpisaniu adresu IP urzadzenia do
przegladarki, otwiera sie strona umozliwiajgca petng konfiguracje i dostosowanie parametréw pracy urzgdzenia
wedtug indywidualnych potrzeb uzytkownika. Po lewej stronie ekranu znajduje sie lista zaktadek umozliwiajgcych
szybki dostep do réznych funkciji i ustawien. Dostepne zaktadki:



© Status
&3 1/0O Settings
# Actions

3 Sensors

LS Notifications

Work matrix
¢© Binding
% Schedule
© Watchdog
‘.a'ﬂ Logic
£ Services
s Administration

[ System

W gornej czesci strony znajduje sie pasek informacyjny, dostarczajacy kluczowych danych o urzadzeniu, takich jak
model, adres IP, unikalna nazwa nadana przez uzytkownika, numer wersji oprogramowania i adres MAC.

Model: Virtus-2-4  IP: 192 16622 87 Name: [your_module_name] Firmware: 0.34 MAC: 00:00:00:00:00:00

Dzieki stronie internetowej uzytkownik moze modyfikowa¢ ustawienia, konfigurowaé parametry oraz monitorowaé
dziatanie urzagdzenia w czasie rzeczywistym. Strona internetowa jest centralnym punktem kontroli, umozliwiajgcym
efektywne zarzadzanie i dostosowanie urzgdzenia do zmiennych potrzeb uzytkownika.



Podglad stanu urzadzenia

W zaktadce Status mozna znalez¢ wszystkie informacje na temat aktualnie obstugiwanych wyjs¢, wejs¢, odczytow z
czujnikéw itp.

Status

l

Sensors Outputs Inputs

Okno Sensors

W oknie wyswietlane sg aktualne odczyty z czujnikéw zdefiniowanych w zaktadce Sensors.

Enable autorefresh ()

Sensors

D Name Type State Last value Lastread

0 Sens 0 ® Normal 248 1.65
1 Sens 1 ® Normal 23.3 0.8s

2 Sens 2 @ MNormal 49 0.3s

3 Sens 3 @ Normal OFF 0.3s

Za pomocg przycisku Enable autorefresh mozna wigczyé automatyczne odswiezanie odczytow.
W poszczegdlnych kolumnach tabeli z danymi czujnikéw mozna znalez¢ nastepujgce dane:

» Name - Nazwa czujnika okreslona w zaktadce Sensors,

« Type — Graficzne odwzorowanie typu czujnika:

. @ Czujnik temperatury,

&
. Q — Czujnik wilgotnosci,

@ - Wejscie,

Czujnik analogowy pradowy 4-20maA,



. — Czujnik cisnienia,

. @ — Czujnik analogowy napieciowy 0-10V DC,

. @ — Czujnik obecnosci tlenku wegla (CO),
. @ — Czujnik obecnosci dwutlenku wegla (C02).
« State — Stan czujnika:
 Error — Blad odczytu (uszkodzony czujnik, nieprawidtowo podtgczony itp.),
o Normal - Czujnik dostarcza prawidtowe odczyty, ktére sg w granicach normy,
e Warn L — Ostrzezenie niskiego poziomu,
e Warn H - Ostrzezenie wysokiego poziomu,
e Alert L — Stan alarmu niskiego poziomu,
e Alert H — Stan alarmu wysokiego poziomu.

« Last value — Ostatnia odczytana wartos¢,

o Last read - Czas, jaki uptynat od ostatniego odczytu (wartos$¢ aktualizowana na biezgco przy wigczonym

automatycznym odswiezaniu).

& Wskazéwka

Okno Sensors jest wyswietlane w zakladce Status dopiero po skonfigurowaniu jakiegokolwiek czujnika w zaktadce

Sensors.

Okno Outputs

W oknie wyswietlany jest aktualny stan wyj$¢ obstugiwanych przez urzadzenie, zdefiniowanych w zaktadce 1/0

Settings.

Outputs

Name OffiOn Coil state

OO0
VO 1
VO 2
W poszczegdlnych kolumnach tabeli z danymi wyjs¢ mozna znalez¢ dane:

« Name - Nazwa wyjscia (nadawana przez uzytkownika w zaktadce 1/0 Settings).

Dostepne sg nastepujgce rodzaje wyjsc:



o Cyfrowe — DO - Fizyczne wyjscie modutu,

» Wirtualne - VO (opcja) — Wyjscia wirtualne stosowane przy tworzeniu powigzan i zaleznosci.
W przypadku, gdy stan wyjscia jest uzalezniony od innych czynnikéw pod jego nazwg wyswietlana jest odpowiednia
informacja:

« output unavailable - assigned to the shutter — Wyjscie przypisane do sterowania roletami,

« output unavailable - output is routed — Wyjscie odzwierciedlajgce stan np.: wejscia, innego wyjscia itp., patrz
rozdziat Powigzania (Binding).

« Off/On - aktualny stan wyjscia, nacisniecie lewego przycisku myszy w tym obszarze spowoduje zmiane stanu
wyjscia — opcja ta umozliwia reczne sterowanie wyjsciami,

o Coil state — aktualny stan cewki przekaznika — kolor zielony oznacza wtgczony przekaznik.

Qutputs

Name Off/On Coil state

DO 0 () ®

Zatgczenie wyjscia (widoczne w kolumnie Off/On w tabeli) nie zawsze jest tozsame ze stanem cewki (widocznym w
kolumnie Coil state w tabeli).

§ Przykiad

Jesli wyjscie jest skonfigurowane w trybie astabilnym, z parametrami Time on oraz Time off, to zalagczenie wyjscia w
zakladce Status spowoduje zmiane stanu w kolumnie Off/On. Natomiast w kolumnie Coil state bedzie
odzwierciedlony stan cewki. W takim przypadku mozemy zaobserwowaé naprzemienne sygnalizowanie stanu cewki
przekaznika jako wtaczony / wytaczony, zgodnie z ustawionymi parametrami Time on / Time off.

¢ Wskazéwka

Jezeli wyjscie jest skonfigurowane do sterowania roletami lub zaprogramowano odzwierciedlenie stanu innego
wyjscia lub wejscia — nie mozna przetestowac jego dziatania w kolumnie Off/On.

Okno Inputs

W oknie wyswietlany jest aktualny stan wej$¢ obstugiwanych przez urzadzenie, zdefiniowanych w zaktadce 1/0
Settings.

Inputs

Name In state Last action Counter Clear

DI O Action On 0 RESET



W poszczegolnych kolumnach tabeli z danymi wyjs¢ mozna znalez¢ dane:

» Name — Nazwa wejscia (edytowalna w zaktadce 1/0 Settings),

 In state — Stan wejscia,

 Last action — Ostatnia zarejestrowana akcja wejscia (np. Action On),

o Counter - Licznik, wyswietlajgcy informacje o ilosci aktywacji wej$é od ostatniego zresetowania,

e Clear — Przycisk RESET umozliwia wyzerowanie licznika.
Podglad stanu urzadzenia przy uzyciu zasobu JSON

Stan urzadzenia mozna uzyska¢ odwotujgc sie do zasobu JSON: http://adres_ip/data/status.json



B Przyktadowa odpowiedz

{
"status": {
"model” : "Virtus-2-4",

"name" : E

"mac": "00:00:00:00:00:00",

"output": [

{
"name": "DO 0",
"on": @,
"coil": @

Yo

{
"name": "VO 2",
"on": 9,
"coil": @

b

1,

"input": [

{
"name": "DI 0",
"state": 1,
"action": 2,
"ent": 1

Vo

{
"name": "VI 4",
"state": 0,
"action": 1,
"cnt": @

}

1

"repeat_next": [10961, 10961, 10961, 10961],

"sensor": [

{
"id": @,
"name" :
"value": 0,
"unit": "",
"state": 6,
"last": 109614

Yo
1
"logic": O,

"virtstate": [0, ©, ©, 0, 0, ©, 0, 0, 6, 0, 0, ©, 0, 0, ©, 0, 0, ©, 0, 0, @, O, 0, @, 0, O, O,

0, 0, 0, @, 9],
"sntp_update”: 1746510872,
"mgtt_conn": @,
"fw": "0.32",
"sunrise": "@7:54",
"sunset": "19:59",
"time": "09:45:00",
"date": "12-08-2025"

model — Model urzadzenia,
name — Nazwa modutu ustawiona przez uzytkownika,

mac — Adres MAC modutu,




» output — Wyjscia:

name - Nazwa wyjscia,
on - Stan wyjscia,

coil — Stan cewki przekaznika.

 input — Wejscia:

» repeat_next — Czas do wykonania kolejnej akcji periodycznej (jesli zdefiniowana),

name - Nazwa wejscia,

state — Stan wejscia — 0 — wejscie nieaktywne, 1 — wejscie aktywne,

action — Ostatnia akcja wejscia — 1 — Action On, 2 — Action Off,

cnt — Wartosc¢ licznika wejscia.

» sensor — Czujnik:

id — Numer ID czujnika,
name - Nazwa czujnika,
value — Wartosé zmierzona,
unit — Jednostka miary,
state — Stan czujnika,

last - llo$¢ czasu od ostatniego odczytu (w sekundach).

« virtstate — Wartosci zmiennych wewnetrznych,

» sntp_update — Ostatni czas pobrany z serwera SNTP w formacie Unix,

» mgqtt_conn - Stan potgczenia z brokerem MQTT,

o fw — Wersja oprogramowania,

» sunrise — Obliczona godzina wschodu stonica,

» sunset — Obliczona godzina zachodu storica,

» time — Czas urzadzenia w momencie wywotania zasobu,

o date — Data.

Konfiguracja wejs¢ / wyjsé

W zaktadce 1/0 Settings uzytkownik ma dostep do zaawansowanych opcji konfiguracyjnych, ktére umozliwiaja
doktadne zdefiniowanie dziatania urzadzenia. W tym miejscu mozna okresli¢, jak bedg zachowywac sie
poszczegolne wejscia oraz wyjscia. Dodatkowo, dla tych, ktérzy chcg dostosowac sposoéb prezentacji danych,

zaktadka ta daje rowniez mozliwos$¢ konfiguracji wyswietlacza.



I/0 Settings

Outputs

b

Inputs

LED




Outputs

Zaktadka umozliwia konfiguracje wyj$¢ obstugiwanych przez urzadzenie - zaréwno fizycznych jaki wirtualnych

(opcja). W poszczegdlnych kolumnach mozna zmieni¢ nastepujgce ustawienia:

Physical outputs configuration
No. Name

0 Loo

Virtual outputs configuration

No. Name
1 VO 1
2 VO 2

e Name - Pole umozliwia zmiane nazwy wyjscia,
e Mode - Tryb pracy wyjscia:

« Disable — Wytgczenie obstugi wyjscia,

» Bistable — Tryb bistabilny,

output state
A

ON | _

Advanced configuration

Mode Time ON

Bistable W 0

Mode Time ON

Bistable v 0

Bistable w 0

OFF

L13

1k

L13

Time OFF

L1

Time OFF

L1

L1

Save



o Astable — Tryb cykliczny — wyj$cie jest zatgczane w okreslonych odstepach czasu (parametr Time on) na

okreslony czas (parametr Time off),

output state
A

ON [ _____

OFF |

Time on

> ¢

e EE——

]

P

Time on Time on

Time off Time off

e One-pulse - Tryb jednokrotnego zatgczenia wyjscia, w ktérym wyjscie zostaje zatgczone na okreslony czas

(parametr Time on) po uptywie okreslonego czasu (parametr Time off),

output state
A

ON [ ___

OFF_

Time off

—P

Time on

« Time on - Czas zatagczenia wyjscia (parametr wykorzystywany w trybie Astable oraz One-pulse),

» Time off — Czas wytgczenia wyjscia (parametr wykorzystywany w trybie Astable oraz One-pulse).



Nacisniecie lewego przycisku myszy w obszarze Advanced configuration umozliwia zmiane zaawansowanych

ustawien wyjs¢ modutu:

Physical outputs configuration

No. Name

0 Doo

Virtual outputs configuration

No. Name
1 VO 1
2 VO 2

Advanced configuration (:)

Power-on

state Invert Text ON
Off v NO W Oon
Power-on

state Invert Text ON
Off v NC W on
Off v NO w on

e Name - Pole umozliwia zmiane nazwy wyjscia,

« Power-on state — Stan, ktory wyjscie ma osiggna¢ po podtgczeniu zasilania modutu:

o Off — Wytgczone,

e On - Zalaczone,

e Last — Ostatni stan przed odtgczeniem zasilania.

 Invert - Zmiana stanu bazowego kanatu wyjsciowego:

e NO - Normalnie otwarty,

e NC - Normalnie zamkniety.

e Text ON — Tekst wyswietlany na wyswietlaczu LED przy wyjsciu zatgczonym,

o Text OFF — Tekst wyswietlany na wyswietlaczu LED przy wyj$ciu wytgczonym.

Text OFF

OFF

Text OFF

OFF

OFF

Save



Inputs

Zaktadka umozliwia konfiguracje wejs¢ obstugiwanych przez urzadzenie. W poszczegélnych kolumnach mozna

zmieni¢ nastepujgce ustawienia:

Physical inputs configuration
No. Name Invert Action type

0 DI Standard Standard w

* Name - Pole umozliwia zmiane nazwy wejscia,
 Invert - Zmiana stanu bazowego kanatu wejsciowego,

e Action type — Tryb wyzwalania akcji przypisanych do wejscia:

Go to the input actions

Parameter Text ON Text OFF

ON OFF

Save

» Standard - Akcja wywotywana jest przez wigczenie/wytgczenie wejscia,

input state
A

]

OFF_

Action on !Action off



» Hold — Wywotanie okreslonej akcji zalezne jest od dtugosci impulsu na wejsciu. Impuls na wejsciu wywotuje
zdarzenie opisane jako Action on. Jesli impuls trwa nadal i przekroczy czas okreslony w polu Parameter -
wywotana zostaje akcja opisana jako Action Hold on. Jesli przed uptynieciem czasu okreslonym w polu
Parameter nastgpi przerwanie impulsu — wywotana zostanie Action off. Jesli przerwanie impulsu nastgpi po
czasie okreslonym w polu Parameter — wywotana zostanie akcja Action hold off,

input state input state
A A
Action
HOLD on | |
| |
| \ } |
ON__|_ | e ON __|_ L ____
|
|
|
|
| J
OFF _ | _| _—______ _ OFF _ _ | I
L I ‘: I > ¢ | I ‘I >
: P Triggér l I Trigger t
| delail | delay
| | |
I | Action :
) | . .
| Action on | HOLD off |Action on !Action off

e Cnt - Licznik impulséw w okreslonym przedziale czasowym — akcje wywotuje okreslona liczba wigczen
wystepujgca w przedziale czasowym zdefiniowanym w polu Parameter,

input state
A

1

S SRRREREEE » Parameter

Y

ON _|_ - S B T

OFF_

Akcja zostaje wywotana jedynie w sytuacji, gdy w okreslonym czasie (warto$¢ wprowadzona w polu Parameter) nie
wystagpi kolejny impuls (wejscie nie zostanie wtgczone po raz kolejny). Okreslona akcja zostaje wywotana po
uptynieciu czasu — czas opdznienia od momentu zakorczenia impulsu na wejsciu (np.: zwolnienie wigcznika). Jesli
w trakcie tego op6zZnienia wystgpi nowe zdarzenie (kolejny impuls) to odliczanie opdznienia jest przerywane.



Wywotanie akgji I:

input state
A
ON | L __
I
OFF_l___ I T _______________
| " Parameter '{ > t
|
| Action |
Wywotanie akg;ji Il:
input state
A
ON |- — — W
OFF_ _ R
|
' " Parameter I > t
I
I
| Action 11
Wywotanie akgji lll:
input state
P A
ON _|— ——
OFF_ _ o I \
| | 1
' " Parameter > ¢

Action [l



Wywotanie akcji IV:

input state
A

ON _|— - - R

OFF_

| Action IV

» Toggle — Kolejne impulsy na wejsciu wywotujg naprzemiennie Action | / Action II,
input state

A

ON |- _ _ e ——

OFF_|

Action | Action ||



» Freq — Wywotanie akcji zalezne jest od czestotliwosci impulséw na wejsciu. Wartos$¢ pozadanej czestotliwosci
nalezy wprowadzi¢ w polu Parameter — wyrazone w Hz,

input state
A frequency > Parameter — Action On

ON |- |- ——— - — — =

OFF_ SN |

T i > t
0 1
input state
A frequency < Parameter — Action Off
I I
ON —|— — S
OFF_|_1 _ _ o o SN DR
I
— I > t

0 1

o Parameter — Wartos¢ stosowana w réznych schematach aktywacji dziatan. Po umieszczeniu kursora myszy nad
polem wprowadzania ukazuje sie jednostka, w ktorej jest przedstawiony dany parametr, na przyktad Hz dla typu
Freq,

o Text ON — Tekst wyswietlany na wyswietlaczu LED przy wejsciu aktywowanym,

o Text OFF — Tekst wyswietlany na wyswietlaczu LED przy wejsciu dezaktywowanym.

Przycisk Go to the input actions umieszczony w prawym gornym rogu umozliwia szybkie przejscie do zaktadki
Action/Inputs.

LED

W zaktadce LED mozna skonfigurowaé ustawienia sygnalizacji LED na urzadzeniu Virtus.



LEDs configuration

Name Value Description

The LEDs will be turned off after the
Power saving mode 1 + | entered time [min]. Wake up by clicking on
the reset button.

Custom LEDs indicator
LED #0 s[1].0k Custom LED control
LED #1 5[2].0k Custom LED control
LED #2 5[3].0k Custom LED control
LED #3 s[4].0k Custom LED control

» Power saving mode — Parametr umozliwia zatgczenie trybu oszczedzania energii — po okreslonym czasie
(wyrazonym w sekundach) diody LED na urzadzeniu zostang wygaszone, ponowne witgczenie nastepuje po
nacisnieciu przycisku RESET,

o LED #0 .. LED #3 - Parametr pozwala dostosowac¢ dodatkowe diody LED, aby reagowaty zgodnie z ustawionymi
preferencjami dziatania.

¢ Wskazéwka

Wprowadzone zmiany nalezy zatwierdzi¢ za pomoca przycisku Save.

Ponizsze komendy mozna wykorzysta¢ do programowania dodatkowych diod LED (x oznacza numer kanatu
wyjsciowego / wejsciowego / czujnika itd.):
e i[x] - Stan kanatu wej$ciowego x,
e o[x] — Stan cewki kanatu wyjsciowego X,
e o[x].on — Stan kanatu wyjsciowego x,
e v[x] - Stan zmiennej wirtualne;j,
e s[x].aHi — Alarm wysokiego stanu czujnika X,
e s[x].aLo — Alarm niskiego stanu czujnika x,
e s[x].wHi — Stan wysoki ostrzezenia czujnika x,
e s[x].wLo — Niski stan ostrzezenia czujnika x,
e s[x].err — Btad czujnika x,
e s[x].ok — Czujnik x w stanie normalnym,

e ping[x] — Status ping: 0 — btad, 1 — sukces,



e mb[x].y - Wartos¢ mbAgent,
e Urzadzenie zewnetrzne:

e dev[x].err — Utrata potaczenia,

e dev[x].o[y] — Wyjscie zewnetrzne,

e dev[x].i[y] — Wejscie zewnetrzne,

e dev[x].s[y].err — Btad czujnika zewnetrznego.
» Negacja i operacje logiczne (|/&/*) np.:

e Is[@].err

e lIo[0]&Vv[1]



Konfiguracja czujnikéw

Zaktadka umozliwia przypisanie poszczegodlnych czujnikéw do dedykowanych slotéw pamieci oraz doktadng
konfiguracje ich parametréw. Pozwala na indywidualne zarzadzanie kazdym czujnikiem, ustawiajgc specyficzne
parametry i tryby dziatania. Dodatkowo, zapewnia mozliwos¢ podgladu historii wczesniejszych odczytéw oraz ich
pobrania w formatach JSON lub CSV.

All

Sensors ——p» History

Chart

All

Dzieki tej zaktadce, uzytkownik ma petng kontrole nad konfiguracjg czujnikéw, korektg pomiaréw oraz zarzadzaniem
powiadomieniami. Mozliwe jest dodawanie nowych czujnikow, ktére automatycznie integruja sie z systemem Virtus.
Uzytkownik moze precyzyjnie okresli¢ parametry dla kazdego czujnika, dostosowujgc je do swoich indywidualnych
potrzeb i warunkéw pracy. Dodatkowo, zaktadka ta oferuje narzedzia do edycji istniejgcych czujnikéw, umozliwiajac
biezgce dostosowywanie ich ustawien do zmieniajgcych sie warunkéw lub wymagan uzytkownika.

Assign or edit sensors

ID Name Src Type Log Alarms Config

0 s0 1w ® a
1 51 1w @ a

W poszczegdlnych kolumnach tabeli czujnikéw znajdujg sie nastepujgce informacje:

 ID - Numer identyfikacyjny czujnika,
» Name — Nazwa czujnika,
o Src - Zrédto, z ktérego pobierane sg odczyty czujnika (1-Wire),

» Type — typ podtgczonego czujnika:

. @ — Czujnik temperatury,



o

. — Czujnik wilgotnosci,
- Wejscie,
- Czujnik analogowy pradowy 4-20maA,

- Czujnik cisnienia,

QOO

- Czujnik analogowy napieciowy 0-10V DC,

- Czujnik obecnosci tlenku wegla (CO),

BB

— Czujnik obecnosci dwutlenku wegla (C02).

» Log - Informacja, o tym czy czujnik ma aktywny (Yes) czy nieaktywny (No) zapis odczytéw do pamieci
urzadzenia,

e Alarms — Aktywowane alarmy:
e LL - Wiaczony prég alarmowy niskiego poziomu,
e L — Wigczony prég alarmowy ostrzezenia przed niskim poziomem,
o H - Wigczony prég alarmowy ostrzezenia przed wysokim poziomem,
e HH - Wigczony prog alarmowy wysokiego poziomu.

o Config — Przyciski konfiguracyjne czujnikéw:

o — Przycisk edycji parametrow czujnika,
— Usuwanie czujnika.

Po kliknieciu w przycisk edycji parametrow czujnika na ekranie wyswietlone zostaje okno dialogowe:



SOURCE

Bus > @ mbAgent 5t O inveo® QO Counter (O

Sensor-1D 0
Name Value Description
Sensor 1-wire address
26d2ceT193230b6b Sensor 1-wire address
Sensor name s0 Your custom sensor name
Sensor type Temperature v Select sensor type
Hysteresis 0 = Sensor hysteresis
Sensor log () Log sensor data in memory
Notifications () Enable notifications
MQTT notification Enable MQTT notification

Source — Zrédto czujnika:
e Bus - Fizycznie potaczone z magistralg czujnikow 1-Wire,

« mbAgent — Czujniki wykorzystujgce protokét Modbus, ktore sg odpytywane przez urzadzenie Virtus za
posrednictwem funckji Poller,

e Inveo — Czujniki urzadzen Inveo potgczonych z urzdzeniem Virtus — patrz rozdziat iCluster,
o Counter — Wejscie licznikowe.

Sensor 1-wire address — Przycisk Scan bus umozliwia odnalezienie i przypisanie podpietego do urzadzenia
czujnika,

Sensor name — Nazwa czujnika,
Sensor type — Typ czujnika:

o Temperature — Temperatury,

e Humidity — Wilgotnosci,

e Input — Wejscie,

e Current — Analogowy pradowy,

o Pressure — Cisnienia,

» Voltage - Analogowy napieciowy,

e CO - Tlenku wegla (CO),

e CO2 - Dwutlenku wegla (C0O2).

Hysteresis — Histereza czujnika (parametr nieaktywny w przypadku wyboru typu czujnika Input) - dotyczy
stanéw alarmowych i ostrzegawczych. Histereza okresla maksymalng dopuszczalng réznice pomiedzy
wartoscig alarmowag / ostrzegawczg a wartoscig powrotu do stanu normalnego.



§ Przykiad

Wartos¢ alarmowa ustawiona w parametrze High warning wynosi 30°C, histereza 2 stopnie. Po osiggnieciu przez
czujnik wartosci 30°C urzadzenie przejdzie w stan alarmu czujnika, ktory zostanie utrzymany az do spadku wartosci
na czujniku do poziomu 28°C (30-2=28).

Histereza jest odstepem pomiedzy aktywacja a dezaktywacja alarmu / ostrzezenia, zapewnia stabilizacje eliminujac
mozliwosé czestych przetaczen stanéw alarmowych w przypadku niewielkich fluktuacji wartosci mierzonej.

Alarm state Alarm state
- Ll
value
r Y
Highalarm| |~ ™~ | R
Sensor
....................... v hysteresis
't sensor
Low alarm hysteresis
»
time

e Channel - Wybdr kanatu — parametr aktywny tylko w przypadku wyboru typu czujnika Input,
» Sensor log — Zatgczanie / wytgczanie rejestracji danych z czujnika w pamigci urzadzenia,

» Notifications — Zatgczanie / wytgczanie powiadomien,
« MQTT notification — Zatgczanie / wytgczanie powiadomief MQTT.
Zatgczenie funkcji Notifications umozliwia edycje okna reakcji urzagdzenia na:

o Przejscie czujnika w tryb bez alarmu i bez bteddw,

e Przejscie czujnika w stan btedu.

Uzytkownik ma do wyboru rodzaj powiadomienia, jakie zostanie wystane w reakcji na powyzsze zdarzenia. Aby
powiadomienia byty wystane nalezy wczesniej skonfigurowa¢ odpowiednie funkcje w zaktadce Services.



Action triggered in error-free and alarm-free state
Notification
Action on normal
+ :
E-mail [J SMS [ SNMP Trap [J
Action triggered on error state
Notification
Action on error
+ :
E-mail [J SMS [ SNMP Trap [J

Aby przypisac¢ akcje nalezy klikng¢ przycisk +. Wyswietlone zostanie okno dialogowe, w ktérym mozna wybra¢
pozgdang akcje, wczesniej zdefiniowang w zaktadce Actions / All.

Procedura przypisania akcji zostata szczeg6towo opisana w rozdziale Inputs.
KONFIGURACJA ALARMOW

W sekcji ustawien poswieconej konfiguracji alarmoéw czujnikéw, uzytkownik zyskuje petng kontrole nad
dostosowaniem parametréw alarmowych do indywidualnych potrzeb. Pozwala to skonfigurowaé alerty i reakcje na
istotne zdarzenia zwigzane z dziataniem czujnikow.

Low alarm Low alarm value o© 2
Low warning Low warning value o E
High warning High warning value o 2
High alarm High alarm value o 2

e Low alarm — Wiaczanie alarmu niskiego poziomu,



o Low alarm value — Warto$¢ czujnika, przy ktérej czujnik przejdzie w stan alarmu niskiego poziomu.
« Low warning — Wigczenie ostrzegania o niskim poziomie, zblizajgcym sie do stanu alarmowego,

» Low warning value— Wartos$¢ czujnika, przy ktérej czujnik przejdzie w stan ostrzezenia niskiego poziomu.
» High warning — Witgczanie ostrzegania o wysokim poziomie, zblizajgcym sie do stanu alarmowego,

« High warning value— Wartos¢ czujnika, przy ktérej czujnik przejdzie w stan ostrzezenia wysokiego poziomu.
» High alarm - Wtgczenie alarmu wysokiego poziomu,

« High alarm value — Wartos¢ czujnika, przy ktérej czujnik przejdzie w stan alarmu wysokiego poziomu.

Po aktywowaniu alarmu pojawia sie dodatkowe okno, ktére umozliwia dostosowanie reakcji urzagdzenia na dang
sytuacje alarmowa. W tym miejscu uzytkownik moze skonfigurowaé powiadomienia oraz przypisa¢ wykonanie
konkretnej akc;ji.

Sensor corrections final = a * (x + preoffset) + b

Sensor preofiset 0

r

Sensor preoffset correction

LLd

Sensor multiplication: a 1 Multiplying sensor value

Sensor offset: b 0 H Fixed correction value

» Sensor preoffset — Pole stuzy do korekcji wskazania czujnika, wg wzoru funkc;ji liniowej f(x)=ax*b,
« Sensor multiplication 'a' — Mnozenie wartosci czujnika,

» Sensor offset 'b' — Korekta wartosci statej.
History
Zaktadka umozliwia zatgczenie i konfiguracje zapisu historii odczytéw z czujnikéw:

History configuration

Name Value Description
History Enable measurement recording
Records data only when SNTP time is active
Wait for SNTP @)

Go to the SNTP configuration

Period 60

L3

Save data from sensors every defined time [s]

Remove 30

L3

Remove logs older than (days)

Save

» History — Zatgczenie / wytgczenie zapisu odczytéw z czujnikéw,

« Wait for SNTP - Zatgczenie tej opcji spowoduje, ze dane z czujnikéw beda rejestrowane tylko wtedy, gdy
urzadzenie po restarcie pobierze czas z serwera SNTP,

e Przycisk Go to SNTP configuration — Umozliwia przejscie do zaktadki przeznaczonej do konfiguracji SNTR,

e Period — Czestotliwos¢ zapisu danych z czujnika,



» Remove — Umozliwia zatgczenie czyszczenia z pamieci zapiséw starszych niz okreslona liczba dni.

& Wskazéwka

Aby dane z czujnika byly zapisywane w pamieci urzagdzenia musi zosta¢ aktywowana funkcja rejestracji danych —
zaktadka Sensors / All, parametr Sensor log (dostepny w trybie edycji czujnika).

Chart

W zaktadce widoczne sg wykresy odczytow wszystkich czujnikow, ktére majg zatgczong rejestracje danych
(zaktadka Sensors / All, parametr Sensor log).

Preview of historical data

Refresh data Clear history Remove X oldest logs 10 3
Download JSON Download CSV
38
36
34
32
30
28

26

I
012:00 18:00 23 Jan 06:00

« Refresh data - Sciggniecie aktualnych odczytéw z czujnikéw,

e Clear history — Czyszczenie pamieci urzadzenia ze wszystkich zarejestrowanych pomiaréw z czujnika,

* Remove X oldest logs — Usuniecie z pamieci urzadzenia X najstarszych zarejestrowanych pomiaréw z czujnika,
o Download JSON - Pobranie zapisanych odczytéw w formacie JSON,

o Download CSV - Pobranie zapisanych odczytéw w formacie CSV.



Obstuga czujnika

Dla pewnosci doktadnych i niezawodnych odczytéw z czujnika, zaleca sie postepowanie zgodnie z ponizszym
szczegotowym przewodnikiem krok po kroku, obejmujgcym podtgczenie, przypisanie i konfiguracje czujnika.

Przypisanie czujnika

W pierwszej kolejnosci nalezy potaczy¢ czujnik z urzgdzeniem — patrz rozdziat Schemat podtaczen.

Nastepnie, korzystajgc ze strony internetowej urzadzenia, trzeba zlokalizowa¢, przypisac i skonfigurowac
podstawowe parametry czujnika. Jesli do urzagdzenia nie podtgczono wczesniej zadnych czujnikdw, mozna
skorzystaé¢ z opcji automatycznego ich przypisania. Wystarczy zresetowaé urzgdzenie po podtgczeniu czujnikow.
Gdy urzadzenie uruchomi sie ponownie, automatycznie rozpozna i przypisze dostepne czujniki, okreslajgc réwniez
ich rodzaj.

Ponizej opisany zostat proces recznej konfiguracji czujnikéw krok po kroku.

Krok 1: W zaktadce Sensors / All — nalezy klikng¢ przycisk +:

Assign or edit sensors

ID Name Src Type Log Alarms Config

W wyswietlonym oknie dialogowym w pierwszej kolejnosci nalezy dokonaé¢ wyboru zrédta czujnika — parametr
Source. W tym przypadku nalezy wybra¢ opcje One-wire (czujnik fizycznie podtgczony do magistrali).
Przypisanie czujnika nalezy rozpoczg¢ od ikony Scan bus, ktéra wywotuje okno ukazujgce wykryte czujniki:

Assign sensor X
Sensor: 28f1275e25230b2a Sensor: 289936a525230b1c
Type: Temperature Type: Temperature
Assigned to s[0] Assigned to s[1]
s0 s1
Assign Assign
Scan

Nalezy przypisa¢ wybrany czujnik poprzez klikniecie przycisku Assign.
Krok 2: Konfiguracja podstawowych parametréw

W oknie konfiguracyjnym czujnika nalezy ustawi¢ wtasciwy typ czujnika, mozna nada¢ mu nazwe, itp. Wszystkie
ustawienia nalezy zatwierdzi¢ za pomocg przycisku Save.



Krok 3: Podglad w zaktadce Status

Prawidtowo skonfigurowany czujnik spowoduje wyswietlenie odczytéw w zaktadce Status w oknie Sensors:

Enable autorefresh ()

Sensors
ID Name State Last value Lastread

0 Sens 0 Normal 24.8 1.6s

2 Sens 2 Normal 49 0.3s

3 Sens 3 Normal OFF 0.3s

Type
1 Sens 1 ® Normal 23.3 0.8s
o
(0'

ZAPIS ODCZYTOW Z CZUJNIKA | PODGLAD WYKRESU

Przeprowadzenie konfiguracji czujnika zgodnie z instrukcjami z poprzedniego rozdziatu nie gwarantuje
automatycznego zapisywania odczytow w pamieci urzagdzenia. Umozliwiajg one jedynie biezacy podglad wartosci.
Aby dane z czujnika byty okresowo rejestrowane, nalezy postepowac zgodnie z kolejnymi wskazéwkami:

Krok 1: Wigczenie automatycznego zapisu odczytéw czujnika

W zaktadce Sensors / All, nalezy klikng¢ przycisk edycji parametréw czujnika

WysSwietlony zostanie ekran konfiguracyjny czujnika:

SOURCE

BusS @ mbAgent Stg O inveog O counter (O

Sensor-1D 0

Name Value Description

Sensor 1-wire address

28d2ce7193230b6D0 Sensor 1-wire address

s0 Your custom sensor name

Sensor type Temperature ~ Select sensor type
Hysteresis 3 Sensor hysteresis
Sensor log Log sensor data in memory

88

Notifications Enable notifications

MQTT notification Enable MQTT notification



Nalezy przejs¢ do opcji Sensor log i zaznaczy¢ parametr Enable. Wszystkie ustawienia nalezy zatwierdzi¢ za
pomoca przycisku Save.



Krok 2: Wigczenie automatycznego zapisu odczytéw
Zaktadka Sensors / History:

History configuration

Name Value Description

Records data only when SNTP time is active

History () Enable measurement recording

Wait for SNTP [ Go fo the SNTP configuration J

O

Period 60 Save data from sensors every defined time [s]

o

Remove 30 Remove logs older than (days)

Nalezy przejs¢ do opcji History i zatgczy¢ jg za pomoca suwaka.

Gdy urzadzenie zostanie zrestartowane lub wystgpi awaria potgczenia internetowego, automatycznie przejdzie ono
na zapis odczytéw z czujnikow za pomocg wewnetrznego zegara czasu rzeczywistego (RTC). Opcja Wait for SNTP
umozliwia urzadzeniu oczekiwanie na pobranie aktualnego czasu z serwera czasu sieciowego (SNTP) przed

rozpoczeciem zapisywania danych z czujnikow. Dzieki temu zapewniona jest doktadnos¢ czasowa pomiaréw, nawet
w przypadku braku potagczenia z internetem.

& Wskazéwka

Wszystkie zmiany nalezy zapisa¢ za pomoca przycisku Save.

Krok 3: Ustawienie aktualnego czasu w urzadzeniu

Urzadzenie wyposazone jest w wewnetrzny zegar RTC z podtrzymaniem bateryjnym. W przypadku, gdy urzadzenie
ma staty dostep do sieci internetowej mozna zatgczy¢ ustuge SNTP.

Zaktadka Administration / Time - SNTP umozliwia ustawienie serwera czasu SNTP, ktory gwarantuje, ze pomimo
braku zasilania aktualny czas urzgdzenia zostanie utrzymany.

SNTP configuration

Name Value Description
SNTP Enable SNTP client
Server SNTP server address
Poll time 86400 = Server poll time (secs)

¢ Wskazéwka

Wszystkie zmiany nalezy zapisa¢ za pomoca przycisku Save.




Po skonfigurowaniu urzadzenia wg powyzszych instrukcji urzgdzenie rozpocznie zapisywanie danych z czujnika do
pamieci wewnetrznej. Modut pozwala takze na podglad wykresu zmian wartosci odczytanych z czujnika w czasie.
Mozna réwniez pobra¢ zapisane odczyty w formacie JSON lub CSV.

POBIERANIE ZAPISANYCH ODCZYTOW Z CZUJNIKOW

Zapisane odczyty z czujnikéw (patrz poprzedni rozdziat) mozna pobra¢ z urzadzenia w formacie JSON lub CSV
odwotujac sie do zasobu pamieci wewnetrznej urzagdzenia. Nalezy w tym celu zastosowac¢ nastepujgcg komende:
http://adres_IP_urzadzenia/data/log.json.

Odczyty z czujnikdéw mozna réwniez pobiera¢ bezposrednio ze strony urzgdzenia w formacie JSON lub CSV. W tym
celu nalezy skorzystaé z odpowiednich przyciskéw: Download JSON lub Download CSV lub w zaktadce Sensors /
Chart.



Konfiguracja powiadomien

Zaktadka Notifications umozliwia konfiguracje réznorodnych powiadomien - wigczanie, wytgczanie oraz
przypisywanie powiadomien, obejmujacych E-mail, SMS, SNMP Trap, MQTT, dotyczacych pracy czujnikow, wejs¢ i
wyj$¢.

Aby powiadomienia mogty by¢ skutecznie przesytane nalezy:
Krok 1: Zatgczy¢ opcje powiadomien w zaktadce wybranych elementéw systemu: czujniki wejscia lub wyjscia,
okreslenie rodzaju powiadomien,

Krok 2: W zaleznosci od wybranego rodzaju powiadomien — SMS, e-mail, SNMP Trap, MQTT - dokona¢ konfiguracji
w zaktadce Services — patrz rozdziat Protokoty komunikacyjne

Krok 3: Wigczy¢ opcje powiadomien w zaktadce Configuration.
Sensors

W zaktadce Sensors mozna dostosowywac ustawienia powiadomien zwigzanych z pracg poszczegdlnych
czujnikéw. Powiadomienia dla wybranego czujnika mozna wtgczy¢ na dwa sposoby: w zaktadce Sensors, w trakcie
konfiguracji czujnika (patrz rozdziatl Konfiguracja czujnikéw) lub klikajgc ikone w zaktadce Notifications / Sensors.

Petng personalizacje umozliwia okno konfiguracyjne, ktére pojawia sie po aktywaciji funkcji powiadomien:

0
(<0) o«

State £-mail sMs SNMP Trap MQTT
Info a O
oK a O
Error a O O
isat O a a O
isa O O O
isat g O O
isat O O O

¢ Wskazéwka

Aby powiadomienia E-mail, SMS, SNMP Trap oraz MQTT dziataly prawidtowo nalezy dokonaé konfiguracji tych opcji
w zaktadce Services — patrz rozdziat Protokoty komunikacyjne.

W wyswietlonej tabeli uzytkownik ma mozliwo$é zaznaczenia jakiego rodzaju powiadomienia majg by¢ wysytane w
reakcji na wystgpienie okreslonych zdarzen:

 Info — Cykliczna informacja o stanie czujnika,



e OK — Stan powrotu czujnika do normalnej pracy po wczesniejszym btedzie lub stanie alarmowym,
« Error — Stan btedu czujnika,

o Alarm low — Stan wartosci alarmowej niskiego poziomu,

» Warning low — Stan wartosci ostrzezenia przez zblizaniem sie do alarmu niskiego poziomu,

o Warning high — Stan wartosci ostrzezenia przez zblizaniem sie do alarmu wysokiego poziomu,

» Alarm high — Osiagniecie przez czujnik wartos$ci alarmowej wysokiego poziomu.

W przypadku, gdy dla czujnika nie zostaty wczesniej ustawione wartosci graniczne alarmowe mozna to zrobi¢ w tym

miejscu korzystajac z ikony EEE ktdéra otwiera okno pozwalajgce na wprowadzenie zgdanej wartosci:

Set alarm low

Alarm low value

0

Po wprowadzeniu zgdanej wartosci, nalezy zatgczy¢ funkcje klikajgc ikone
Wprowadzone tu ustawienia bedg takze widoczne w zaktadce Sensors.

L

¢ Wskazéwka

Aby aktywowa¢é funkcje powiadomien, wazne jest, aby oprécz ustawien tutaj wprowadzonych, réwniez wiaczy¢ te
opcje w zaktadce Configuration.

Inputs

W zaktadce Inputs mozna skonfigurowaé ustawienia powiadomien dotyczacych pracy podtagczonych do urzadzenia

wejsé. Po nacisnieciu ikony , aktywowane zostajg powiadomienia dla wybranego wejscia, pozostawiajgc do
skonfigurowania jedynie ich szczegoty. Petng personalizacje umozliwia okno konfiguracyjne, ktére pojawia sie po
aktywacji funkcji powiadomien:

Dl O
(DI0) @

State E-mail SMS3 SNMP Trap MQTT
On change action O O O O
Info O O O

Istnieje mozliwo$¢ zatgczenia powiadomien MQTT oraz E-mail, SMS, SNMP Trap (zaleznie od wersji urzgdzenia).



¢ Wskazéwka

Aby powiadomienia E-mail, SMS, SNMP Trap oraz MQTT dziataty prawidtowo nalezy dokonaé¢ szczegétowej
konfiguracji tych opcji w zakltadce Services.

W wyswietlonej tabeli uzytkownik ma mozliwosé¢ zaznaczenia jakiego rodzaju powiadomienia majg by¢ wysytane w
reakcji na wystgpienie okreslonych zdarzen:

» On change action — Zmiana stanu wejscia (wtgczony — wytgczony),

« Info — Informacja o stanie wejscia.

¢ Wskazéwka

Aby aktywowa¢é funkcje powiadomien, wazne jest, aby oprécz ustawien tutaj wprowadzonych, réwniez wiaczy¢ te
opcje w zaktadce Configuration.

Outputs

W zaktadce Outputs mozna skonfigurowaé ustawienia powiadomien dotyczgcych pracy podtaczonych do urzadzenia

wyjs¢. Po nacisnieciu ikony , aktywowane zostajg powiadomienia dla wybranego wyjscia, pozostawiajgc do
skonfigurowania jedynie ich szczegoty. Petng personalizacje umozliwia okno konfiguracyjne, ktére pojawia sie po
aktywacji funkcji powiadomien:

DOO
(DOO) .«

State E-mail SMS SNMP Trap MQTT
On change action O O O O
Info O (| (|

Istnieje mozliwo$¢ zatgczenia powiadomien MQTT oraz E-mail, SMS, SNMP Trap (w zaleznos$ci od wersji
urzadzenia).

¢ Wskazéwka

Aby powiadomienia E-mail, SMS, SNMP Trap oraz MQTT dziatatly prawidtowo nalezy dokonaé szczegétowej
konfiguracji tych opcji w zakltadce Services.

W wyswietlonej tabeli uzytkownik ma mozliwos¢ zaznaczenia jakiego rodzaju powiadomienia majg by¢ wysytane w
reakcji na wystgpienie okreslonych zdarzen:

» On change action — Zmiana stanu wyjscia (wtgczony — wytgczony),

 Info - Informacja o stanie wyjscia.




¢ Wskazéwka

Aby aktywowa¢ funkcje powiadomien, wazne jest, aby oprécz ustawien tutaj wprowadzonych, réwniez wiaczy¢ te
opcje w zaktadce Configuration.

Configuration

W sekcji Configuration istnieje opcja aktywacji funkcji powiadomien, konieczna do wysytania komunikatow.
Dodatkowo, uzytkownik ma mozliwos¢ dostosowania ogolnych parametrow zwigzanych z przesytaniem
powiadomien.

Protocol Value Description
MNotifcation O Enable notification
E-mail info 86400 H] E-mail info time [s]
SMS info 86400 S SMS info time [s]
MQTT info 60 ] MQTT info time [s]
MQTT Retain Set MQTT Retain flag
SNMP Trap 0 - SNMP user trap
1O time 100 . Minimum time before sending another state

change for inputs and outputs [ms]

» Notification — Zatgczanie / wytgczanie powiadomien,

» E-mail info — Czestotliwos¢ wysytania wiadomosci e-mail z informacja a stanie czujnika / wejscia / wyjscia
(tylko 1QIO PRO, Sens, Daxi),

o SMS info — Czestotliwo$¢ wysytania wiadomosci SMS z informacjg a stanie czujnika / wejscia / wyjscia (tylko
IQIO PRO, Daxi),

 MQTT info — Czestotliwos¢ wysytania wiadomosci MQTT z informacjg a stanie czujnika / wejscia / wyjscia,

» MQTT Retain - Zatgczenie / wytagczenie funkcji MQTT Retain — wigczona opcja oznacza, ze brokery beda
zachowywaty ostatnie komunikaty dla tematow, do ktérych urzadzenie wysyta powiadomienia,

e SNMP Trap — Wybrany SNMP Trap,

10 time — Minimalny czas, jaki musi uptyng¢ miedzy kolejnymi zmianami stanu na wejsciach/wyjsciach, aby
unikng¢ nadmiernego wysytania powiadomien, zwtaszcza podczas testow lub eksperymentalnego badania
wejsé/wyjs¢ urzadzenia.

W zaktadce znajduja sie rowniez tabele: Sensor, Input oraz Output.

Kazda tabela zawiera predefiniowane komendy, umozliwiajgce wysytanie powiadomien e-mail oraz SMS, zawierajgce
aktualne stany urzadzenia. Dodatkowo, uzytkownik ma mozliwos¢ edycji tych komend, co pozwala na dostosowanie
ich do wtasnych preferenciji, na przyktad dodajgc nazwe urzadzenia. Kazda tabela zawiera réwniez topic, ktérego
wykorzystanie jest konieczne przy wysytaniu powiadomien poprzez protokét MQTT.



‘ E-mail ‘ Sensor notification e-mail subject ‘

[ @sensor name |= @sensor value s[ @sensor ID ] @sensor status toxt

Show help C’

‘ SMS ‘ Sensor notification SMS content}

Show help C’

MQTT Topic
{ igio/c09bf4a00490 l

MQTT

Sensor notification MQTT Topic

‘ E-mail ‘ Input notification e-mail subject ‘

Show help

SMS ‘ Input notification SMS content}

Input @input D = @input state  @input name.

Show help C’

MQTT Topic
{ daxi/c09bf4a00ace

MQTT

Input notification MQTT Topic




Qutput
E-mail Output notification e-mail subject

[ @output name ]= @output state o[ @output ID ]

Show help

SMS Output notification SMS content}

Cutput @output ID = @output state @output name

Show help

MQTT Topic

daxi/c09bf4al0ace
MQTT

Cutput notification MOTT Topic

Macierz dziatan
KNX outputs

W zaktadce Work matrix/KNX outputs istnieje mozliwo$é zaprogramowania zachowania wyjscia w odpowiedzi na
ramki danych przesytane na okreslone grupy w systemie KNX. Ta funkcja umozliwia konfiguracje w celu
automatycznego sterowania wyjsciami w zaleznosci od danych otrzymanych przez system KNX.

Gdy Virtus otrzymuje ramke danych na wybranej grupie KNX (np. 1/1/1), automatycznie wykonuje przypisane
dziatanie, takie jak wtgczenie, wytgczenie, zmiana stanu na przeciwny lub czasowe witgczenie. Dzieki temu
uzytkownik moze precyzyjnie kontrolowaé zachowanie urzgdzenia w zaleznosci od sygnatéw KNX.

Physical outputs configuration

KNX read
Channel 0: 0/0/0
DOO Syntax: 0-31/0-7/0-255
Oon Off Invert Time

Nacisniecie przycisku Advanced configuration spowoduje wyswietlenie zmienionego widoku konfiguraciji,
umozliwiajgcego w prosty sposob skopiowanie $ciezki z komenda:

Advanced configuration ()
Outputs configuration
No. Name KNX read KNX

1 DO 0 00/



Lista komend KNX rozpoznawanych przez urzadzenie:

e On - Zataczenie wyjscia — moze przyjmowac 2 wartosci:
o 0 - Wystanie takiej komendy spowoduje wytgczenie wyjscia,

e 1 - Wystanie takiej komendy spowoduje wtgczenie wyjscia.

Off — Wytgczenie wyjscia — moze przyjmowac 2 wartosci:
e 0 - Wystanie takiej komendy spowoduje wtgczenie wyjscia,
e 1 — Wystanie takiej komendy spowoduje wytgczenie wyjscia.
 Invert - Zmiana stanu wyjscia na przeciwny:
e 0 - Taka komenda nie spowoduje zmiany stanu wyjscia,
e 1 — Wystanie takiej komendy spowoduje zmiane stanu wyjscia na przeciwny.
» Time — Czasowe wigczenie/wytgczenie wyjscia:
e 00 — Wytgczenie przekaznika,

e 01 TonMSB TonLSB ToffMSB ToffLSB — Wtgczenie przekaznika na ustalony czas po zakonczeniu
okreslonego opdznienia. Czas ten jest wyrazony w jednostkach rownych 0,1 sekundy, zapisanych w
systemie szesnastkowym (hex).

H Przyktad

Wigczenie przekaznika na 60 sekund (wartos$¢ 600), po 8 sekundowym opoznieniu (warto$¢ 80): - dec 600 hex 0x02
0x58 - dec 80 hex 0x00 0x50 Sktadnia:

TonMSB TonlSB TogMSB ToxlLSB

NN/
0102580050,
E w A

T[pn TDH’

komenda

¢ Wskazéwka

Aby zaprogramowaé wiaczenie przekaznika bez op6znienia wystarczy nie wprowadzaé wartosci dla Toff, np.: 010258.

KNX/TCP/UDP Inputs



Zaktadka umozliwia zaprogramowanie reakcji urzgdzenia w sygnat otrzymany na wybranym wejsciu. Mozna do tego
wykorzystac protokoty KNX, UDP oraz TCP. Istnieje mozliwos¢ przypisania wielu reakcji na sygnat z tego samego
wejscia.

Physical inputs configuration

KNX read

Channel 0: 0/0/0

DI O Syntax: 0-31/0-7/0-255
Function Protocol Destination Frame Config
Action Off None b
Action On None bl

Po wybraniu protokotu, w zaleznosci od wybranego ustawienia nalezy wprowadzi¢ dodatkowe informacje:
KNX:

e KNX group — Docelowa grupa KNX np. 1/1/1,
» Frame - Sktadnia komendy wysytanej na dang grupe KNX zapisana heksadecymalnie. Przyktadowa sktadnia:
0105.
TCP/UDP:

« Server IP/DNS - Docelowy adres IP dla ramki TCP/UDP,
o Port - Domyslnie 9761,

o Frame — Tres¢ ramki TCP/UDP. Na przyktad naruszenie wejscia %i[0]%.

Nacisniecie przycisku spowoduje usuniecie akcji.

W zaleznosci od rodzaju wejscia (parametr Action type w zaktadce 1/0 Settings / Inputs) dostepna jest rézna liczba
funkciji:
» Standard:
e Action Off,
e Action On.
e Hold:
e Action Off,
e Action On,
e Action Hold On,
« Action Hold Off.
e Cnt:
e Action|,

o Actionll,



e Actionlll,

e Action IV.
o Toggle:

e Action |,

e Actionll.
» Freq:

o Action Off,

e Action On.

Przycisk Go to the inputs configuration umieszczony w prawym gérnym rogu umozliwia szybkie przejscie do
zaktadki 10 Settings/Inputs.

Powiazania
Zaktadka Binding umozliwia konfiguracje powigzan — przenoszenie standéw wej$¢/wyjsc.
iCluster

Zaktadka umozliwia potaczenie z innymi urzgdzeniami Inveo w tej samej sieci LAN. Umozliwia podglad stanéw
urzadzen, mierzonych wartosci a takze sterowanie wyjsciami. Mozna réwniez przenosi¢ stan wejscia podtgczonego
urzadzenia na wybrane wyjscie Virtusa. Z urzadzeniem Virtus mozliwe jest potgczenie nastepujgcych modutéw
Inveo:

e Moduly z serii Daxi,

e Moduty z serii IQIO,

« Nano Relay Output,

« Nano Digital Input,

+ Nano Temperature Sensor,

e Hero Web Sensor,

» Moduty z serii Lantick.

Aby potaczy¢ urzadzenie Virtus z innym modutem Inveo nalezy klikngé ikone e - wyswietli sie okno dialogowe
umozliwiajgce odnalezienie urzadzen Inveo w sieci LAN. Po kliknieciu ikony Scan urzgdzenie wyszuka wszystkie
dostepne urzadzenia:



Manual configuration

® Name: Nano-0-1
ID: dEV[O] IP address: 192.168.111.15
Select
Name
IP address Name: Hero-WS
IP address: 192.168.111.16
v Select
Poll time
0

@

Po wybraniu urzadzenia za pomocag przycisku Select nalezy zatwierdzi¢ ustawienia przyciskiem o

Oy
e
| R J

\
Klikajac ikone “~_—~" mozna sprawdzi¢ szczegdty pracy potgczonych urzgdzer, przetestowaé sterowanie wyjsciami,
przekierowac¢ odczyt z czujnikow zewnetrznych do Virtus itp.

Outputs
Zaktadka umozliwia przekierowanie stanu z innych komponentow:
Physical outputs configuration

No. Name Route from (D Route to

0 DO 0 1i[0]
1 DO 1

B8 ©°

Virtual outputs configuration

No. Name Route from (D Route to

2 VO 2
3 VO3

B8 e

» Name — Umozliwia zmiane nazwy wyjscia,

* Route from — Wskazanie zrédta, ktére ma wptywac na stan wyjscia — zmiana stanu na kanale wskazanym w tym
polu spowoduje analogiczng zmiane stanu wyjscia.

Mozliwe Zrédta stanu wyjscia:

e i[x] — Stan kanatu wejsciowego,

e i[x].act — Ostatnia akcja wejscia,



e o[x] — Stan cewki kanatu wyjsciowego,
e o[x].on — Stan kanatu wyjsciowego,
e v[x] —Zmienna wewnetrzna,
e s[x].aHi — Alarm stanu wysokiego czujnika,
e s[x].aLo — Alarm stanu niskiego czujnika,
e s[x].wHi — Ostrzezenie stanu wysokiego czujnika,
e s[x].wLo — Ostrzezenie stanu niskiego czujnika,
e s[x].err — Btad czujnika,
e s[x].ok — Czujnik pracuje poprawnie,
e ping[x] — Status ping: @ -btad, 1 - sukces,
e mb[x].y — Warto$¢ mbAgent.
e Urzadzenie zewnetrzne:
e dev[x].err — Utrata potgczenia,
e dev[x].o[y] — Wyjscie zewnetrzne,
e dev[x].i[y] — Wejscie zewnetrzne,
e dev[x].s[y].err — Btad czujnika zewnetrznego.
» Negacja i operacje logiczne (|/&/*) np.:
e Is[@].err
e lo[@]&v[1]

* Route to — Wskazanie zmiennej, na ktérej stan ma wptywac stan wyjscia.
Mozliwe zmienne, na ktére ma wptywac stan wyjscia:

e v[x] —Zmienna wewnetrzna,
e mb[x].y — Warto$é¢ mbAgent,
e Urzadzenie zewnetrzne:
e dev[x].o[y] — Wyjscie zewnetrzne.
» Negacja i operacje logiczne (|/&/*) np.:
e Is[@].err

o lo[0]&Vv[1]

¢ Wskazéwka

Jesli wskazanie zrodta zostanie poprzedzone znakami ,!i”, stan cewki przekaznika wyjscia bedzie przeciwny do stanu
zrédlowego. Na przyktad: lio[0] oznacza, ze wyjscie bedzie miato stan przeciwny do wyjscia 0.

umozliwia przejscie do konfiguracji krok po kroku.



Zaktadka umozliwia ustawienie wej$¢ wirtualnych zgodnie z zewnetrznymi zrédtami, np. taki sam stan jak stan
wejscia urzadzenia potgczonego z urzadzeniem Virtus lub stan wejscia zalezny od wystgpienia alarmu na
okreslonym czujniku:

Virtual inputs configuration

No. Name Route from

&=l - W - NS

e Name - Umozliwia zmiane nazwy wejscia,

e Route from — W tej kolumnie mozna uzalezni¢ stan wejscia od okreslonych zdarzen itp. Stuzg do tego
nastepujgce komendy (lista komend dostepna réwniez po kliknieciu ikony i):

e i[x] — Stan kanatu wejsciowego x,
e o[x] — Stan cewki kanatu wyjsciowego x,
e o[x].on — Stan kanatu wyjsciowego x,
e v[x] — Stan zmiennej wirtualnej,
e s[x].aHi — Alarm wysokiego stanu czujnika x,
e s[x].aLo — Alarm niskiego stanu czujnika x,
e s[x].wHi — Stan wysoki ostrzezenia czujnika x,
e s[x].wLo — Niski stan ostrzezenia czujnika x,
e s[x].err — Bfad czujnika x,
e s[x].ok — Czujnik x w stanie normalnym,
e ping[x] — Status ping: 0 — btad, 1 — sukces,
e mb[x].y - Wartos¢ mbAgent,
e Urzadzenie zewnetrzne:
e dev[x].err — Utrata potgczenia,
e dev[x].o[y] — WyjScie zewnetrzne,
e dev[x].i[y] — Wejscie zewnetrzne,
e dev[x].s[y].err — Btad czujnika zewnetrznego.
» Negacja i operacje logiczne (|/&/*) np.:
e Is[0].err

e lo[0]&v[1]

# umozliwia przejécie do konfiguracji krok po kroku.



mbAgent

Poller to funkcja programu, ktéra regularnie pobiera dane innego systemu, urzadzenia lub aplikacji, wykorzystujac
protokét Modbus TCP lub Modbus RTU. Zasada dziatania pollera polega na wysytaniu zapytan do okreslonego celu i
oczekiwaniu na odpowiedz. Klikniecie przycisku Create a mbAgent instance spowoduje wyswietlenie kolejnych
okien dialogowych ze szczegétowymi nastawami:

Device settings:

Create a new mbAgent instance ° X

Device settings Next »

mbAgent name

Protocol Modbus TCP A
Transport TCP ~
Device PDU 1 =
Connection timeout [ms] 1000
Response timeout [ms] 200
IP address
Port 502 =

- mbAgent name — Nazwa pollera,
o Protocol - Protokét komunikacji dla pollera:
e Modbus TCP
e Modbus RTU
e Transport:
» TCP (opcja dla protokotu Modbus TCP),
o UDP (opcja dla protokotu Modbus TCP),
» RS485/RS232 (opcja dla protokotu Modbus RTU).
» Device PDU - Adres sprawdzanego urzadzenia,
 Connection timeout [ms] (opcja tylko dla protokotu Modbus TCP), - limit czasu potgczenia [ms],
« Response timeout [ms] — Limit czasu odpowiedzi [ms],
 |IP address (opcja tylko dla protokotu Modbus TCP) — Adres IP sprawdzanego urzadzenia,

o Port (opcja tylko dla protokotu Modbus TCP) — Port komunikacji ze sprawdzanym urzgdzeniem.
Klikniecie przycisku Next spowoduje przejscie do kolejnego okna parametréw.

Data:



Create a new mbAgent instance ° X

¢ Back Data Next »
Start register address 0 =
Number of registers 10 =
Register type Coils h
Refresh interval [s] 5 S
Writable

» Start register address — Adres rejestru poczgtkowego,
o Number of registers — Liczba rejestrow,
» Register type — Typ rejestru:
» Coils
e Input Register 16-bits
« Holding Register 16-bits
¢ Discrete Inputs
o Refresh interval [s] — Interwat od$wiezania [s],

o Writable — Mozliwos¢ zapisu.

Mappers:
Create a new mbAgent instance ° X
¢ Back Mappers
Mapper name Mapper name to reference
Address 0 = Register address

Mappers Add mapper

« Mapper name — Nazwa mappera,

e Address — Adres rejestru.

Planowanie dziatan (grafik)

W zaktadce Schedule mozemy dostosowywac dziatanie systemu za pomocg definiowanych harmonograméw pracy
lub czaséw cron. Ta zaawansowana funkcja pozwala na elastyczne programowanie réznorodnych akcji, takich jak



wigczanie lub wytgczanie urzadzen, oraz definiowanie szerokosci i dtugosci geograficznej dla synchronizaciji z
wschodami i zachodami storica. Ponadto, mozliwos$¢ przypisywania konkretnych akcji do okreslonych czaséw cron
umozliwia skonfigurowanie spersonalizowanego harmonogramu dziatania systemu.

Weekly

Zaktadka daje mozliwos¢ ustawienia czterech tygodniowych planéw pracy — zatgczanie wybranych wyjs¢ urzadzenia
w okreslonych godzinach w poszczegdlnych dniach tygodnia.

Change time format — Przycisk umozliwiajgcy zmiane formatu czasu z 24-godzinnego na 12-godzinny.

Programowanie harmonogramu dziatan nalezy rozpocza¢ od wyznaczenia godzin startu oraz konca. Nastepnie za

pomoca przycisku e nalezy przejs¢ do wyboru dni tygodnia oraz wyjsc¢, ktérych harmonogram dotyczy.

Nastawy nalezy zatwierdzi¢ za pomoca przycisku o
Przycisk Enable rule — Umozliwia wytgczenie harmonogramu.
Cron action

Zaktadka umozliwia aktywowanie wczesniej zdefiniowanych akcji (patrz rozdziat Definiowanie zadan) zgodnie z
harmonogramem wykorzystujgcym czas cron.

W pierwszej kolejnosci nalezy zatgczy¢ dziatanie cron:
Cron expression configuration

Name Value Description

Cron action (:) Enable cron action

Po nacisnieciu przycisku + uruchomiona zostanie konfiguracja czasu cron krok po kroku.
Po zatwierdzeniu ustawien czasu cron mozna przejs¢ do kolejnych krokow konfiguracji:

All available cron actions - run action when cron time comes up

ID Cron expression Comment Action Config
0 Cron expression Your notes +
514%%4 ° X
4
T
ek i*:;

» Cron expression — Ustawiony czas cron. lkona Bl umozliwia powrd6t do konfiguraciji czasu cron,

o Comment — Umozliwia wstawienie komentarzy uzytkownika,

Action - Umozliwia przypisanie zdefiniowanych wczesniej akcji — patrz rozdziat Definiowanie zadan,

Config — Umozliwia zatwierdzenie wprowadzonych zmian - o lub opuszczenie sektora edycji.



Cron standard
Zaktadka umozliwia zaprogramowanie dziatania wyjs¢ zgodnie z czasem cron:
Cron expression
Name Value Description

Cron standard () Enable cron standard
Execute cron commands that were missed due to

Missed Cron Replay (D power loss
Max recovery time: 7 days of power loss

» Cron standard — Zatgczanie / wytgczanie obstugi Cron,

» Missed Cron Replay — Wykonywanie polecen cron, ktére zostaty pominiete z powodu utraty zasilania.
Maksymalny czas odzyskiwania: 7 dni utraty zasilania.

Konfiguracja cron krok po kroku:

Command field (-/0/1/n)
(:) l Cron expression l ——————— .ég_ Comment

+

Klikniecie ikony
mozliwo$¢ konfiguracji komendy — nalezy zaprogramowacé w jaki sposoéb majg sie zachowacé poszczegdlne wyjscia

spowoduje przej$cie do konfiguracji czasu cron. Po dotozeniu czasu cron odblokowana zostaje

w ustawionym czasie cron — dla kazdego z wyjs¢ dostepne sg nastepujace opcje:

ID Name Command

#0 DO 0 @ None () Not (O off (O On

« None — Brak zmiany stanu,

e Not — Zmiana stanu na przeciwny,

Off — Wytacz,
e On - Wigcz.

Konfiguracje nalezy potwierdzi¢ klikajgc przycisk Add command.
Dotozenie kolejnych komend jest mozliwe po nacisnieciu przycisku +.
Konfiguracja cron zaawansowana:

Przycisk Advanced configuration umozliwia przej$cie do zaawansowanej konfiguracji cron, ktéra polega na
odpowiednim wypetnieniu szesciu kolumn.



Ponizszy rysunek przedstawia znaczenie kolejnych kolumn:

| | commemme== DzienA tygodnia (0-7) (@ i 7 niedziela)
[ Miesigc (1-12)
| seeccecceccassass DzienA miesigca (1-31)
| eecmemcossssssssssmos Godzina (0-23)
———————————————————————— Minuta (0-59)

Komenda sterujgca sktada sie z 8 pdl przedstawiajgcych stan odpowiednich wyjs¢.

Kazde z pél moze przyjmowac wartosci: - 1 — Zatgczenie wyjscia, - 0 — Wytgczenie wyjscia, - n — Negacja (jesli byto

zatgczone nastgpi wytgczenie i odwrotnie), - - — Pozostaw wyjscie bez zmian.
§ Przykiad
Wyjscie 1 2 3 4 5 6
Stan 1 1 0 1 n 1

e zalgczenie wyjscia 1, 2, 4, 6,
¢ wylgczenie wyjscia 3, 8,
¢ negacja wyjscia 5,

e wyjscie 7 pozostawione bez zmian.

Sterownik rozpoznaje nastepujgce wpisy:

» Niedziela moze by¢ oznaczona jako 0 lub 7

» Dzien wykonania komendy mozna wpisa¢ na dwa sposoby: podajgc dzieh miesigca lub dzien tygodnia. Jesli oba
pola sg ustawione, to komenda wykona sie zaréwno w ustawiony dzien miesigca, jak i w ustawiony dzien
tygodnial!

o Wartosci liczbowe mozemy zapisywaé w ré6znych formatach:
e 1-3 — Czyliwartosci 1, 2, 3,
e 0-10/2 - Czyliwartos$¢ 0, 2, 4, 6,8 10 (co druga wartos$¢ ze zbioru od 0 do 10),
e 1,2,5 - Czyli wartosci kolejno 1, 2, 5,
o */2 — Co 2 dozwolona wartos¢ (np. w pierwszej kolumnie bedzie to 0, 2, 4, 6...56, 58),
e 1-3,56 —Czyli1,2,30raz 5i 6,
e SR - odniesienie sie do godziny wschodu stonica,

e SS - odniesienie sie do godziny zachodu stonca.




¢ Wskazéwka

Z powodu zmiany czasu nalezy unika¢ ustawiania zadan, ktére miatyby sie wykona¢ miedzy 2:00 a 3:00 w niedziele.
Takie ustawienie powoduje, ze przy automatycznej zmianie czasu na letni zadanie nie wykona sie, natomiast przy
zmianie czasu z letniego na zimowy wykona sie dwa razy (miedzy 2:00 i 3:00 oraz 2a:00 i 3a:00).

H Przyktad

- Zataczenie trzeciego przekaznika o 12:45: 45 12 * * * --1------

- Zataczenie pigtego przekaznika o 17:30 16 pazdziernika: 30 17 16 10 * ----1---

- Zalaczenie drugiego przekaznika od poniedziatku do pigtku 0 8:00: 66 8 * * 1-5 -1--------

- Zalgczenie pierwszego przekaznika i wytgczenie przekaznika piagtego od poniedziatku do pigtku o wschodzie
stoica: SR SR * * 1-5 1---0---

- Zalaczenie przekaznika pierwszego o zmierzchu i wylgczenie o $wicie: SS SS * * * 1--------- SR SR * * * @-

- Zataczenie przekaznika trzeciego 10 minut po $wicie: SR+16 SR * * * —-7-----

Configuration

Zaktadka umozliwia konfiguracje sterowania wyj$ciami z wykorzystaniem czasu Cron.

Location configuration ®
Name Value Description
Twilight Sunrise/set(-0.58°) v Select twilight type
Longitude ] - ° (W-.E+)
Longitude 0 = ' (W-,E+)
Latitude 0 = ® (S-.N+)
Latitude 0 S ' (S-.N+)

o Twilight — Wybor typu zmierzchu - patrz rozdziat Typ zmierzchu,

» Longitude - Dtugo$¢ geograficzna — stopnie (warto$¢ dodatnia dla wschodniej dtugosci, wartos$¢ ujemna dla
zachodniej),

» Longitude - Dtugo$¢ geograficzna — minuty (warto$¢ dodatnia dla wschodniej dtugosci, warto$¢ ujemna dla
zachodnie)),

 Latitude — Szerokos$¢ geograficzna — stopnie (warto$¢ dodatnia dla szerokosci pétnocnej, warto$é ujemna dla
potudniowej),

« Latitude — Szerokos$¢ geograficzna — minuty (warto$¢ dodatnia dla szerokosci pétnocnej, warto$¢ ujemna dla
potudniowej).

Typ zmierzchu



 Civil (-6°) — Zmierzch cywilny — faza zachodu Stonca, w ktérej Srodek tarczy stonecznej jest nie wiecej niz 6
stopni katowych ponizej horyzontu. W tym okresie pojawiajg sie na niebie najjasniejsze gwiazdy i planety,
zachowujgc wystarczajgcg ilos¢ naturalnego swiatta do normalnej dziatalnosci na otwartej przestrzeni.

 Nautical (-12°) — Zmierzch nautyczny (zwany réwniez zmrokiem) — czas po zachodzie Storica, gdy $rodek tarczy
stonecznej znajduje sie ponizej 6 stopni katowych ponizej horyzontu, ale wcigz powyzej 12°. Ta faza umozliwia
wyrazne obserwowanie linii horyzontu, co jest istotne w astronawigacji, umozliwiajgc jednoczesng nawigacje
opartg na obiektach ziemskich i niebieskich.

o Astromical (-18°) — Zmierzch astronomiczny — okres, w ktérym srodek tarczy stonecznej znajduje sie miedzy 12
a 18 stopniem kagtowym ponizej horyzontu. Koriczy sie on zaczynajaca sie nocg astronomiczng. Swit
astronomiczny — czas przed wschodem Storica, gdy promienie Stofica rozswietlajg niebo, sprawiajac, ze
najstabsze gwiazdy przestajg by¢ widoczne. Swit astronomiczny trwa od momentu, gdy $rodek tarczy Storica
znajduje sie powyzej 18° ponizej linii horyzontu do chwili, gdy przekracza 12° ponizej linii horyzontu. Swit
astronomiczny konczy noc astronomiczng, a nastepnie zaczyna sie swit nautyczny.

« Swit nautyczny - Czas przed wschodem Storica, gdy horyzont i krajobraz stajg sie widoczne, umozliwiajac
nawigacje na podstawie oswietlonych obiektéw na ziemi lub morzu. W tym czasie na niebie widoczne s3 jeszcze
najjasniejsze gwiazdy. Swit nautyczny trwa od momentu, gdy $rodek tarczy Stofica znajduje sie powyzej 12°
ponizej linii horyzontu, ale ciggle ponizej 6° ponizej linii horyzontu.

« Swit cywilny - Czas przed wschodem Storica, kiedy $rodek tarczy Storica znajduje sie juz wyzej niz 6° ponizej
linii horyzontu.

Dzienfi

Urzadzenie oblicza godzine wschodu oraz zachodu storica — w tym celu konieczne jest wprowadzenie
wspotrzednych geograficznych (dtugos¢ geograficzna oraz szeroko$¢ geograficzna w formacie stopnie minuty).

o Twilight - wybér trybu pracy zegara astronomicznego:

Sunrise/set (-0,58°),

Civil (-6°) — zmierzch cywilny,

Nautical (-12°) — zmierzch nautyczny,

Astronomical (-18°) — zmierzch astronomiczny.



¢ Wskazéwka

Po najechaniu kursorem na niebieska ikone "i", wyswietlony zostanie obliczony czas wschodu i zachodu storica.

Ping zdalnych hostéw (Watchdog)

Urzadzenie posiada funkcje ,pingowania” - moze odpytywac zdalne hosty (inne urzagdzenia sieciowe, serwery itp.) i
reagowac na ich dostepnosc¢.

Watchdog

All ping pong actions (@)
Ping pong Actions ping OK Actions ping Error

+

Aby doda¢ nowe urzadzenie do sprawdzania dostepnosci nalezy klikng¢ w znaczek + w tabeli All ping pong actions
- wyswietli sie nowe okno dialogowe Create a new ping feature:

Create a new ping feature ° X
Name Value Description
Name Input ping component name
IP Address Input the IP address of the pinged device
Interval 5 s Input period between pings [s]

Timeout 100

L1

Input timeout for ping response [ms]

Input max acceptable errors response for ping
Error tolerance 5

L1

before changing to error state

« Name - Nazwa ping,

e IP address — Adres IP pingowanego urzadzenia,

« Interval — Czestotliwo$¢ wysytania pingdw wyrazony w sekundach,
e Timeout - Limit czasu dla odpowiedzi na ping,

 Error tolerance — Maksymalna akceptowalna ilo$¢ btedéw odpowiedzi na ping przed przej$ciem do stanu btedu.



¢ Wskazéwka

Wszystkie zmiany nalezy zapisa¢ przyciskiem o

W tabeli pojawi sie nowo utworzony ping a w kolumnach Actions ping OK oraz Actions ping Error pojawig sie
przyciski + umozliwiajgce przypisanie wybranych akcji, ktére majg by¢ wykonywane w przypadku poprawnej
odpowiedzi na ping oraz w przypadku wystgpienia btedu — proces przypisywania akcji opisany zostat w rozdziale
Przypisywanie akcji.

Nacisniecie ikony zatgczy dodatkowy wskaznik statusu przy nazwie zgdania, przyjmujacy kolor zielony dla
poprawnie uzyskanej odpowiedzi na ping lub czerwony w sytuacji wystgpienia btedu odpowiedzi.

Funkcje logiczne

Zaktadka Logic umozliwia konfiguracje funkcji logicznych — po spetnieniu okreslonych warunkéw zostanie wywotana
okreslona reakcja.

Conditions

Aby skonfigurowa¢ nowa funkcje logiczng nalezy wykorzystac¢ przycisk Add a condition.

New condition Q x

Source 1] Source >
if | input ~ DIO ~ = v input ~ DIO ~

Logical operator | AND ~
Source 1D Source D
if | input ~ DIO ~ = < input ~ DIO ~

Result true | None ~

Result false None ~

Dostepne zmienne logiczne:

 input — Wejscie,



 input cnt - Licznik wejs¢,

o output — Wyjscie,

e sensor — Czujnik,

» sensor state — Stan czujnika:
e 0 - Btad czujnika,
e 1 - Stan normalny,

e 2 - Ostrzezenie stanu niskiego czujnika,

3 — Ostrzezenie stanu wysokiego czujnika,
e 4 - Alarm stanu niskiego czujnika,
e 5 — Alarm stanu wysokiego czujnika.

constant — Stata,

variable — Zmienna,
« active input action — Akcja wejscia,

schedule — Grafik.

Result True/Result False — Reakcja na spetnienie warunku/niezrealizowanie warunku:

* None - Brak reakc;ji,
o Output — Wysterowanie wyjscia,
e Action — Wywotanie zdefiniowanej akcji,

» Variable — Wysterowanie wyjscia/wejscia wirtualnego.



B Przykiad

New condition Q x

Source ID & name Source Value
if | sensor = S[0], s0 = constant = 25 =

v
4

Logical operator - ~

Result true Output ~ Set DOO ~ | to (:)

Result false = Output ~ Set DOO~ | to

Wyjscie 0 bedzie wigczone zawsze, gdy temperatura na czujniku 0 bedzie wieksza lub réwna 25. Jesli temperatura
spadnie ponizej tej wartosci wyjscie 0 zostanie wytaczone.

Lua Script

Zaktadka Lua Script umozliwia uzytkownikowi definiowanie niestandardowych akcji i logiki sterowania wejsciami i
wyjsciami urzadzenia przy uzyciu jezyka skryptowegu Lua.

Gtowna sekcja zaktadki zawiera edytor kodu, w ktérym mozna pisac i modyfikowac¢ skrypty Lua.



Reload workspace Load to module Store in FLASH Clear console Restore code

Test function Switch layout

function exampile()
dev virt_set(2)

end

Logic conditions configuration

Name Value Description

Lua Enable lua coding

* Reload workspace — Ponowne zatadowanie edytora,

» Load to module — Wczytanie kodu Lua do urzadzenia (bez zapisu w pamieci trwatej),

o Store in FLASH - Zapisanie kodu Lua w pamieci urzadzenia (po restarcie skrypt pozostanie aktywny),
 Clear console — Wyczyszczenie konsoli wyjsciowe;j,

e Restore code — Przywrécenie domysinego kodu Lua.

¢ Wskazéwka

Na dole zaktadki znajduje sie opcja "Lua", ktéra pozwala wiaczy¢ lub wytaczyé obstuge skryptéw Lua w urzadzeniu.

DOSTEPNE FUNKCJE SYSTEMOWE



e start() — Funkcja wywotywana przy uruchomieniu systemu,

e timeout() — Funkcja wywotywana po uptywie ustawionego czasu set_timeout(ms),

e httpdscript(name,args) — Funkcja wywotywana, gdy zgdanie HTTP zaczyna sie od /data/script/,
e void set_timeout(ms) — Ustawia wewnetrzny timer i wywotuje funkcje timeout(),

e void clear_timeout() — Kasuje i wylgcza timer,

e void action(name) — Wywotuje akcje o nazwie name .

BIBLIOTEKI LUA

System oferuje kilka bibliotek umozliwiajgcych interakcje z urzgdzeniem. Biblioteka dev jest bibliotekg specyficzng
dla urzadzen Inveo, pozostate biblioteki sg bibliotekami standardowymi.

Biblioteka dev

e out_default(channel, int) — Sterowanie wyjsciem w ustawionym trybie:
e 08 — Wylacz,
e 1 —Zalacz,
e 2 — 0Odwroc stan.
e out_static(channel) — Zatgczenie wyjscia w trybie statycznym,
e out_off(channel) — Wytgcza wyjscie na danym kanale,
e out_single(channel, ton, toff) — Ustawia pojedynczy impuls na wyjsciu,
e out_blink(channel, ton, toff, cnt) — Ustawia miganie wyjscia,
e out_get(channel) — Zwraca stan wyjscia,
e in_get(channel) — Zwraca stan wejscia,
e in_get_cnt(channel) — Zwraca licznik wejscia,
e virt_set(id, val) - Ustawienie stanu zmiennej wirtualnej,
e virt_set(id) — Zwraca stan zmiennej wirtualnej,
e sensor_get(id) — Zwraca stan czujnika:
o 0 - Bfad odczytu (uszkodzony czujnik, nieprawidtowo podtgczony itp.),
e 1 — Czujnik dostarcza prawidtowe odczyty, ktére sg w granicach normy,
e 2 — Stan ostrzezenia niskiego poziomu,
e 3 — Stan alarmu niskiego poziomu,
e 4 — Stan ostrzezenia wysokiego poziomu,

e 5 — Stan alarmu wysokiego poziomu.
KOMUNIKACJA
E-mail

e email(recipient, subject, text) — Wysyta e-mail,

e recipient — Adres odbiorcy,



e subject — Temat wiadomosci,

e text — Tresé wiadomosci.

HTTP

e http_send(url, data, data_length, method, content_type) — Wysyta zadanie HTTP,

e url — Adres, na ktéry urzagdzenie wysle zadanie. Wprowadzenie null wysle zadanie na adres zdefiniowany
w zaktadce HTTP Client,

e data — Dane, ktore majg zosta¢ wystane,
e data_length — Dlugosé danych,

e method — Metoda HTTP:

e 0 —GET,

e 1 —POST,

e 2 —PUT,

e 3 — DELETE.

e content_type — Typ zawartosci:

0 — PLAIN,
e 1 —JSON,
e 2 — XML.

MQTT
e mqtt(topic, data, length) — Wysyta powiadomienie MQTT,
e topic — Temat (topic), na ktéry zostanie wystane powiadomienie,
e data — Dane, ktére majg zosta¢ wystane,
e length — Dtugosc danych.
Logowanie i debugowanie

e log(message) — Zapisuje wiadomos¢ o tresci message w logu systemowym,

e console(message) — Wysyta wiadomosc¢ o tresci message w konsoli Lua.
Odpowiedz na zadanie httpdscript()

e httpd_resp() — Ustawia odpowiedz HTTP.



B Przykfad

function example()

--pobierz wartosc z czujnika ID=0
state,value = dev.sensor_get(9)
if(value>208) then

dev.console("Wartosc najwieksza
--ustaw channel ID 3 na:
--0-off,1-on,2-inv
dev.out_default(3,2)
elseif (value<1@) then
dev.console("Wartosc mniejsza" .. value)
else
dev.console("Wartosc srednia

. value)

. value)
end
end

--wywotanie funkcji w momencie startu urzadzenia
function start()

dev.set_timeout(100);
end

--wywolywanie funkcji timeout
function timeout()
example()
dev.set_timeout(100);
end

Zmienne

Zaktadka Variables pozwala uzytkownikowi na zdefiniowanie warto$ci zmiennych wirtualnych.



Manual modification and preview of virtual variable values

Virtual variables

Column 1
V[0] =0
V[4]=0
V[8] =0
V[12] =0
V[16] = 0
V[20] =0
V[24] =0

V[28] = 0

Value
SN

Column 2 Column 3 Column 4
V[1]=0 V[2]1=0 V[3]=3
V[5] =0 V[6] =0 V[7] =0
V[9] =0 V[10] = 0 V[11]=0
V[13] =0 V[14] =0 V[15] = 0
V[17] =0 V[18] =0 V[19] = 0
V[21] =0 V[22] = 0 V[23] =0
V[25] =0 V[26] = 0 V[27] =0
V[29] = 0 V[30] = 0 V[31] =0



Zarzadzanie systemem

Zaktadka Administration umozliwia zarzgdzanie aspektami dziatania urzadzenia, ktére wptywajg na dziatanie,
bezpieczenstwo i konfiguracje systemu.

Administration

Access Network Time System events Backup Update

Access

W tej sekcji uzytkownik moze zarzgdzac dostepem do webserwera urzgdzenia. Dotyczy to uwierzytelniania, nazwy
oraz dostepu z poziomu programu Discoverer.

Access configuration
Name Value Description
Password c Enable password
Current password
Mew password

Repeat new password

Module name [your_module_name] Your custom module name

(:) Allow change configuration by Discoverer
app

Enable remote config

Save

» Password — Zatgczanie / wytgczanie hasta,

o Current password — Aktualne hasto,

» New password — Nowe hasto,

o Repeat new password — Powt6rz nowe hasto,

» Module name - Nazwa modutu (wyswietlana m.in.: w programie Discoverer) — nadanie indywidualnej nazwy
utatwia identyfikacje urzadzenia w systemie,

» Enable remote config — Zataczanie / wytgczanie zezwolenia na zmiane konfiguracji poprzez program Discoverer.



@ Informacja

DomyslIne nastawy w urzadzeniu:
- login: admin
- hasto: admin

API KEYS

Urzadzenie umozliwia uzytkownikowi zdefiniowanie pieciu unikalnych kluczy API, uzywanych do uwierzytelniania i

Save API keys

identyfikacji uzytkownikéw lub proceséw wywotujgcych komunikacje z urzadzeniem.

APl keys

Enable Custom name Expiry date

@

01/01/2025  [3)

@

HTTP Client HTTP Server MQTT UDP/ITCP RESTAPI

Generate API key

» Enable — Zatgczenie/wytgczenie wybranego klucza API,
e Custom name — Nazwa klucza nadawana przez uzytkownika,
» Expiry date - Mozliwos¢ ustawienia daty wygasniecia klucza API,

e HTTP Client, HTTP Server, MQTT, UDP/TCP, REST API — Wybor protokotu komunikacyjnego, ktéry bedzie
korzystat z danego klucza API

» API key — Pole wprowadzania wartosci klucza,



» Generate API key — Przycisk pozwalajacy na wygenerowanie klucza API. Wygenerowany klucz zostanie
automatycznie wklejony w pole API key.

& Wskazéwka

Zmiany wprowadzone w zaktadce API keys nalezy zatwierdzi¢ przyciskiem Save API keys.

Network

W tej zaktadce konfigurowane sg ustawienia sieciowe urzadzenia. Konfiguracja zostata opisana w rozdziale
Konfiguracja sieciowa.

Time

Sekcja ta pozwala na reczng konfiguracje ustawien czasu i strefy czasowej, oraz pobranie aktualnego czasu z
komputera.

Time status
Name Value
Current time 11:28:14
Current date 27-02-2025
Update time in the device Update time

e Current time — Podglad aktualnego czasu w urzadzeniu,
e Current date — Podglad aktualnej daty w urzadzeniu,

» Update time in the device — Umozliwia ustawienie czasu w urzadzeniu takiego samego w komputerze.

Urzadzenie wyposazone jest w obstuge protokotu SNTP, ktéry odpowiada za synchronizacje czasu urzadzenia z
serwerem SNTP. Jest to kluczowe dla prawidtowego logowania danych oraz wykonywania zadan czasowych.

Local time settings
Name Value
Daylight saving
Time zone (GMT) Western Europe Time, London, Lisbon w
o SNTP - Zataczanie / wytgczanie obstugi SNTP,

e Server — Adres serwera SNTP,

» Poll time - Czestotliwo$¢ odpytywania serwera (w sekundach).



& Wskazéwka

Przyktadowe serwery SNTP:
- tempus1.gum.gov.pl — adres IP: 194.146.251.100
- tempus2.gum.gov.pl — adres IP: 194.146.251.101

Dodatkowo, urzagdzenie wyposazone jest w wewnetrzny zegar RTC z podtrzymaniem bateryjnym. Gdy urzadzenie nie
ma statego dostepu do sieci internetowej, moze wykorzystac ten zegar do utrzymania doktadnego czasu.

SNTP configuration

Name Value Description
SNTP Enable SNTP client
sServer SNTP server address
Poll time 86400 S Server poll time (secs)

» Daylight saving — Zatgczanie / wytgczanie czasu letniego,

o Time zone — Wybor strefy czasowej.



System events

Zaktadka umozliwia rejestrowanie zdarzen systemowych w pamieci flash, co umozliwia uzytkownikom przegladanie
i analizowanie réznorodnych wydarzen systemowych. Ten proces pomaga w monitorowaniu dziatania systemu oraz
diagnozowaniu potencjalnych problemow.

Log events to flash settings
Name Value Description

Flash log Enable system events write to flash

Log Power-On, time changes, reset to
Log system events .
default, reboots, config changes

Log network events Log network events

Save

» Flash log - Zatagczanie / wytagczanie zapisu zdarzen systemowych do pamieci flash,

» Log system events — Zatgczanie / wytgczanie rejestrowania wigczen, zmian czasu, przywracania ustawien
domysinych, restartéw, zmian konfiguraciji,

» Log network events — Zatgczanie / wytgczanie zapisu zdarzen sieciowych.
Backup

W tej sekcji uzytkownicy moga tworzy¢ kopie zapasowe aktualnej konfiguracji systemu oraz przywracac system z
wczesniejszych kopii zapasowych.

Create a backup file
Backup
Create a backup file
Enter password

Re-type password

Download

o Enter password — Umozliwia wpisanie hasta, chronigcego tworzong kopie zapasows,

e Re-type password — Powtérne wpisanie hasta.

Przycisk Download umozliwia zapis kopii zapasowej na komputerze.



Restore

Restore
Restore a backup
MNetwork settings Enable network settings restore
Backup password Enter your backup password

Backup file Whybierz plik | Nie wybrano pliku

Device Control Panel

Upload

Reboot

Reset to default

» Backup password — Hasto dostepu do wgrywanej kopii zapasowej,
« Backup file - Przycisk umozliwiajacy wyszukanie pliku kopii zapasowe;j.
Przycisk Upload spowoduje wgranie wybranej kopii zapasowej do urzadzenia.

Przycisk Reboot umozliwia ponowne uruchomienie urzadzenia.
Przycisk Reset to default umozliwia przywrécenie nastaw fabrycznych w urzadzeniu.



Definiowanie akcji

Akcje to zdefiniowane przez uzytkownika dziatania, ktére urzadzenie podejmuje w odpowiedzi na konkretne sygnaty
lub odczyty z czujnikow. Moga one obejmowac:

o Sterowanie wyjsciami: aktywacja lub dezaktywacja okreslonego wyjs$cia na podstawie odczytu z czujnika. Na
przyktad, wtgczenie wentylatora, gdy wartos¢ temperatury przekroczy pewien prég.

o Wysytanie powiadomien w formie SMSa, e-maila, ramki MQTT, HTTP, TCP, UDP, czy SNMP trap i inne:
automatyczne wysytanie alertu czy komunikatu do uzytkownika lub innego systemu w odpowiedzi na okreslone
warunki.

« Inne akcje zdefiniowane przez uzytkownika: dziatania specyficzne dla konkretnego systemu czy potrzeb, takie
jak zapis danych do bazy, aktywacja alarmu, zmiana ustawien innych urzadzen itp.

Akcje sg specyficznymi reakcjami urzadzenia na otrzymywane sygnaty i dane wej$ciowe, dziatajgc zgodnie z
instrukcjami ustawionymi przez uzytkownika. Wiele funkcji moze by¢ przeprowadzonych na wiele ré6znych metod, w

zaleznosci od preferencji i potrzeb.

Actions

l

All Inputs KNX System Periodic

All
Zaktadka umozliwia podglad i zarzadzanie zdefiniowanymi akcjami, obstugiwanymi przez urzadzenie.
Okno Control Actions

Control actions

Operation Description

) Remove all actions stored in the device memor
Remaove all actions y

Add a new action Add a new new action to use

All available actions

No. Action Entries

» Remove all actions — Przycisk umozliwia usuniecie wszystkich zdefiniowanych na urzadzeniu akc;ji,



« Add a new action — Przycisk umozliwia dotozenie nowych akcji. Po kliknieciu na przycisk wyswietlane jest okno

umozliwiajgce zdefiniowanie poszczegdlnych parametrow dodawanej akcji:

Create a new action

Current action Entry

Copy from

Q x

Action name*

+ Add entry Add entry to an action!

Preview of added entries

There is no assigned entries!

Add some

» Action name - pole, w ktérym nalezy wprowadzi¢ nadang nazwe akcji,

Wocisniecie przycisku Add entry umozliwi wybér protokotu komunikacji i dalszg konfiguracje.

Po skonfigurowaniu szczegétéw programowanej akcji nalezy wcisng¢ przycisk Add. Istnieje mozliwos¢ konfiguracji

kilku akcji dla jednego zdarzenia. Po zdefiniowaniu wszystkich wymaganych nastaw nalezy zatwierdzi¢

wprowadzone zmiany przyciskiem o

Okno All available actions

W oknie widoczne sg wszystkie zdefiniowane akcje oraz akcje systemowe. Kazdg z nich mozna:

» Edytowac przyciskiem e
» Wyprébowa¢ jej dziatanie, klikajac przycisk@
e Usuna¢, korzystajac z przycisku



Konfiguracja protokotow

KNX

» KNX destination group — Grupa docelowa KNX,

o KNX frame - Tre$¢ ramki KNX definiowana w wartos$ci heksadecymalne;.

§ Przykiad

* KNX destination group: 1/1/1
¢ KNX frame: 0105

Current action

Action name *

KNX
ill'IlHHII'IIE

Add entry

Wystane dane:

Log

Entry

Select protocol

KNX

Select entry's protocol
KNX destination group *
1/1/1

Input KNX destination group
KNX frame *
0105

Input KNX frame e.g.: (hex) 01 or 0105

Modify

Cancel

Current munlticast group is:

224.0.23.12

Current multicast local address is: 0.0.0.0

09:32:52 192.168.22.71

10.10.170-->1/1/1

GroupValueWrite

data: 01 05




ubpP

« Server IP — Docelowy adres IP,
e Port - Port, na ktérym nastuchuje urzadzenie docelowe,

e Input data - Komenda wysytana do urzadzenia docelowego.

§ Przykiad

e ServerlIP:192.168.22.6
e Port: 9761

e Inputdata: %i[@].cnt% DEMO

Current action Entry
Action name * Select protocol
UDP UbpP -

Select entry’s protocol

Server IP *
m 192.168.22-6
Input server IP

Port*

e 9761

Input server port

1

@#0 DI 0(cnt) DEMO

Show help

Modify Cancel

Wystane dane:

Log

Waiting for a connection...
14.05.2025 09:47:02 RECV from 192.168.22.71: 0 DEMO




TCP

« Server IP — Docelowy adres IP,
e Port - Port, na ktérym nastuchuje urzadzenie docelowe,

 Input data - Komenda wysytana do urzadzenia docelowego.

B Przykiad

e ServerlIP:192.168.22.6
e Port: 9761

e Inputdata: Input 1 - %i[1]%

Current action Entry

Action name * Select protocol

TCP Tcp v
Select entry's protocol
Server IP*

192.168.22.6

Input server IP
Port *

Input server port

4

Input 1 - '@#1 DI 1 (value)

Show help

Modify Cancel

Wystane dane:

Log

Waiting for a connection...

09:55:17 Device 192.168.22.71 connected
09:55:17 data from 192.168.22.71: Input 1 - 1
09:55:17 Device 192.168.22.71 disconnected




HTTP
Szczegdtowa konfiguracja komunikacji przez protokdt znajduje sie w zaktadce Services.

o Server URL address — Docelowy adres URL,

Ostrzezenie

Adres URL serwera musi byé zgodny z nastepujagcym wzorem: http://adres_ip:port/zaséb

e HTTP method:
o GET
o POST
« PUT
o DELETE
o Content-type — Wybér trybu zawartosci:
« text/plain
» application/x-www-urlencoded
» application/json
 application/xml

« Input data - Komenda wysytana do urzadzenia docelowego.



B Przykiad 1

e Server URL address: http://192.168.22.6:877
e HTTP method: POST
* Content-type: text/plain

e Input data: Output 1 - %o[1]%

Current action Entry
Action name * Select protocol
HTTP HTTP -

Select entry’s protocol
Server URL address *

"TTE http://192.168.22.6:877

Input server URL address e.g.:http://192.168.111.15:876/source.php
HTTP method

e POST -

Input content-type (text/plain json,xmil)
text/plain -

Content-type (text/plainjson,xml)

Output 1 — [@#1 D01 (value)

Show help

Modify Cancel

Wystane dane:

Http

Waiting for a connection...

——Incoming data—-

POST /HTTPR/11

User-Agent nline

Host 192.168.226

Content-Type: text/plain

Accept applicationfxml.application/json text/plain.applicationx-www-form-urlencoded
Content-Length: 14

Output1-0

——Response—-

HTTP/1.1 200 OK

Content-Type: application/xml; charset=utf-8
Content-Length: 0




B Przykfad 2

e Server URL address: http://192.168.22.6:877

¢ HTTP method: POST
¢ Content-type: application/json

¢ Input data:

{

"%i[0].name%" :%1i[0]%,
"%i[1].name%" :%i[1]%,
"%s[0].name%" :%s[0]%

}

Current action
Action name * Select protocol
HTTP 2 HTTP

Select entry’s protocol
Server URL address *

http://192.168.22.6:877

HTTP method
Add entry POST

Input content-type (text/plainjsonxml)
application/json

=
I :l
T

Content-type (text/plainjson,xml)

{

" @#0 DI 0 (name) " @#0 DI 0 (value) .
" @#1DI1(name) " @#1DI1 (value) .
"%%s[0].name%" %s[0]%

}

Show help

Wystane dane:

Entry

Input server URL address e.g.:http://192.168.111.15:876/source.php

Modify

Cancel




Http

Waiting for a connection...

----- Incoming data—-

FOST fHTTP/1.1

User-Agent nline

Host 192.168.22.6

Content-Type: applicationfjson

Accept applicationfxml, application/json.text/plain.application/x-www-form-urlencoded
Content-Length: 30

"DIo™0."DI1"1,"s0"0}

----- Response—

HTTP/1.1 200 OK

Content-Type: applicationfjson; charset=utf-6
Content-Length: 0




MQTT
Szczegdtowa konfiguracja komunikacji przez protokdt znajduje sie w zaktadce Services.

« MQTT topic — Topic, na ktéry urzagdzenie wysyta dane,

» Retain flag - Wtgczona opcja oznacza, ze brokery bedg zachowywaty ostatnie komunikaty dla tematéw, do
ktérych urzadzenie wysyta powiadomienia,

e Input data — Tres¢ komunikatu.

§ Przykiad

¢ MQTT topic: nline/test
¢ Retain flag: Off

¢ Input data: %time% aktywacja wejscia %i[0].name%

Current action Entry

Action name * Select protocol

MQTT MQTT -

Select entry's protocol
MQTT topic*
nline/test

Input MQTT topic or use default
Retain flag

MQTT

Retain flag

@current time| aktywacja wejscia @#0 DI 0 (name)

Show help

Modify Cancel

Wystane dane:

¥ nline
test = 10:37:07 aktywacja wejscia DI 0




10

e Input command - Pole komendy:
e in_cnt=ch,val — ustawienie licznika kanatu ch na warto$¢ val,
e out_on=ch — zatgczenie wyjscia o numerze ch,
e out_off=ch — wytgczenie wyjscia o numerze ch,
e out_inv=ch — zmiana stanu wyjscia o numerze ch na przeciwny,

e out_blink=ch,ton, toff,cnt — programowanie cyklicznego sterowania wyjsciem o numerze ch.
Parametry:

e ton - czas zatgczenia (wyrazony w sekundach),
o toff — czas wylgczenia (wyrazony w sekundach),
o cnt —ilo$¢ cykli zatgczania (parametr nieobowigzkowy).

e out_time=ch, ton, toff — zatgczenie wyjscia o numerze ch na czas okreslony w parametrze ton, po
czasie okreslonym w parametrze toff . Parametr toff nie jest obowigzkowy — pominiecie tego parametru
spowoduje zatgczenie wyjscia bez opdznienia,

e out_all=10n-11100 — komenda definiujgca stan wszystkich dostepnych wyj$é. Kazda cyfra reprezentuje
kolejne wyjscie:

e 1 — wigczone,
e 0 — wylgczone,
e n — zmiana stanu na przeciwny,

e - —bezzmiany stanu.



B Przykiad

¢ Input command: out_inv=0

Current action Entry
Action name * Select protocol
10 10

Select entry's protocol

Command *

out_inv=0

Input command (& contamination mark):
out_on=ch - run channel as configured
out_off=ch

out_blink=ch,tontoff,cnt - cnt is not mandatory

out_time=ch,ton,toff - single trigger, toff is not mandatory
out_all=10n-11100

sht_up=ch
shit_down=ch
shit_upstop=ch
shi_downstop=ch
shi_stop=ch
sht_gate=ch
sht_pos=ch,pos

v[x]=value - assign value to an internal variable

mb[x].y=value - assign value to an modbus agent (x is its name, y is a register address)

example: out_on=2&out_inv=3&out_time=1,20,20

Takie ustawienie spowoduje zmiane stanu wyjscia 0 urzadzenia na przeciwny.

Modify

Cancel




Internal log

e Log message — Tres¢ komunikatu,
» Log level — Poziom komunikatu:

- DEBUG

« INFO

o WARNING

« ERROR

B Przykiad

e Log message: TEST MESSAGE

¢ Log level: INFO

Current action Entry

Action name * Select protocol

Internal log Internal log -
Select entry's protocol
Log message *

LOG TEST MESSAGE
Input internal log message
Log level
Add entry INFO .

Modify cancel

Wystane dane:

[20625-85-14 16:45:25] INFO - TEST MESSAGE




E-mail
Szczegdtowa konfiguracja komunikacji przez protokdt znajduje sie w zaktadce Services.

» Receivers (comma separated) — Docelowe adresy e-mail (przedzielone przecinkami),
 E-mail subject - Temat wiadomosci e-mail,

» E-mail message - Tres¢ wiadomosci e-mail.

E Przyktad

* Receivers (comma separated): testi@test.com
¢ E-mail subject: test

¢ E-mail message: e-mail test Input 1 - %i[0]%

Current action Entry
Action name * Select protocol
e-mail E-mail .

Select entry’s protocol
Receivers (comma separated)
EMAIL serwis@inveo.com.pl

Receivers (comma separated) or use default
E-mail subject

Add entry test

Input e-mail subject

e-mail test
Input 1 - @#1 DI 1 (value)

Show help

Modify Cancel

Takie ustawienia spowoduja wystanie wiadomosci E-mail o temacie test z zawartoscig e-mail test Input 1 - i
aktualnym stanem wejscia 0, na adres test1@test.com.




SMS
Szczegdtowa konfiguracja komunikacji przez protokdt znajduje sie w zaktadce Services.

» SMS sender — Nadawca wiadomosci SMS,
» Receivers (comma separated) — Odbiorcy wiadomosci SMS (przedzieleni przecinkami),

» SMS message - Tres¢ wiadomosci SMS.

B Przykiad

e SMS sender: INVEO
* Receivers (comma separated): xxx XXX XXX

¢ SMS message: Stan wejscia 1 - %i[1]%

Current action Entry
Action name * Select protocol
SMS SMS -

Select entry's protocol

SMS sender
m -
Input SMS sender or use default

Receivers (comma separated)

Add EI"ItI'y XX

Receivers (comma separated) or use default

Stan wejscia 1- (@#1 DI 1 (value)

Show help

Modify Cancel

Takie ustawienia spowoduja wystanie od nadawcy INVEO wiadomos$ci SMS o tresci Stan wejscia 1 - %i[1]%, na
numer telefonu xxx xxx xxx.




SNMP Trap

» Trap message — Sktadnia wysytanego powiadomienia.

E Przykiad

e Trap message: user[0]:i[0]

Current action Entry

Action name * Select protocol

SNMP Trap SNMP Trap
Select entry’s protocol

Trap message *

user[0]:i[0]

Trap syntax: user[idxUser]:inTypelindex]:

5-5ensor,
i-input,
Add entry o-output,

t-custom: user[0].t="Sample text'.
e.g.: user[0]:s[0]

Modify Cancel

Wystane dane:

Description Source Time Severity
1.3.6.14.142814.10.1.1.100.0.5 192.168.22.71 2025-05-14 10:41:34




Inputs

W zaktadce mozna przypisac¢ i skonfigurowac¢ zdefiniowane akcje do okreslonych wejsé.

Actions assigned to inputs
No. Name Actions

0 DI 0 Action Off Action On

- -

W zaleznosci od rodzaju dziatania wejscia (parametr ten definiowany jest w zaktadce 1/0 Settings / Inputs) dostepne
sg rozne formy dziatarn wywotujgcych przypisang im akcje.

Wybrany typ Dostepne formy Dziatanie ktore wywota przypisang akcje
dziatania dziatan
Standard Action Off Akcje wywotuje wytgczenie wejscia
Action On Akcje wywotuje wigczenie wejscia
Hold Action Off Akcje wywotuje wytgczenie wejscia — wejscie wigczone byto przez czas

krotszy od okreslonego przez uzytkownika (w polu Parameter)

Action On Akcje wywotuje wigczenie wyjscia

Action Hold On Akcje wywotuje witgczenie wejscia na czas dtuzszy od okreslonego
przez uzytkownika (w polu Parameter)

Action Hold Off Akcje wywotuje wytgczenie wejscia — wejscie wigczone byto przez czas
dtuzszy od okreslonego przez uzytkownika (w polu Parameter)

Cnt Action | Akcje wywotuje okreslona liczba witgczen wystepujaca w przedziale
czasowym zdefiniowanym przez uzytkownika (w polu Parameter)

Action Il Akcje wywotuje okreslona liczba wigczen wystepujgca w przedziale
czasowym zdefiniowanym przez uzytkownika (w polu Parameter)

Action Ill Akcje wywotuje okreslona liczba wtgczen wystepujgca w przedziale
czasowym zdefiniowanym przez uzytkownika (w polu Parameter)

Action IV Akcje wywotuje okreslona liczba wigczen wystepujaca w przedziale
czasowym zdefiniowanym przez uzytkownika (w polu Parameter)



Toggle Action | Kolejne impulsy na wejsciu wywotujg naprzemiennie Action | oraz Action I

Action Il

Freq Action Akcje wywotuje wigczanie wejscia z czestotliwoscig mniejszg od wskazanej przez
Off uzytkownika (w polu Parameter)
Action Akcje wywotuje wigczanie wejscia z czestotliwoscig wiekszg od wskazanej przez
On uzytkownika (w polu Parameter)

Przycisk Go to the input configuration umozliwia szybkie przejscia do zaktadki I/0 Settings/Inputs.

Ikona umozliwia przejscie do konfiguracji krok po kroku.

Przypisywanie akgcji

Aby przypisac akcje do wybranego zdarzenia nalezy klikng¢ przycisk +. Wyswietlone zostanie okno dialogowe, w
ktérym mozna wybraé pozadang akcje, wczesniej zdefiniowang w zaktadce All.

Select action X

abc Xyz http 123




Po przypisaniu akcji w tabeli pojawia sie okno:

)

1. Ikona edycji dodatkowych ustawien (repetycji oraz opdznienia):

) Set repetition

Repetition interval [s] =

(®) Repetition in a loop

(O Specific number of repetitions

) Set delay

Delay of execution [s]

(® The trigger has to be active

(O Regardless of trigger status

Exit

 Repetition interval [s] - Odstep pomiedzy wykonywanymi akcjami, w przypadku zostawienia pustego pola

akcja zostanie wykonana tylko raz,

* Repetiton in a loop — Akcje bedg wykonywane w petli,

« Specific number of repetitions — Akcje bedg powtarzane okreslong ilos¢ razy,

* Number of repetitions — Liczba przeprowadzanych akcji,

« Delay of action execution [s]:

o The trigger has to be active — Opéznienie wykonania akcji, tylko w przypadku wyzwalacza aktywnego.

« Regardless of trigger status — Op6znienie wykonania akcji, niezaleznie od stanu wyzwalacza,

Wprowadzone nastawy nalezy zatwierdzi¢ za pomoca przycisku Apply.

2. lkona op6znienia akcji: szara — op6znienie wytgczone, zielona — opdznienie wigczone,



3. Ikona repetycji akcji: szara — repetycja wytgczona, zielona - repetycja aktywowana,

4. Nazwa akcji — nadawana przez uzytkownika w trakcie dodawania lub edycji ustawien akcji,
5. Wykorzystywany protokét komunikaciji,

6. Ikona kosza - klikniecie w jej obszarze spowoduje usunigcie przypisania akcji,

7. Ikona edycji — klikniecie w jej obszarze spowoduje edycje ustawien akcji,

8. Ikona testowania dziatania akcji — klikniecie w jej obszarze spowoduje wykonanie akcji.

KNX

W zaktadce Actions/KNX istnieje mozliwos¢ definiowania dziatan, ktére majg by¢ podejmowane w odpowiedzi na
otrzymane ramki danych na okreslone grupy w systemie KNX. Dzieki tej funkcji mozna skonfigurowac¢ urzadzenia do
automatycznego wykonywania okreslonych czynnosci w zaleznosci od danych otrzymanych przez system KNX.

Gdy urzadzenie otrzyma ramke danych na wybranej grupie KNX (np. 1/1/1), automatycznie podejmie zdefiniowane
dziatania. Na przyktad, w zaleznosci od konfiguracji, moze to by¢ wystanie e-maila na okreslony adres, uruchomienie
okreslonej procedury lub powiadomienie uzytkownikow o zdarzeniu.

KNX Data Group Response Handler

Set up a reaction to a KNX group

KNX group e.g. 1/1/1 % Add a new KNX reaction

Syntax: 0-31/0-7/0-255

All available KNX actions

No. Action Entries

There is no actions available

W pierwszej kolejnosci nalezy wprowadzi¢ numer grupy KNX a nastepnie klikng¢ przycisk, co spowoduje
wyswietlenie okna dialogowego ze szczegotowymi ustawieniami. Kolejnym krokiem jest wybdr protokotu
komunikaciji:



Reaction to group: 1/1/1 ° X

Current action Entry

Action name *

KNX:1/1/1

+ Add entry Add entry to an action!

Preview of added entries

There is no assigned entries!

Add some

Wecisniecie przycisku Add entry umozliwi wybdr protokotu komunikacji i dalszg konfiguracje.

- Select protocol — Pole wyboru protokotu — parametry poszczegdlnych protokotéw opisane zostaty szczegétowo w
rozdziale Okno Control Actions.

Po skonfigurowaniu szczegétéw programowanej akcji nalezy wcisngc¢ przycisk Add. Istnieje mozliwos¢ konfiguracji
kilku akciji dla jednego zdarzenia. Po zdefiniowaniu wszystkich wymaganych nastaw nalezy zatwierdzié¢

wprowadzone zmiany przyciskiem o



System

Zaktadka umozliwia zdefiniowanie akcji systemowych, jakie urzgdzenie ma wykona¢ w momencie nastepujgcych
zdarzen:

All constant actions

Action type Entries

Power up

+

Ethernet up

+

Ethernet down

_I_

Modbus safe mode

+

o Power up — Przywrdcenia zasilania urzadzenia,

« Ethernet up — Uzyskania dostepu do sieci Ethernet,
o Ethernet down - Utraty dostepu do sieci Ethernet,
e Wi-Fi up — Uzyskania dostepu do sieci Wi-Fi,

e Wi-Fi down - Utraty dostepu do sieci Wi-Fi,

o Modbus safe mode

Aby przypisac¢ akcje do wybranego zdarzenia nalezy klikng¢ przycisk +. Zostanie wyswietlone nowe okno dialogowe:



Create a new action: Power up Copy from ° X

Current action Entry
Power up
+ Add entry Add entry to an action!

Preview of added entries

There is no assigned entries!

Add some

Wocisniecie przycisku Add entry umozliwi wybér protokotu komunikacji i dalszg konfiguracje.

« Select protocol — pole wyboru protokotu — parametry poszczegdlnych protokotéw opisane zostaty szczegétowo
w rozdziale Okno Control Actions.

Po skonfigurowaniu szczegétéw programowanej akcji nalezy wcisngc¢ przycisk Add. Istnieje mozliwos¢ konfiguracji
kilku akcji dla jednego zdarzenia.

Po zdefiniowaniu wszystkich wymaganych nastaw nalezy zatwierdzi¢ wprowadzone zmiany przyciskiem o

Periodic

Zaktadka umozliwia zdefiniowanie akcji okresowych — wykonywanych w okreslonych odstepach czasu.



Protokoty komunikacyjne

W zaktadce Services prezentowane sg opcje umozliwiajgce szczegdétowa konfiguracje obstugi réznych protokotéw
komunikacji, co stanowi kluczowy element funkcjonalnosci urzadzenia.



Services

Web

HTTPc

MQTT

E-mail

SMS

—

Modbus

SNMP
Syslog
TCP/UDP
iCluster
REST API




Web

W tej sekcji uzytkownik moze dostosowac ustawienia dotyczgce interfejsu sieciowego urzadzenia, zarzagdzac
dostepem do zasobhdéw czy tez modyfikowac parametry dotyczace potgczenia z siecia.

HTTP Server configuration

Name Value Description

HTTP port 80 = HTTP access port

HTTPS port 443 S HTTPS access port
API key Require API key for I/O control

SSLI/TLS Enable encryption

SSL Server certificate

SSL Key file (pem) Nie wybrano pliku Upload
Certificate file (pem) Nie wybrano pliku Upload

Save

e HTTP Port — Port HTTP, z ktérego wysytane sg zadania,

e HTTPS port — Port HTTPS, z ktérego wysytane sg zadania,

o API key - Zatgczenie/wytgczenie wymogu posiadania klucza API do sterowania wej$ciami/wyjsciami,
e SSL/TLS - Zatgczanie/wytaczanie szyfrowania,

o SSL Key file (pem) — Umozliwia wczytanie klucza serwera SSL (w formacie pem),

 Certificate file (pem) — Umozliwia wczytanie klucza CSR serwera (w formacie pem).

HTTPc

W tej sekcji mozliwe jest skonfigurowanie urzadzenia tak, by inicjowato potgczenia HTTP z okreslonymi serwerami
czy ustugami. Mozna tu zdefiniowa¢ adresy URL, parametry zadan oraz inne szczegdty potgczen.
Urzadzenie moze wysyta¢ informacje o zdarzeniach protokotem HTTP/HTTPS metodg GET lub POST.



HTTP Client configuration

Name

HTTP Client

Server

HTTP port
HTTP Method
Content type

Resource

APl key

User

Password

HTTP ping request interval

HTTP ping request

Show help

SSLITLS

SSL certificate mode

Skip cert CN check

Use Client certificate

Client key password

Value Description

Enable HTTP Client

Remote server address: IP or DNS-

registered name

1

HTTP access port

GET ~ HTTP request default method

text/plain hd Content-type header
HTTP resource i.e. /resource_php
Require API key for I/O control
Auth user

Auth password

Ping time in secs. 0-disable

HTTP ping requests to test the availability of web servers and APls. These
can be used in health testing or monitoring systems.

Enable encryption

Verify HTTPS connections using
appropriate settings

Use Certificate Bundle hd

Skip certificate Common Name check

It needs upload client's key, password and
certificate



SSL Server certificate

SSL server root certificate Wybierz plik | MNie wybrano pliku Upload

Client certificate Wybierz plik | MNie wybrano pliku Upload

Client key Wybierz plik | Nie wybrano pliku Upload

Save

HTTP Client — Zatgczenie ustugi HTTP Client,
Server — Adres serwera HTTP do ktérego bedg wysytane informacije,
HTTP Port — Port, na ktérym nastuchuje serwer HTTP,
HTTP Method — Metoda wysytania wiadomosci GET/POST/PUT/DELETE,
Content type — Typ zawartosci:
» text/plain
e json
o xml
o form
Resource — Zasob, do ktérego modut bedzie sie odwotywal,
API key - Zatgczenie/wytgczenie wymogu posiadania klucza API do sterowania wejsciami/wyjsciami,
User — Nazwa uzytkownika,
Password — Hasto,
HTTP ping request interval — Czestotliwo$¢ wysytania zagdania ping,
HTTP ping request — Tres¢ zadania ping,
SSL/TLS - Wiaczanie / wytgczanie szyfrowania,
SSL certificate mode — Tryb certyfikatu SSL:
o Use Certificate Bundle — Uzyj pakietu certyfikatow,
« Use Uploaded Certificate — Uzyj certyfikatu wczytanego do urzadzenia,
 Insecure! Disable SSL verification — Wytgcz weryfikacje SSL,
Skip cert CN check — Pomijanie sprawdzania nazwy pospolitej certyfikatu,
Use Client certificate — Wymaganie przestania klucza klienta, hasta i certyfikatu,
Client key password — Hasto do klucza klienta,
SSL server root certificate — Umozliwia wczytanie certyfikatu serwera SSL,
Client certificate — Umozliwia wczytanie certyfikatu klienta SSL,

Client key — Umozliwia wczytanie klucza klienta SSL.



MQTT

Zaktadka ta stuzy do konfiguracji parametrow komunikacji z brokerem MQTT, umozliwiajgc wymiane danych w
modelu publikuj-subskrybuj. Pozwala to na definiowanie kluczowych aspektéw takich jak tematy, adres serwera, port
oraz inne istotne parametry potgczenia.

Urzadzenie przesyta informacje na serwer co 1 minute oraz za kazdym razem, gdy nastepuje zmiana wartosci.

Transmisja tych danych moze by¢ zabezpieczona szyfrowaniem. Po nawigzaniu potgczenia z brokerem MQTT,
uzytkownicy moga subskrybowac¢ dane wychodzace z urzadzenia.

Nie ma ograniczenia w liczbie subskrybentéw, ktérzy moga jednoczesnie odbiera¢ informacje z pojedynczego

urzadzenia.
MQTT Client configuration @®
Name Value Description
MQTT Client Enable MQTT Client
Broker Broker address
Port 1883 S MQTT port
QoS QoS0 v Quality of service
Subscribe Topic / Topic to subscribe
Client ID dev_allace Client 1D, if empty: "dev_AODACE
User Auth user
Password Auth password
APl key Require API key for /O control

Before sending a test message, save your settings.

Send test message Send test messages to the broker

with a payload of 1 and topic: validation.

« MQTT Client — Zatgczenie ustugi MQTT,
» Server — Adres brokera MQTT,
o MQTT Port — Port, na ktérym nastuchuje serwer (najczesciej 1883),

* QoS - Poziom jakosci ustugi. Moze przyja¢ jedng z trzech wartosci: 0 (At most once), 1 (At least once), 2
(Exactly once),

» Subsribe topic — Temat, na ktéry zostanie wystana wiadomos¢ (temat musi by¢ w formacie np. /sensor/home -
bez znaku ,/” na koncu linii),

e ClientID,



» User - (opcjonalnie) nazwa uzytkownika MQTT,
» Password - (opcjonalnie) hasto uzytkownika MQTT,
o API key — Zatgczenie/wytaczenie wymogu posiadania klucza API do sterowania wejsciami/wyjsciami,

» Send test message — Wystanie do brokera wiadomosci testowej o temacie validation i zawartosci 1.

SSLITLS Enable encryption

N B Verify HTTPS connections using
SSL certificate mode Use Certificate Bundle v _ )
appropriate settings

Skip cert CN check Skip certificate Common Name check

It needs upload client's key, passward and
Use Client certificate
certificate

Client key password

e SSL/TLS - Wiaczanie / wytaczanie szyfrowania,
o SSL certificate mode — Tryb certyfikatu SSL:
« Use Certificate Bundle — Uzyj pakietu certyfikatow,
» Use Uploaded Certificate — Uzyj certyfikatu wczytanego do urzadzenia,
« Insecure! Disable SSL verification — Wytgcz weryfikacje SSL,
 Skip cert CN check — Pomijanie sprawdzania nazwy pospolitej certyfikatu,
» Use Client certificate - Wymaganie przestania klucza klienta, hasta i certyfikatu,
 Client key password — Hasto do klucza klienta.
Urzadzenie wyposazone jest w mechanizm LWT, co oznacza Last Will and Testament (Ostatnia Wola i Testament).
LWT jest mechanizmem, ktéry umozliwia klientowi MQTT wystanie wiadomosci automatycznie w przypadku, gdy
klient ten ulegnie awarii lub utraci potgczenie z brokerem MQTT.

Mechanizm LWT pozwala na zdefiniowanie tematu (topic) oraz tresci wiadomosci, ktére zostang opublikowane, gdy
klient utraci potgczenie.



MQTT Last Will and Testament (LWT)

LWT Enable LWT

Q203 QOSs0 v Quality of service
LWT retain Set LWT reatain
LWT Topic s

e.g.; fdevice/MAC address/lwt

LWT Message LWT Message

SSL certificate

SSL server root certificate Wybierz plik | Nie wybrano pliku Upload

Client certificate Wybierz plik | Nie wybrano pliku Upload

Client key Wybierz plik | Nie wybrano pliku Upload

Save

o LWT - Zatgczenie / wytgczenie mechanizmu LWT,

e QoS - Poziom jakosci dostarczenia wiadomosci — odnosi sie do tego, jak wiadomos¢ LWT zostanie
dostarczona w przypadku utraty potgczenia przez klienta. Moze przyja¢ jedng z trzech wartosci: 0 (At most
once), 1 (At least once), 2 (Exactly once),

e LWT retain — Flaga informujgca broker MQTT, czy ma przechowywac¢ ostatnig wiadomos¢ LWT dla klientow,
ktdérzy sie z nim zarejestrujg po utracie potagczenia klienta LWT,

e LWT Topic — Temat, ktéry zostanie uzyty do publikacji wiadomosci LWT,

e LWT Message — Tre$¢ wiadomosci, ktéra zostanie opublikowana w temacie LWT po utracie potaczenia klienta.
o SSL server root certificate — Umozliwia wczytanie certyfikatu serwera SSL,

 Client certificate — Umozliwia wczytanie certyfikatu klienta SSL,

« Client key - Umozliwia wczytanie klucza klienta SSL.

& Wskazéwka

Wprowadzone ustawienia nalezy zatwierdzi¢ za pomoca przycisku Save.




& Wskazéwka

Jesli korzystamy z brokera Inveo wartosci te beda nastepujace:

- MQTT Address: mqtt.inveo.com.pl

- MQTT Port: 1883

Mozna wykorzysta¢ komputer, na ktérym zainstalowana jest aplikacja Inveo Monitoring w funkcji brokera. W tym celu
w polu MQTT Address nalezy wprowadzi¢ adres IP komputera.

& Wskazéwka

Nalezy pamieta¢, aby nadawany przez nas topic byt unikalny i niepowtarzalny np.: /daxi/adres MAC.

E-mail

W tej czesci konfiguruje sie parametry potgczenia z serwerem poczty elektronicznej, co pozwala na automatyczne
wysytanie e-maili w odpowiedzi na okreslone zdarzenia czy alarmy.

E-mail configuration

Name Value Description

E-mail Enable E-mail

Server SMTP server address
Port 0 = SMTP port address

SSUTLS Off v Encryption

E-mail sender address

User
e.g.. example@example.com
Authorization None v Enable e-mail authorization
E-mail from field
From Mailer
e.g.. Johnny Bravo
Subject %mod_name% E-mail subject

Recipients (comma separated)



Debug Enable debug e-mail messages

Send a test e-mail

Open debbuger herel

E-mail — Zatgczenie / wytgczenie ustugi wysytania e-maili,
Server — Adres serwera SMTPR,
Port — Port ustugi pocztowe;j,
SSL/TLS - Wtaczenie / wytgczenie szyfrowania,
User — Nazwa uzytkownika,
Authorization — Metoda autoryzaciji:
* None - Brak,
¢ Plain — Hasto,
Password — Hasto, tylko przy Authorization: plain,
From - Adres mailowy nadawcy,
Subject — Temat wysytanego e-maila,
Recipients (comma separated) — Lista odbiorcow e-maili (oddzielone przecinkami),
Debug - Wigczanie funkcji debugowania wiadomosci,

Send a test e-mail - Wysytanie testowego e-maila.

Before sending a test email, save your settings.

Save



SMS

Mozna tak skonfigurowac urzadzenie, aby wysytato SMS-y w odpowiedzi na okreslone zdarzenia lub z informacja np.
o alarmie.

SMS API configuration

Name Value Description
SMS service Enable SMS service
Provider SMSAPI pl v Select SMS API provider
Token API Token API (OAuth)
e 9 - Daily limit of requests to SMS service. 0 to

disable

From

Recipients (comma separated)

Before sending a test SMS, save your settings.
Send a test SMS

Open debbuger herel

Save

» SMS service — Zatgczenie / wytgczenie ustugi wysytania SMS,
« Provider — Parametr okresla dostawce ustug SMS, z ktérym zintegrowane jest API:
e SMSAPI.pl

« Token API - Unikalny klucz autoryzacyjny, ktéry jest uzywany do weryfikacji dostepu i komunikacji z API
dostawcy ustugi SMS,

o Limit — Dzienny limit wiadomosci SMS, wprowadzenie wartosci 0 spowoduje wytgczenie opcje wysytania
wiadomosci SMS,

e From - Definiuje nadawce wiadomosci SMS; moze to by¢ predefiniowana nazwa, numer telefonu lub inny
identyfikator, ktéry bedzie widoczny dla odbiorcy wiadomosci,

» Recipients (comma separated) - Lista numeréw telefonéw odbiorcéw, do ktérych majg byé wysytane
wiadomosci, numery powinny by¢ oddzielone przecinkami,

» Send a test SMS - Opcja pozwala na wystanie testowej wiadomosci SMS w celu weryfikacji poprawnosci
konfiguracji i dziatania ustugi.



Modbus

Dane z urzadzenia mozna odczytywac i zapisywac przez protokot Modbus TCP. Urzagdzenie obstuguje nastepujace
funkcje Modbus:

e 0x01 Read Coils

o 0x02 Read Discrete Inputs

e 0x03 Read Holding Register

e 0x04 Read Input Register

e 0x05 Write Single Coil

e 0x06 Write Single Register

» OxOF Write Multiple Coils

e 0x10 Write Multiple Registers

Modbus configuration

Name Value Description
Modbus TCP Enable modbus TCP
TCP Port 502 S Modbus TCP Port (default 502)

Modbus RTU via TCP Enable modbus RTU via TCP
PDU 1 =
RTU Baudrate 9600 v
RTU Parity None v
RTU Stop bit 1 v

Save

e Modbus TCP - Zatgczanie/wytgczanie obstugi protokotu Modbus TCP,

o TCP Port - Port Modbus TCP (domyslInie 502),

o Modbus RTU via TCP - Zatgczanie/wytgczanie obstugi protokotu Modbus RTU via TCR,
- PDU,

e RTU Baudrate — Szybkosc transms;ji RTU,

o RTU Parity — Parzysto$¢ RTU,

o RTU Stop bit — "bit stopu".



Zawartos$c rejestréw przedstawiono w ponizszych tabelach:

Adresacja Coils

Adres

R/W

R/W

R/W

Adresacja Read Discrete Inputs

Adres

Nazwa

Input0 state

Input1 state

Input2 state

Input3 state

Adresacja Holding Registers

Adres

201

202

R/W

R/W

Opis

Stan wyjscia 0, zatgczanie (w zdefiniowanym przez uzytkownika trybie pracy) /
wytaczanie wyjscia 0:0 — off,1 — on

Stan wyjscia 0

Stan wyjscia 1, zatgczanie (w zdefiniowanym przez uzytkownika trybie pracy) /
wytaczanie wyjscia 0:0 — off,1 — on

Stan wyjscia 1

Opis

Stan wejscia 0

Stan wejscia 1

Stan wejscia 2

Stan wejscia 3

Opis

Licznik zatgczen wejscia 0

Licznik zatgczen wejscia 1

Licznik zatgczen wejscia 2

Licznik zatgczen wejscia 3

Stan wyjscia 0, zatgczanie (w zdefiniowanym przez uzytkownika trybie pracy) /
wytaczanie wyjscia 0:0-off,1-on

Tryb pracy wyjscia 0:
0 — disable



1 - bistable
2 - astable
3 - one pulse

203 R Wartos$é Time On
204 R Wartos¢ Time off
205-209 j.w. — dotyczy wyjscia 1

Adresacja Read Input Registers

Dotyczy czujnika: Adres
Czujnik 0 1 0 - btad odczytu (uszkodzony czujnik, nieprawidtowo podpiety itp.),
1 — czujnik dostarcza prawidtowe odczyty, ktére sg w granicach normy,
2 - ostrzezenie o zblizaniu sie do niskiego poziomu,
3 - ostrzezenie o zblizaniu sie do alarmu wysokiego poziomu,
4 - stan alarmu niskiego poziomu,
5 — stan alarmu wysokiego poziomu
2 Wartos$é czujnika*10
3 Wartos$¢ czujnika float
5 Czas ostatniego odczytu czujnika
6 Czas ostatniego odczytu czujnika
Czujnik 1 7-12 j-w. dotyczy czujnika 1
Czujnik 2 ... 13... j.w. dotyczy kolejnych czujnikéw
SNMP

Sekcja ta pozwala na konfiguracje parametréw protokotu SNMP, uzywanego do monitorowania i zarzgdzania
urzadzeniami w sieci. Modut wyposazony jest w serwer SNMP v2c oraz v3. W zaleznosci od wyboru wersji SNMP
dostepne sg rozne parametry ustawien.

SNMP v2c



SNMP configuration

Name Value Description
SNMP Enable SNMP
SNMP version 2c v Select SNMP version
sysDescr
sysContact
sysMame

sysLocation
Read community SNMP v2c only

Write community SNMP v2c only

SNMP - Zatgczanie / wytgczanie obstugi protokotu SNMP,

SNMP version — Wersja SNMP: v2¢ lub v3,

sysDescr

sysContact

sysName

sysLocation

Read community — Hasto do odczytu danych (dotyczy tylko SNMP v2c),

Write community — Hasto do zapisu danych (dotyczy tylko SNMP v2c).



Write community l l

Write community l l

IP l 0.0.0.0 l

Write community l l

IP l 0.0.0.0 l

o Write community — Hasto do zapisu danych,

o Trap IP — Adres na jaki bedg wysytane komunikaty trap.

SNMP v3



SNMP configuration
Name Value
SNMP
SNMP version 3 v
sysDescr
sysContact
sysMName
sysLocation

Engineld

SNMP User
SNMP User Trap

MIB file

Enable — zataczanie / wytgczanie obstugi protokotu SNMP,
SNMP version — wersja SNMP: v2¢ lub v3,

sysDescr

sysContact

sysName

sysLocation

Engineld - Unikalny identyfikator urzgdzenia (dotyczy tylko SNMP v3).

Description

Enable SNMP

Select SNMP version

Save



SNMP User

User0
Username
Auth Protocol no b
Authorization Key
Priv Protocol no b
Private Key
Writable no b User can write

Parametry, ktére mozna ustawi¢ w tym oknie pozwalajg na zdefiniowanie uwierzytelniania i mechanizmow

prywatnosci dla r6znych uzytkownikéw.

Username — Nazwa uzytkownika,
Auth Protocol — Wybor protokotu uwierzytelniania komunikatéw:
* Nno
e md5
e sha
Authorization Key - Klucz autoryzacji,
Priv Protocol — Protokét prywatnosci:
* no
e des
e aes
Private Key — Klucz prywatny,

Writable — Nadawanie uzytkownikowi uprawnien do wysytania komunikatow do urzadzenia.



SNMP User Trap

User TRAP O
IP 0.0.0.0
Username
Secure Level noAuthnoPriv v
Auth Protocol no v
Priv Protocol no o

Authorization Key
Private Key

Engine ID

Parametry ustawialne w tym oknie odnoszg sie do konkretnych komunikatow trap generowanych dla lub przez
danego uzytkownika.
e IP — Adres IP urzadzenia lub systemu, ktéry generuje komunikat trap,
e Username — Nazwa uzytkownika SNMPv3,
» Secure Level — Poziom bezpieczenstwa uzywany w komunikacji SNMPv3:
e noAuthnoPriv — Komunikacja SNMPv3 odbywa sie bez zadnych zabezpieczen,
e authNoPriv — Komunikacja SNMPv3 uwierzytelniona, ale nieszyfrowana,
 authPriv — Komunikacja SNMPv3 uwierzytelniona oraz szyfrowana,
e Auth Protocol — Algorytm uwierzytelniania uzywany do weryfikacji tozsamosci uzytkownika:
* Nno
e md5
» sha
» Priv Protocol - Algorytm szyfrowania uzywany do zapewnienia prywatnosci komunikatu:
* NnoO
e md5
e sha
e Authorization Key — Klucz uzywany w procesie uwierzytelniania,
» Private Key — Klucz prywatny,

» Engine ID - Unikalny identyfikator uzywany do reprezentowania instancji silnika SNMPw urzadzeniu.

Download MIB file - Link do pobrania pliku MIB.



Syslog

W tej czesci mozna skonfigurowac wysytanie logéw systemowych do zewnetrznego serwera syslog, co utatwia
zdalng diagnostyke oraz monitorowanie dziatania urzadzenia.

Syslog configuration

Name Value Description
Syslog Enable syslog
Server Server address
Port 514 S Server UDP port (default 514)
System events Send system events to syslog.
System 10 Send all 1O events to syslog.

Save

» Syslog — Zatgczanie ustugi klienta Syslog,

« Server — Adres serwera Syslog wpisany w postaci adresu IP lub domeny o maksymalnej dtugosci 24 znakow,
o Port - Numer portu, na ktérym serwer nastuchuije,

« System events — Zdarzenia zwigzane z funkcjonowaniem samego systemu,

» Syslog 10 — Zdarzenia zwigzane z wejsciami/wyj$ciami.



TCP/UDP

Zaktadka TCP/UDP na stronie internetowej umozliwia zatgczanie i konfigurowanie obstugi protokotéw
komunikacyjnych TCP oraz UDP. Wysytajgc komendy na adres IP i port urzadzenia przy uzyciu odpowiedniego
protokotu, uzytkownik moze sterowa¢ stanem wyjs¢ modutu. Dostepne komendy — patrz Komendy 10.

TCP/UDP server configuration

Name Value Description
TCP server Enable TCP server
TCP Port 9761 S TCP server port

UDP server Enable UDP server

1»

UDP port 9761 UDP server port

API key Require API key for I/O control

Save

e TCP server — Zatgczenie ustugi TCP server,
e TCP port — Numer portu, na ktérym serwer nastuchuje,
» UDP server — Zatgczenie ustugi UDP server,
e UDP port — Numer portu, na ktérym serwer nastuchuje,

» APl key — Zatgczenie/wytgczenie wymogu posiadania klucza API do sterowania wejsciami/wyjsciami.



iCluster

Funkcja iCluster umozliwia potgczenie réznych urzadzen Inveo w jednej sieci LAN. Urzadzenie 1QI0 moze pracowaé
w trybie klienta iCluster, umozliwiajgc urzgdzeniu nadzér nad swoimi parametrami, takimi jak: wartosci odczytow z
czujnikéw, stan wejs¢ i wyjsc¢, sterowanie wyjsciami itp.

Inveo Client - iCluster
Name Value Description

Inveo iCluster (@ Enable Inveo Client service

Inveo's client passphrase, which enables
Passphrase changeme o _
communication between devices

Save

« Inveo iCluster — Wtaczanie obstugi iCluster,

o Passphrase — Hasto uzywane przez klienta Inveo, ktére umozliwia komunikacje miedzy urzgdzeniami. Hasto
ustawione w tym miejscu bedzie wymagane w urzadzeniu, ktére bedzie chciato nawigzaé potgczenie z
urzadzeniem nadrzednym.



Komendy 10

Zestawienie komend uzywanych do tworzenia akcji opartych na komendach 10. Warto zaznaczy¢, ze ponizsze
komendy sa rowniez skuteczne przy uzyciu réznych protokotéw, takich jak HTTP, MQTT, UDP oraz TCP.

in_cnt=ch, val — ustawienie licznika kanatu ch na wartos$¢ val,

out_on=ch — zatgczenie wyjscia o numerze ch,

out_off=ch — wylgczenie wyjscia o numerze ch,

out_inv=ch — zmiana stanu wyjscia o numerze ch na przeciwny,

out_blink=ch, ton, toff,cnt — programowanie cyklicznego sterowania wyjsciem o numerze ch . Parametry:
e ton - czas zalgczenia (wyrazony w sekundach),
» toff — czas wytgczenia (wyrazony w sekundach),
« cnt - ilo$¢ cykli zatgczania (parametr nieobowigzkowy).

out_time=ch, ton, toff — zalgczenie wyjscia o numerze ch na czas okreslony w parametrze ton, po czasie
okreslonym w parametrze toff . Parametr toff nie jest obowigzkowy — pominiecie tego parametru spowoduje
zatgczenie wyjscia bez opdznienia,

out_all=10n-11180 — komenda definiujgca stan wszystkich dostepnych wyjs¢. Kazda cyfra reprezentuje
kolejne wyjscie:

e 1 — wigczone,
e 0 — wylgczone,
e n —zmiana stanu na przeciwny,

e - —bez zmiany stanu.

B Przykiad

out_all=16n-1116 spowoduje zataczenie wyjsScia numer 0, 4, 5, 6; wytagczenie wyjscia 1 oraz 7; zmiana stanu na

przeciwny wyjscia 2; pozostawienie stanu wyjScia numer 3 bez zmian.

Komendy mozna tgczy¢ znakiem &.

H Przyktad

out_on=2&out_inv=3&out_time=1,20,260




Wbudowane zmienne

Ponizej przedstawiona jest tabela zawierajgca przyktadowe wewnetrzne zmienne, ktére umozliwiajg przekazywanie
danych zwigzanych z dziataniem urzadzenia. Zmienne te znajdujg zastosowania w powiadomieniach mailowych,
SMS-owych, HTTP Client itp.

Sktadnia Przyktad Opis
%out[range], %out[8- Stan wyj$é. range oznacza zakres wyjs¢ do pokazania, off oznacza
[off], [on]% 5],0,1% wartos$é dla stanu nieaktywnego, on oznacza wartos$¢ dla stanu
aktywnego

Przyktad: pokazany zostanie stan dla OUT 0-5
wartosc¢ nieaktywna to 0, a aktywna to 1

%in[range], %in[@- Stan wejs¢. range oznacza zakres wejs¢ do wyswietlenia, off oznacza
[off], [on]% 71,1, 1% wartos$é dla stanu nieaktywnego, on oznacza wartos$¢ dla stanu
aktywnego

Przyktad: pokazany zostanie stan dla IN 0-7
wartos$¢ nieaktywna to i, a aktywna to |

%cnt[number]% %CcNt5% Wartos¢ licznika wejs¢é number oznacza liczbe wejsé
Przyktad: pokazana zostanie wartos$¢ licznika dla wejscia nr 5

%sens[number]% %sens10% Wartos$¢ czujnika number oznacza numer czujnika
Przyktad: pokazana zostanie warto$¢ dla czujnika nr. 10

%sunrise% %sunrise% Godzina wschodu storica

%sunset% %sunset% Godzina zachodu storca

%time% %time% Biezgca godzina

%date% %date% Biezgca data

%timedate% %timedate% Biezaca godzina oraz data

%ts% Biezgcy timestamp — liczba sekund od okreslonego czasu: 1 stycznia
1970 roku

%mod_name% Zdefiniowana przez uzytkownika nazwa modutu

%mod_model% Model urzadzenia

%eip% Adres IP urzadzenia



%emac%

%s[x]% %s[31%
%s[x].statTxt %s[2].statTxt
%0[x]1% %0[4]1%
%i[x]% %i[1]%

%V [x]%

%CNtx%

REST API

REST API configuration

Name
REST API
Port
Authentication type

S3LIMTLS

SSL Key file (pem)

Certificate file (pem)

MAC adres

Wartos$¢ czujnika

Przyktad: pokazana zostanie warto$¢ dla czujnika nr. 3

Status czujnika

Przyktad: pokazana zostanie wartos¢ czujnika numer 2

Stan wyjscia

Przyktad: pokazany zostanie stan wyjscia nr 4

Stan wejscia

Przyktad: pokazany zostanie stan wejscia nr 1

Wartos$¢ wirtualnej zmiennej

Wartos$¢ licznika wejsé

Value

8080

L1

None hd

S5L certificate
Wybierz plik | Nie wybrano pliku

Wybierz plik |MNie wybrano pliku

o REST API - Zataczenie funkcji REST API,

e Port - Port, na ktérym urzadzenie nastuchuje,

o Authentication type — Typ autoryzac;ji:

Description

Enable REST API

HTTP access port

Select REST AP authentication

Enable encryption

Upload

Upload

Save




¢ None - Brak,
« Basic authentication — Autoryzacja przy uzyciu nazwy uzytkownika i hasta dostepowego,

e API KEY - Autoryzacja przy uzyciu API KEY utworzonego w zaktadce Administration / Access. Klucz nalezy
wprowadzié jako parametr zapytania, poprzedzony apikey=.

« User — Nazwa uzytkownika stosowana przy autoryzacji basic,

» Password — Hasto stosowane przy autoryzacji basic,

e SSL/TLS - Wiaczanie/wytaczanie szyfrowania.

o SSL Key file (pem) — Wskazanie pliku klucza SSL (w formacie pem),

« Certificate file (pem) — Wskazanie pliku certyfikatu (w formacie pem).

E Przyktad

Klucz API o wartos$ci 12345678901234567890
Sktadnia zapytania REST API: http://adres_ip:port/io/outputs/1?apikey=12345678901234567890




Ustawienia fabryczne, backup

Awaryjne wgrywanie oprogramowania / przywracanie ustawien fabrycznych

W przypadku wystgpienia awarii urzgdzenia uniemozliwiajgcego normalny dostep do strony www nalezy skorzystaé
z procedury awaryjnej:
1. Odtaczyc¢ urzadzenie od zasilania,
2. Wcisngc przycisk RESET,
3. Zasili¢ urzadzenie i podtgczy¢ do sieci LAN,
4. Nie zwalniajac przycisku RESET otworzyc¢ strone urzadzenia:
e AdresIP:192.168.111.15
o Maska IP: 255.255.255.0

& Wskazéwka

Aby wejs¢ na adres 192.168.111.15, adres IP komputera musi by¢ w tej samej podsieci (przyktadowy adres IP dla
komputera: 192.168.111.1.)

Odwotujac sie do podanego adresu IP uzyskamy dostep do bootloadera urzadzenia. Przycisk RESET mozna zwolni¢
dopiero po otwarciu strony:

Firmware recovery mode
Bootloader ver: 0.1

| Browse... |

| Update Firmware |

| Reset to default | | Reboot |

W tym miejscu mamy mozliwos$¢ wgrania firmware, resetu urzadzenia do ustawien fabrycznych oraz jego restartu.



Backup

W tej sekcji uzytkownicy moga tworzy¢ kopie zapasowe aktualnej konfiguracji systemu oraz przywracac system z

wczesniejszych kopii zapasowych.
Create a backup file
Backup
Create a backup file
Enter password

Re-type password

Download
« Enter password — Umozliwia wpisanie hasta, chronigcego tworzong kopie zapasowa,
» Re-type password — Powtdrne wpisanie hasta.
Przycisk Download umozliwia zapis kopii zapasowej na komputerze.
Restore
Restore
Restore a backup
Network settings Enable network settings restore
Backup password Enter your backup password

Backup file Wybierz plik | Nie wybrano pliku Upload

Device Control Panel

Reboot Reset to default

o Backup password — Hasto dostepu do wgrywanej kopii zapasowej,

» Backup file — Przycisk umozliwiajgcy wyszukanie pliku kopii zapasowe;j.

Przycisk Upload spowoduje wgranie wybranej kopii zapasowej do urzadzenia.
Przycisk Reboot umozliwia ponowne uruchomienie urzadzenia.



Przycisk Reboot umozliwia ponowne uruchomienie urzadzenia.
Przycisk Reset to default umozliwia przywrdcenie nastaw fabrycznych w urzadzeniu.



Gwarancja i odpowiedzialnos¢ producenta

Ostrzezenie

Producent udziela dwuletniej gwarancji na urzadzenie oraz zapewnia serwis pogwarancyjny przez okres 10 lat od daty
wprowadzenia urzadzenia na rynek. Gwarancja obejmuje wszystkie wady materiatowe i produkcyjne

Producent zobowiazuje sie do przestrzegania umowy gwarancyjnej, jezeli spetnione sg nastepujgce warunki:

« Wszystkie naprawy, zmiany, rozszerzenia oraz kalibracje urzadzenia wykonywane sg przez producenta lub
autoryzowany serwis,
» Sieciowa instalacja zasilajgca spetnia warunki obowigzujgcych w tym wzgledzie norm,
« Urzadzenie obstugiwane jest zgodnie z zaleceniami przedstawionymi w niniejszej Instrukcji,
e Urzadzenie uzywane jest zgodnie z przeznaczeniem.
Producent nie ponosi zadnej odpowiedzialnosci za konsekwencje wynikte z nieprawidtowej instalaciji, niewtasciwego

uzytkowania urzadzenia, nieprzestrzegania instrukcji obstugi oraz przeprowadzania napraw przez osoby
nieposiadajgce uprawnien.

Ostrzezenie

W urzadzeniu nie ma zadnych czesci, ktére wolno uzytkownikowi samodzielnie wymieniac.

Warunki przechowywania, pracy i transportu

Urzadzenie powinno by¢ przechowywane w pomieszczeniach zamknietych, w ktérych atmosfera jest wolna od par i
srodkow zracych oraz:

o Temperatura otoczenia od -30°C do +60°C,
o Wilgotnos$¢ od 25% do 90% (niedopuszczalne skroplenia),

 Cisnienie atmosferyczne 700 do 1060 hPa.
Urzadzenie przeznaczone jest do pracy w nastepujacych warunkach:

o Temperatura otoczenia od -10°C do +55°C,
e Wilgotnos¢ od 30% do 75%,

 Cisnienie atmosferyczne 700 do 1060 hPa.
Zalecane warunki transportu:

o Temperatura otoczenia od -40°C do +85°C,
e Wilgotnos¢ od 5% do 95%,

o Cisnienie atmosferyczne 700 do 1060 hPa.



Instalacja i uzytkowanie urzadzenia:

e Modut powinien by¢ obstugiwany zgodnie z zaleceniami przedstawionymi w dalszej czesci instrukcji.

Utylizacja i likwidacja

W przypadkuy, kiedy niezbedna staje sie likwidacja urzadzenia (np. po uptywie czasu jego uzytkowania), nalezy
zwréci¢ sie do producenta lub przedstawiciela producenta, ktérzy zobowigzani sg do wtasciwej reakciji, tzn. odbioru
urzadzenia od uzytkownika. Uzytkownik moze sie réwniez zwrdci¢ do firm zajmujacych sie utylizacjg i/lub likwidacja
urzadzen elektrycznych lub sprzetu komputerowego. W zadnym wypadku nie nalezy umieszczaé urzadzenia wraz z
innymi odpadkami.



