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Przeglad

) Ostrzezenie

Instrukcja ma zastosowanie wytacznie od wersji oprogramowania v1.42 wzwyz. Firma Inveo nie gwarantuje
zgodnosci informacji zawartych w niniejszym dokumencie z wcze$niejszymi wersjami oprogramowania.

sl INPUT

LAN/WAN == INVEOD

Przeznaczenie urzadzenia

Urzadzenie Nano Digital Input zostato zaprojektowane do monitorowania stanu wejs¢ w réznych systemach
automatyki.

Jego gtéwna funkcja jest umozliwienie zdalnego odczytu stanu wejs¢ za pomoca réznych metod komunikacji, takich
jak sie¢ LAN, wbudowana strona www, protokét HTTP GET, Modbus TCP, SNMP, MQTT, protokoty TCP/UDP lub
odpowiednie oprogramowanie. Dzieki temu uzytkownik ma szeroki wybdér narzedzi do interakcji z urzagdzeniem oraz
zdalnego odczytu stanu wejsé, co czyni je wszechstronnym rozwigzaniem do monitorowania i kontroli w réznych
srodowiskach.

Changelog
1.0 12 marca 2025

o Wersja oprogramowania v1.42
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Budowa urzgdzenia

Nano Digital Input PoE

Dane techniczne

Parametr

Zasilanie

Pobdr mocy

Wejscie

Komunikacja

Klasa obudowy

Masa

Wartosé

10-24V DC: przez ztacze roztgczne 3,5mm
PoE: 33-57V PoE IEEE 802.3af

1,5W
1 wejscie
Typ wejscia: zwierne NO,

Maksymalna wartosé licznika: 4 294 967 296,
Maksymalna czestotliwo$¢ wejsciowa: 1000 Hz

Port Ethernet 10Mbps Half Duplex, RJ45

IP30

ok. 65¢g



Wymiary
74,6

66,9

¥

50,1

27,0

© Informacja

Wszystkie wymiary podane sa w milimetrach.




Cechy ogolne

O

NANO

FPOE

DIGITAL INPUT

Urzadzenie zostato wyposazone w 7-segmentowy wyswietlacz sygnalizujgcy aktualny stan wejscia (ON lub OFF). Do
dyspozycji sg nastepujgce mozliwosci komunikaciji:

o Wbudowany serwer www, przy uzyciu standardowej przegladarki internetowej (preferowane przegladarki to
Mozilla Firefox, Opera, Chrome),

e Programy linii polecen systemu Windows/Linux,

e Protokét HTTP GET,

o Protokét Modbus TCP,

o Protokdét SNMP,

» Wiasna aplikacja przez protokét TCP (udostepniony protokét),

o Protokét MQTT Inveo.



Opis zigcz modutu

CF 491 RESET

O

o LAN - Podtagczenie sieci LAN oraz zasilania PoE IEEE 802.3af,

e RESET - Przycisk przeznaczony do wigczenia w module DHCP, sprawdzenia aktualnego adresu IP oraz
przywracania modutu do ustawien fabrycznych.

POWER
INPUT 12-24vDC
G 1+ -

et
! OuH0—

» INPUT - Wejscie zwierne,

 POWER - Ztacze zasilania. Dodatkowe ztgcze zasilania uzywane w przypadku braku zasilania PoE.



Nano Digital Input

Dane techniczne

Parametr

Zasilanie

Pobdr mocy

Wejscie

Komunikacja
Klasa obudowy

Masa

Wymiary

Wartosé

Passive PoE: 10-24V DC
Zasilanie odbywa sie przez adapter PoE.

1,5W

1 wejscie

Typ wejscia: zwierne NO,

Maksymalna wartosé licznika: 4 294 967 296,
Maksymalna czestotliwo$¢ wejsciowa: 1000 Hz
Port Ethernet 10Mbps, RJ45

IP30

ok. 40g
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Cechy ogolne

L
[

LAN/WAN = INIVED

Modut wyposazony zostat w diody LED, ktére sygnalizujg zasilanie modutu oraz stan podtgczonego wejscia. Do
dyspozycji sg nastepujgce mozliwosci komunikaciji:

« Wbudowany serwer www, przy uzyciu standardowej przegladarki internetowej (preferowane przegladarki to
Mozilla Firefox, Opera, Google Chrome),

e Programy linii polecen systemu Windows / Linux,

o Protokdt HTTP GET,

o Protokét Modbus TCR,

e Protokét SNMP,

» Wtasna aplikacja przez protokét TCP (udostepniony protokét),

e Protokét MQTT Inveo.
Opis ztagcz modutu

» LAN - Podtaczenie sieci LAN oraz zasilania Passive PoE,

e RESET - Przycisk przeznaczony do witgczenia w module DHCP oraz przywracania modutu do ustawien
fabrycznych,

e INPUT - Wejscie zwierne.



Konfiguracja sieciowa
Przy pierwszym uruchomieniu, konieczne jest skonfigurowanie urzgdzenia. Mozna to zrobi¢ na dwa sposoby.

Najprostszg metodg jest skorzystanie z programu Discoverer firmy Inveo.

Zmiana adresu IP urzadzenia poprzez program Discoverer

« INVEOQ -Discoverer 3.47 - O *
DISCOVERER uDP  TCP HTTP KNX  MQTT

Interface: Broadcast ~ Discover Devices
IP Address Host Name MAC Address Maodel HV SV DHCP Remote Config  BootLoader Module Name
NANO L [Nano-0-1 DHCP
Change IP
Send Firmware
. Change Network Settings - [m} *
MAC:
P [192.168.22.23 |
MASK |255.255.255.0 |
GATEWAY | |
DNS1 | |
DNS2 | |
Host name [nano |
< >
Enable DHCP o
Filter by device name:
[ Only NEW Devices Enable Remote Config
Cancel | Change |

Po uruchomieniu programu Discoverer i wyszukaniu odpowiedniego urzadzenia nalezy:

1. Klikng¢ urzadzenie prawym przyciskiem myszy,

2. Wcisngc przycisk Change IP.
Po otwarciu okna dialogowego mozna:

o Ustawié¢ odpowiedni adres IP, maske, brame, DNS1/DNS2,

e Zmienié¢ nazwe Hosta.

@ Informacja

Urzadzenie zostanie skonfigurowane po nacisnieciu przycisku Change.

W przypadku wytaczonej opcji Remote Config (domysinie wtgczona) konieczne jest skonfigurowanie urzadzenia
poprzez zmiane podsieci komputera (Jak to zrobi¢ zostanie opisane nizej).

Aby wiaczy¢ opcje zdalnej konfiguracji:

1. Wejdz w zaktadke Administration,

2. Zaznacz opcje Enable Remote Config.



Enable Remote Metwork Config
| Enable TFTP Bootloader

: Save Config

¢ Wskazéwka

Po dokonaniu zmian, nalezy je zapisa¢ przyciskiem Save Config

Zmiana podsieci komputera do konfiguraciji

Przy konfiguracji urzadzenia z pominieciem aplikacji Discoverer nalezy najpierw zmieni¢ adres podsieci komputera
podtgczonego do tej same;j sieci.

Aby przejs¢ do konfiguracji sieci komputera, wykonaj jedng z ponizszych czynnosci:

» Nacisnij Win + R, wpisz ncpa.cpl, a nastepnie nacisnij Enter.

e Alternatywnie przejdz do:
Start — Panel Sterowania — Sie¢ i Internet — Centrum sieci i udostepniania — Zmien ustawienia karty
sieciowej.

Nastepnie:

1. Wybierz potaczenie sieciowe.
2. Kliknij je prawym przyciskiem myszy i wybierz Wiasciwosci.

3. Po wybraniu tej opcji pojawi sie ekran konfiguracji potgczenia sieciowego.



@ Wiasciweosci: Ethernet *

Sie¢  Udostepnianie

Polacz, uzywajac:
? Intel(R) Ethemet Connection () [219-LM

To polaczenie wykorzystuje nastepujgce skiladniki:

'?K]ient sieci Microsoft Networks ~
T VMware Bridge Protocal

’:]? Udostepnianie plikdw i drukanek w sieciach fimy Micro:
T Npcap Packet Driver (NPCAP)

’:Q Harmonogram pakietow QoS

8 Protokal intemetowy w wersji 4 (TCP/IPvd)
O . Protokal muttipleksera karty sieciowsj fimy Microsoft v
£ >

Zainstalyj... Odinstaluj Wiasciwosci
Cpis
Transmission Control Protocol/Intemet Protocol. Dormysiny

protokél dla sieci rozleghych umozliwiaigcy komunikacje
poltaczonych sieci rdznych typdw.

QK Anuluj

Nastepnie nalezy wybra¢ ustawienie Protokoét internetowy (TCP/IP) i wpisa¢ nastepujgce parametry:

Wiasciwosci: Protekdt internetowy w wersji 4 (TCP/IPwd) d
Oagdlne

Przy odpowiedniej konfiguragji sied mozesz automatycznie uzyskacd
niezbedne ustawienia protokoh IP. W przecwnym wypadku musisz
uzyskac ustawienia protokotu IP od administratora siedi.

(") Uzyska] adres IP automatycznie

(@) Uzyi nastepujacego adresu TP

Adres IP: |192.188 . 111. 1 |

Maska podsied: | 255.255.255. 0 |

Brama domysina: | . . . |

|Uzyskaj adres serwera DNS automatycznie

(®) Ui nastepujacych adresdw serwerdw DNS:

Preferowany serwer DNS: | . . . |

Alternatywny serwer DNS: | . . . |

O Sprawdz przy zakonczeniu poprawnosd

ustawien Zaawansowane. ..

Anl

@ |Infromacja

Po zaakceptowaniu ustawien przyciskiem OK nalezy uruchomié przegladarke internetowa i wpisa¢ adres:
192.168.111.15. (Domysiny uzytkownik i hasto: admin/admin00).

Konfiguracja ustawien sieciowych



W zaktadce Network jest mozliwo$¢ zmiany parametréw sieci LAN.

inveo &

| Home | channel | NWetwork = snmp
Network Configuration

This page allows the configuration of the device's network settings.

MAC Address: 00:00:00:00:00:00

Host Name: NANO

Enable DHCP

IP Address: 192.168.22.23
Gateway: 192.168.22.1

Subnet Mask: 2552552550
Primary DNS: 192.168.0.101

Secondary DNS: 0.0.0.0

Destination IP:  [192.168.0.91 |
Destination Port: |9TE1 |

MQTT Address: |mqtt. inveo.com.pl |
MQTT Port: 1883

: Save Config

im

1 20

[
]

Copynght Inveo s.c.
o Host Name - Nazwa NetBios,

o DHCP - Zataczenie klienta DHCP, zaznaczenie tego pola wymusza uzycie adresu przypisanego przez serwer
DHCPR,

o |P Address — Adres IP modutu,

o IP Mask — Maska podsieci,

» Gateway — Brama sieciowa,

o Subnet Mask — Maska podsieci IP,

o DNS1, DNS2 - Adresy serweréw DNS,

« Destination IP — Adres IP modutu, do ktérego majg by¢ przekazywane stany wejs¢ w przypadku komunikaciji
M2M,

« Destination Port — Port, na ktérym nastuchuje zdalne urzadzenie.



& Wskazéwka

Po dokonaniu zmian, nalezy je zapisa¢ przyciskiem Save Config

Ustawienia zabezpieczen i konfiguracji

W menu Administration mozna ustawi¢, ktére ustugi bedg aktywne w urzgdzeniu oraz zmieni¢ hasto dostepu.

1nve o ;% Inveo Nano PoE 5V:1.42

| Home | channel | Network | snmp | administration |
Administration

This page allows the configuration of the device's access settings.

Current Password: | |

New Password: | |

Re-type Password: | |

| Enable Program Access

(| Enable MODBUS TCP Protocol
(| Enable suMP

[] Enable Destination Client

| Enable MQTT Inveo [Show Infol

Enable Remote Metwork Config
[} Enable TFTP Bootloader

Save Config

Copynght © 2023 Inveo s.C.

Zmiana hasta:

Aby zmieni¢ hasto, wpisz aktualne hasto w polu Current Password. Nastepnie wprowadz nowe hasto w polach New
Password i Re-type Password, po czym zatwierdZ zmiany przyciskiem Save Config. Jesli chcesz usungé hasto,
pozostaw pola New Password puste.

Ustawienia ustug:
Urzadzenie pozwala na wybér dostepnych ustug. Aby aktywowac¢ dang ustuge, zaznacz pole wyboru obok jej nazwy.

» Enable Program Access — Dostep do urzadzenia przez program komputerowy (Windows, Linux) oraz protokét
TCP/IP dziatajgcy na porcie 9761,



o Enable MODBUS TCP Protocol - Wtgczenie serwera MODBUS TCP,

o Enable SNMP - Aktywacja obstugi protokotu SNMP,

« Enable Destination Client — Przekazywanie stanu wejs¢/wyjs¢ do innego modutu,

» Enable MQTT Inveo — Aktywacja protokotu MQTT,

» Enable Remote Network Config — Wigczenie zdalnej konfiguracji (program Discoverer),

o Enable TFTP Bootloader — Wigczenie bootloadera.

Ostrzezenie

Ze wzgledow bezpieczeristwa opcje TFTP Bootloader oraz Remote Network Config podczas normalnej pracy powinny
byé wytaczony. Zataczenie powinno nastapi¢ dopiero przed aktualizacja oprogramowania.

Komunikacja z modutem z zewnetrzne;j sieci

Jezeli modut znajduje sie w innej sieci LAN niz komputer tgczacy sie do niego, to wymagane jest przekierowanie
portow. Zaleznie od wykorzystywanej metody komunikacji z modutem, konieczne jest skontaktowanie sie z
Administratorem sieci i przekierowanie portow:

Obstuga przez strone WWW oraz protokot HTTP:
e Port TCP 80

Obstuga przez program komputerowy lub przez wtasng aplikacje:
e Port TCP 9761

Obstuga przez MODBUS TCP:
o Port TCP 502

Obstuga przez SNMP:

e Port UDP 161

Sprawdzenie adresu IP
Aby sprawdzi¢ aktualny adres IP urzgdzenia (tylko Nano PoE):

1. Nacisnij i przytrzymaj przycisk RESET do momentu wyswietlenia sie wszystkich 4 czesci adresu IP, np.: 192 168
111 15.

2. Zwolnij przycisk RESET.

DHCP
Aby wigczyé/wytgczyé obstuge DHCP nalezy:

1. Nacisna¢ przycisk RESET na czas pomiedzy 5 a 10 sekund.

2. Dioda zacznie mrugac¢ okoto 2 razy na sekunde (Nano), na wyswietlaczu pojawi sie napis dhcP (Nano PoE).



3. Zwolni¢ przycisk RESET.

Mozliwe jest takze wigczenie DHCP w konfiguracji sieci w zaktadce Network lub przez program Discoverer.



Funkcje modutu

Podglad stanu wejscia

Podstawowg funkcjg modutu Nano Digital Input jest kontrola stanu kanatu wejsciowego. W zaktadce Home
przedstawiony jest aktualny stan wejscia.

inveo &

| Home | channel | Network | snmp | Administration |
Preview

Input State:

Impulse Counter: 0 - Click to reset -

Copyright © 2023 Inveo s.c.

Dodatkowo urzadzenie zlicza, ile razy wejscie zostato zatgczone. W razie potrzeby mozna zresetowac ilos¢
pomiaréw naciskajgc na przycisk Click to reset.

Filtr sygnatu wejsciowego

Modut Nano Digital Input jest wyposazony w wbudowany filtr medianowy, ktéry poprawia doktadnos¢ odczytow. Filtr
ten dziata w cyklach o czasie probkowania 20ms. W kazdym cyklu modut pobiera biezgcy stan sygnatu wejsciowego,
po czym sortuje warto$ci 0 i 1 (odpowiednio stan niski i wysoki). Srodkowa warto$¢ posortowanych prébek decyduje
o stanie wejscia modutu.

Aby wiaczy¢ filtrowanie, przejdz do zaktadki Channel i wybierz liczbe prébek, z ktérych ma by¢ obliczana mediana.
Kazda zmiana wartosci o 1 zwieksza opdznienie sygnatu o 10ms.



!Inveo @ Inveo Nano In SV:1.42
| Home
Channel configuration

Off hd

Save

Copyright © 2023 Inveo s.c.
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Destination Client (M2M)

Urzadzenia Inveo, takie jak LanTick, Nano Temperature Sensor, Nano Digital Input, Nano Relay Output i inne, moga
przesyta¢ dane do serwera lub innego modutu z wyjsciami za pomoca protokotow TCP lub UDP. Dzigki temu zdalny
modut moze na biezgco reagowac na aktywacje kanatu, a takze witgczac lub wytgczac wyjscia przekaznikowe.
Wiadomosci sg wysytane przy kazdej zmianie stanu oraz dodatkowo co 5 sekund.

Konfiguracja dla Modutéw Odbierajacych Wiadomosci (Urzadzenia Docelowe):

Krok 1: Wiaczanie ustugi Przejdz do zaktadki Administration, zaznacz opcje Enable Program access, a nastepnie
kliknij przycisk Save Config, aby zapisa¢ ustawienia.

Konfiguracja dla Modutéw Wysytajacych Wiadomosci (Status Wyjs$cia):
Krok 1: Wiaczanie Klienta Docelowego

Przejdz do zaktadki Administration, zaznacz opcje Enable Destination Client, a nastepnie kliknij przycisk Save
Config, aby aktywowac ustuge.



inveo €

| Home | channel | network | snmp | Administration |
Administration

This page allows the configuration of the device's access settings.

Current Password: | |

New Password: | |

Re-type Password: | |

[] Enable Program Access

| Enable MODBUS TCP Protocol
| Enable SNMP

Enable Destination Client

| Enable MQTT Inveo [Show Infol

[] Enable Remaote Network Config
] Enable TFTP Bootloader

Save Config

Copyright © 2023 Inveo s.c.

Krok 2: Ustawienia Sieciowe
W zaktadce Network uzupetnij nastepujgce pola:

« Destination IP — Wprowadz adres IP urzadzenia docelowego lub serwera,

» Destination Port — Numer portu, na ktérym nastuchuje urzadzenie zdalne, domyslnie 9761.

Destination IP:  |192.168.22.6 |

Destination Port: |9?E‘r1 |

Krok 3: PrzejdZz do zaktadki Channel i wybierz typ wiadomosci, ktéry ma by¢ wysytany. W przypadku protokotéw TCP
i UDP, wybierz réwniez kanat na urzadzeniu docelowym, ktory zostanie wysterowany.

Do wyboru sg nastepujgce pola: - Off
-TCP Ch:x

- UDP Ch:x

- Status

- MAC+Status

-HTTP GET



Inveo €

| Home |
Channel configuration

TCPCh1  ~

TCP Ch:2 Save

TCP Ch:3
TCP Ch-4
TCP Ch:5 © 2023 Inveo s.c.
TCP Ch:6
TCP Ch:7
TCP Ch:8
Status
MAC+5tatus
HTTP GET
UDP Ch:1

TCP Ch:x oraz UDP CH:x

TCP Ch:x — Funkcja korzysta z protokotu potgczeniowego, czyli z protokotu TCP. Numer Ch:x to docelowy kanat
wyjsciowy w urzgdzeniu oddalonym np.: w LanTick'u, ktéry ma zosta¢ wysterowany w momencie zmiany stanu
kanatu urzadzenia lokalnego, ramka TCP w formacie #1.

UDP Ch:x — Funkcja korzysta z protokotu bezpotgczeniowego, czyli z protokotu UDP. Numer Ch:x to docelowy kanat
wyjsciowy w urzadzeniu oddalonym np. w LanTick'u, ktéry ma zosta¢ wysterowany w momencie zmiany stanu
kanatu urzadzenia lokalnego, ramka UDP w formacie #1.

Ramka w formacie #1 jest wysytana w postaci heksadecymalnej (HEX). Przyktadowa ramka TCP wysytana przy
aktywnym Ch:1:

SOF CMD CH F_ID IN_STATE IIN_STATE CNTO0O CNT1 CNT2 CNT3 CRC

OxOF | O0x01 = 0x00 | OxFF 0x01 OxFE 0x00 | Ox00 | 0x00 | Ox00 & 0Ox23

Przyktadowa ramka TCP wysytana przy nieaktywnym Ch:1:

SOF CMD CH F_ID IN_STATE IIN_STATE CNTO CNT1 CNT2 CNT3 CRC

OxOF = O0x01 | 0x00 | OxFF 0x00 OxFF 0x00 | Ox00 = 0x00 | O0x00 & 0Ox23

Wartos¢é CH okresla wybrany numer kanatu wyjsciowego w urzadzeniu docelowym, ktéry bedzie wysterowany w
momencie zmiany stanu kanatu.

IN_STATE - Wartos¢ 01 oznacza kanat aktywny, 00 oznacza kanat nieaktywny.

Bajty CNTO - CNT3 to wartos¢ licznika.



Obliczanie CRC:
CRC = (SOF+CMD+CH+F_ID+IN_STATE+!IN_STATE+CNTO+CNT1+CNT2+CNT3) MOD 256
Format 1:

11:16:23 data from 192.168.22.23: 0f 01 00 ff 00 ff 04 57 34 12 af

Status

Wybér tego typu wiadomosci spowoduje wysytanie stanu kanatu urzadzenia i wartosci licznika, ramka TCP w
formacie #2.

Ramka w formacie #2 jest wysytana w postaci ciggu znakéw (STRING).
<IN_STATE>[SPACJA]<CNT>

o IN_STATE - Wartos¢ 1 oznacza kanat aktywny, 0 oznacza kanat nieaktywny,

e CNT - Odczytana wartosc¢ licznika.

Wartos¢ w HEX STRING

302034 04
312035 15
Format 2:

11:27:21 data from 192.168.22.23: 05

MAC + Status

Po wybraniu tego typu wiadomosci modut wysyta adres MAC urzadzenia oraz aktualny stan kanatu wraz z wartoscia
licznika, ramka TCP w formacie #3.

Ramka w formacie #3 jest wysytana w postaci ciggu znakéw (STRING).

<MAC>[SPACJA]<IN_STATE>[SPACJA]<CNT>

e MAC - Adres sieciowy modutu,
o IN_STATE - Wartos¢ 1 oznacza kanat aktywny, 0 oznacza kanat nieaktywny,

e CNT - Odczytana wartosc¢ licznika.
Wartosé w HEX STRING
00 00 00 00 00 00 00 00 00 00 00 00 20 30 20 37 000000000000 0 7

00 00 00 00 00 00 00 00 00 00 00 002031 20 38 000000000000 1 8



Format 3:

11:33:08 data from 192.168.22.23 : R—— 0 17

HTTP GET

Po zaznaczeniu HTTP GET modut wysyta adres MAC urzadzenia, stan kanatu oraz wartos¢ licznika, ramka w
formacie #4.

Ustawiajgc Client Mode na polu HTTP GET urzadzenie wysyta dane na serwer w postaci:
nano.php?mac=<MAC>&1i0=<IN_STATE>&cnt=<CNT>

e MAC - Adres sieciowy modutu,
e IN_STATE - Wartos¢ 1 oznacza kanat aktywny, 0 oznacza kanat nieaktywny,

e CNT - Odczytana wartosc¢ licznika.

§ Przyktad

Przyktadowa ramka otrzymywana przez serwer:
GET /nano.php?mac=000000000000&i0=1&cnt=26
adres MAC = 000000000000,

io=1, (kanat aktywny)

cnt=26, (stan licznika wynosi 26)

Ramke TCP mozna obstuzy¢ za pomocg wtasnego oprogramowania.

¢ Wskazéwka

Dziatanie przesytu danych mozna przetestowaé, korzystajac z programu Inveo Discoverer

Aby przeprowadzic¢ test przesytu danych nalezy przej$¢ do zaktadki Administration i zaznaczy¢ opcje Enable
Destination Client, a nastepnie zatwierdzi¢ przyciskiem Save Config.

W zaktadce Network nalezy uzupetnié pola:

o Destination IP — Adres IP komputera,

» Destination Port — Numer portu, na ktérym nastuchuje urzadzenie zdalne (domysinie 9761).

W celu przetestowania typu wysytanej wiadomosci TCP, w zaktadce Channel nalezy wybra¢ TCP Ch:x. Nastepnym
krokiem jest uruchomienie programu Inveo Discoverer i otwarcie zaktadki TCP. W okienka IP address oraz Port
nalezy wprowadzic takie same wartosci jak zaktadce Network. W okienku Receive Data nalezy zaznaczy¢ opcje
HEX. Na koniec klikamy w klawisz Listen.



« INVEQ -Discoverer 347

— O X
DISCOVERER UDP  TCP HTTP KNX  MQTT
Log IP address  |192.168.22.6
Waiting for a connection...
09:39:05 Device 192.168.22.23 connected Port
09:39:05 data from 192.168.22.23: 0f 01 00 ff 00 ff 1a 00 00 00 28
09:39:06 Device 192.168.22.23 disconnectad
Receive data
@ HEX
() 5TRING
Send
Ouex | — paaress [
Owex | | Send Pt [ ]

[ HEX | | Send

W przypadku testowania wiadomosci UDP, w zaktadce Channel nalezy wybra¢ UDP Ch:x. Nastepnie przej$é do
zaktadki UDP w programie Inveo Discoverer. W okienka IP address oraz Port nalezy wprowadzi¢ takie same wartosci
jak zaktadce Network. W okienku Receive Data nalezy zaznaczy¢ opcje HEX. Na koniec klikamy w klawisz Listen.

« INVEOQ -Discoverer 3.47

- O *
DISCOVERER UDP  TCP  HTTP KNX  MQTT
Log IP address  |192.168.22.6
Waiting for a connection...
13.03.2025 09:43:45 RECV from 192.168.22.23: 0f 01 00 ff 00 ff 01 00 00 00 Of Port 9761
13.03.2025 09:43:49 RECV from 192.168.22.23: 0f 01 00 ff 01 fe 02 00 00 00 10
13.03.2025 09:43:49 RECV from 192.168.22.23: 0f 01 00 ff 00 ff 02 00 00 00 10 .
Listen [}
Receive data
(@) HEX
() STRING
Send
[ HEX | | Send IF address  [192.168.22.23
Owex | | Send Port 9761

OHEx | |

Send

W celu przetestowania kolejnych typdw wiadomosci: Status, Mac+status, w zaktadce Channel nalezy wybra¢
odpowiednio Status lub Mac+status. Nastepnym krokiem jest uruchomienie programu Inveo Discoverer i przejscie
do zaktadki TCP. W okienka IP address oraz Port nalezy wprowadzié takie same wartosci jak zaktadce Network. W
okienku Receive Data nalezy zaznaczy¢ opcje STRING. Na koniec klikamy w klawisz Listen.



« INVEQ -Discoverer 347
DISCOVERER UDP  TCF HTTP KNX  MQTT

Log

Waiting for a connection...

09:48:51 Device 192.168.22.23 connected

09:48:51 data from 192.168.22.23: e 0 0
09:48:52 Device 192.168.22.23 disconnected

09:48:54 Device 192.168.22.23 connected

09:48:54 data from 192.168.22.23 ;| — 1 1
09:48:55 Device 192.168.22.23 disconnected

09:48:55 Device 192.168.22.23 connected

09:48:55 data from 192.168.22.23: | —m 0 1
09:48:56 Device 192.168.22.23 disconnected

09:48:57 Device 192.168.22.23 connected

09:48:57 data from 192.168.22.23 | —— 1 2
09:48:58 Device 192.168.22.23 disconnected

09:48:58 Device 192.168.22.23 connected

09:48:58 data from 192.168.22.23; —— 0 2
09:48:59 Device 192.168.22.23 disconnected

Send

OwHex |

Ouex |

OHex |

|
O
X

P address 192.168.22.6

Fort

Fort

9761

Receive data

O HEX
@ 5TRING

Aby przetestowac typ wiadomosci HTTP, w zaktadce Channel nalezy wybra¢ HTTP. Nastepnie przejs¢ do zaktadki
HTTP w programie Inveo Discoverer. W okienka IP address oraz Port nalezy wprowadzi¢ takie same wartosci jak

zaktadce Network. Na koniec klikamy w klawisz Listen.

« INVEOQ -Discoverer 3.47
DISCOVERER UDP  TCP  HTTF KNx  MQTT
Http

Waiting for a connection...

----- Incoming data—

GET jnano.phpimac-E—io=08cnt=0 HTTP/1.1
Host 192.168.22.6

----- Response—
HTTP/1.1200 OK
Content-Length: 0
Content-Type: applicationfxml

----- Incoming data—
GET /nano.php?mac- i ——tio=18&cnt=1 HT TP/1.1
Host 192.168.22.6

----- Response—
HTTP/1.1200 OK
Content-Length: 0
Content-Type: applicationfxml

Auto response |

IP address 192.168.22.6

Listen
L\\s Port 9761

Time before accept [ms]

Time before response [ms]

0
0

Content-Type:

® XML

(O JSON O Plain



Konfiguracja SNMP

Modut Nano Digital Input jest wyposazony w serwer SNMP v2c, ktéry umozliwia zdalny odczyt stanu wejs¢. Aby
wigczy¢ funkcje SNMP, przejdz do zaktadki Administration i zaznacz opcje Enable SNMP.

Konfiguracja znajduje sie w zaktadce SNMP:

inveo €

| Home | channel | network | snMp | administration |
SNMP Configuration

Configuration for SNMP v2c Agent.

Read Community : |public |

Write Community: | private |

Trap IP Address 1: |U.U.D.{I' |

[] Enable Trap 1
Trap IP Address 2: |[].[].[I'.¢]' |

] Enable Trap 2

Save Config

Cownload MIB file

Copynght © 2023 Inveo s.c.

Protokdt SNMP pozwala na odczyt aktualnego stanu wejs¢ modutu. Aby skorzystaé z tej funkcji, musisz najpierw
pobrac plik MIB, ktory opisuje strukture danych. W tym celu kliknij prawym przyciskiem myszy na link Download MIB
file, a nastepnie wybierz opcje Zapisz link jako. Pobrany plik MIB zataduj do programu MIB Browser.

W tabeli ponizej znajduja sie podstawowe parametry, ktére mozna odczyta¢ z modutu:

Nazwa Format oID
Stan kanatu wejsciowego INTEGER .1.3.6.1.4.1.42814.14.3.3.1.0
Stan licznika INTEGER .1.3.6.1.4.1.42814.14.3.4.1.0

Modut ma réwniez mozliwos¢ wysytania komunikatéw TRAP w przypadku zmiany stanu kanatu wejsciowego. Aby
skonfigurowa¢ docelowe adresy IP dla tych komunikatéw, wpisz je w pola Trap IP Address 1 oraz Trap IP Address 2.



Program sterujacy z linii komend Windows

W przypadku sterowania z linii komend mozna wykorzysta¢ program cURL. W pierwszej kolejnosci nalezy wigczyé
ustuge Program Access w zaktadce Administration.

B Przykiad

Odczytanie stanu wejscia, modut ma adres 192.168.0.231:
Dostep do zasobu stat.php wymaga wprowadzenia autoryzacji. W takiej sytuacji komende poprzedzamy -u
login:hasto. curl —u admin:admin@® http://192.168.0.231/stat.php

W odpowiedzi urzgzenie przesle nastepujgce informacje:

<response>
<prod_name>Nano In</prod_name>
<sv>1.42</sv>
<mac>00:00:00:00:00:00</mac>
<out>00000000</out>
<0on>00000000</0on>
<in>00000000</in>
<counter1>15</counteri>
<temp1>0.0</temp1>

</response>
Sekcja Opis
<prod_name>Nano-In</prod_name> Typ modutu
<sv>1.42</sv> Wersja oprogramowania
<mac>00:00:00:00:00:00</mac> Adres sieciowy modutu
<out>00000000</out> Tryb wyjs¢
<on>00000000</0n> Stan wyj$¢ (Zatgczone/Wytaczone)
<in>000000008</in> Stan wej$¢ (Zatgczone/Wytaczone)
<counter1>15</counteri> Licznik

<temp1>0.0</temp1> Zmierzona temperatura — dotyczy tylko Nano Temp




Program sterujacy Linux

W programie Linux mozna wykorzysta¢ program cURL:

& Wskazéwka

Dostep do zasobu stat.php wymaga wprowadzenia autoryzacji.
Dostep do zasob6ow status.xml nie wymaga autoryzacji.

curl "http://192.168.111.15/temp1.txt" -w "“\n"

£P 192168.0,101 - PuTTY =

Modbus TCP

W celu aktywowania funkcji przesytu danych za pomocg protokotu Modbus TCP nalezy w zaktadce Administration
zaznaczy¢ opcje Enable Modbus TCP Protocol.

Modbus jest dostepny przez ztgcze LAN.
Protokdét Modbus TCP nastuchuje na porcie 502.
Urzadzenie obstuguje nastepujace funkcje Modbus:

e 0x01 Read Coils

e 0x03 Read Holding Register
e 0x05 Write Single Coil

o 0x06 Write Single Register
e OxOF Write Multiple Coils

e 0x10 Write Multiple Registers

Adresacja Coils

Adres Nazwa R/W Opis

1000 Oon1 R Stan wejscia 1



Adresacja Holding Registers

Adres Nazwa R/W Opis

4003 Counter1H R/W Stan wejscia licznikowego nr 1 (starsze stowo)

4004 Counteri1L R/W Stan wejscia licznikowego nr 1 (mtodsze stowo)
MQTT

Urzadzenie wspiera obstuge protokotu MQTT. Dane z urzadzenia sg wysytane na serwer co 1 minute oraz dodatkowo
przy kazdej zmianie wartosci. Dane nie sg szyfrowane. Po potgczeniu z brokerem uzytkownik subskrybuje dane z
urzadzenia. Liczba uzytkownikéw, odbierajgcych dane z jednego urzadzenia jest nieograniczona.

Oprécz domysinego brokera MQTT Inveo, uzytkownik moze wprowadzi¢ adres wtasnego serwera MQTT do celow
monitoringu stanu wejscia cyfrowego.

Konfiguracja:

Zatacz opcje MQTT zaznaczajgc opcje Enable MQTT Inveo w zaktadce Administration. W zaktadce Network,
wprowadz adres brokera MQTT oraz port:

MQTT Address: |rnqtt. inveo.com.pl |
MQTT Port: 11883 |

| Save Config

& Wskazéwka

Jesli korzystamy z brokera Inveo wartosci te beda nastepujace:

- MQTT Address: mqtt.inveo.com.pl

- MQTT Port: 1883

Mozna wykorzystaé¢ komputer, na ktérym zainstalowana jest aplikacja Inveo Monitoring w funkcji brokera. W tym celu
w polu MQTT Address nalezy wprowadzi¢ adres IP komputera.

W zaktadce Administration dla ustawienia Enable MQTT Inveo po kliknieciu Show Info wys$wietlg sie ustawienia dla
klienta MQTT, ktére bedg potrzebne przy uruchamianiu aplikaciji:



MQTT Client Configuration:

« Server: mgtt.inveo.com.pl
« Port: 1883

» Usermame: nano

« Password: DeVB76

« Topic: /nanol/mac_address

Wiele aplikacji na system Android/I0S obstuguje protokdt MQTT, dzieki czemu mozna odbiera¢ dane na telefonie
(np.: aplikacja MQTT dash) oraz na komputerze PC (np.: aplikacja MQTT explorer).

Ustawienia fabryczne

Aby przywrdci¢ ustawienia fabryczne urzadzenia nalezy:

o Wigczy¢ urzadzenie,

» Nacisng¢ przycisk RESET na czas pomiedzy 10 a 15 sekund,

Dioda TAG zacznie mrugac okoto 4 razy na sekunde (Nano, Nano RFID PoE), na wyswietlaczu pojawi sie napis
rst (Nano In/Out/Temp PoE),

e Zwolni¢ przycisk RESET.

Po wykonaniu powyzszych czynnosci urzadzenie ustawi nastepujgce parametry:

e AdresIP:192.168.111.15
o Maska IP: 255.255.255.0
e Uzytkownik: admin

o Hasto: admin00

Gwarancja i odpowiedzialno$¢ producenta

Ostrzezenie

Producent udziela dwuletniej gwarancji na urzadzenie oraz zapewnia serwis pogwarancyjny przez okres 10 lat od daty
wprowadzenia urzadzenia na rynek. Gwarancja obejmuje wszystkie wady materiatowe i produkcyjne



Producent zobowigzuje sie do przestrzegania umowy gwarancyjnej, jezeli spetnione sg nastepujgce warunki:

» Wszystkie naprawy, zmiany, rozszerzenia oraz kalibracje urzgdzenia wykonywane sg przez producenta lub
autoryzowany serwis,

« Sieciowa instalacja zasilajgca spetnia warunki obowigzujgcych w tym wzgledzie norm,
» Urzadzenie obstugiwane jest zgodnie z zaleceniami przedstawionymi w niniejszej Instrukcji,

e Urzadzenie uzywane jest zgodnie z przeznaczeniem.

Producent nie ponosi zadnej odpowiedzialnosci za konsekwencje wynikte z nieprawidtowej instalacji, niewtasciwego
uzytkowania urzadzenia, nieprzestrzegania instrukcji obstugi oraz przeprowadzania napraw przez osoby
nieposiadajgce uprawnien.

Ostrzezenie

W urzadzeniu nie ma zadnych czesci, ktére wolno uzytkownikowi samodzielnie wymieniaé.

Warunki przechowywania, pracy i transportu

Urzadzenie powinno by¢ przechowywane w pomieszczeniach zamknietych, w ktérych atmosfera jest wolna od par i
srodkow zracych oraz:

e Temperatura otoczenia od -30°C do +60°C,
o Wilgotnos$¢ od 25% do 90% (niedopuszczalne skroplenia),

e Cisnienie atmosferyczne 700 do 1060 hPa.
Urzadzenie przeznaczone jest do pracy w nastepujacych warunkach:

e Temperatura otoczenia od -10°C do +55°C,
e Wilgotnos¢ od 30% do 75%,

e Cisnienie atmosferyczne 700 do 1060 hPa.
Zalecane warunki transportu:

e Temperatura otoczenia od -40°C do +85°C,
o Wilgotnosc¢ od 5% do 95%,

e Cisnienie atmosferyczne 700 do 1060 hPa.
Instalacja i uzytkowanie urzadzenia:

» Modut powinien by¢ obstugiwany zgodnie z zaleceniami przedstawionymi w dalszej czesci instrukcji.

Utylizacja i likwidacja

W przypadkuy, kiedy niezbedna staje sie likwidacja urzagdzenia (np. po uptywie czasu jego uzytkowania), nalezy
zwrdci¢ sie do producenta lub przedstawiciela producenta, ktérzy zobowigzani sg do wtasciwej reakciji, tzn. odbioru
urzadzenia od uzytkownika. Uzytkownik moze sie réwniez zwrdci¢ do firm zajmujgcych sie utylizacjg i/lub likwidacja



urzadzen elektrycznych lub sprzetu komputerowego. W zadnym wypadku nie nalezy umieszczaé urzadzenia wraz z
innymi odpadkami.



