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Przeglad

) Ostrzezenie

Instrukcja ma zastosowanie wytacznie od wersji oprogramowania v0.33 wzwyz. Firma Inveo nie gwarantuje
zgodnosci informacji zawartych w niniejszym dokumencie z wcze$niejszymi wersjami oprogramowania.

Przeznaczenie urzadzenia

IQIO Sens to zaawansowany system monitorowania i zarzadzania Srodowiskiem. Jest dedykowany do
monitorowania réznych parametréw srodowiskowych, takich jak temperatura, wilgotnos¢, cisnienie, jakos¢ powietrza
czy obecnos¢ substancji szkodliwych. Gtéwnym celem jest umozliwienie uzytkownikom zdalnego monitorowania i
zarzadzania tymi parametrami w czasie rzeczywistym.

IQIO Sens oferuje szeroki zakres funkcji, w tym konfigurowalne powiadomienia, integracje z roznymi protokotami
komunikacyjnymi oraz elastyczng konfiguracje, co pozwala na jego wszechstronne zastosowanie w przemysile,
rolnictwie, budownictwie oraz monitorowaniu infrastruktury miejskiej.

Dzieki mozliwosciom konfiguracji powiadomien, uzytkownicy moga szybko reagowac na zmiany warunkow
srodowiskowych lub awarie. Dodatkowo, dzieki mechanizmowi LWT (Last Will and Testament), system moze
automatycznie wysyta¢ powiadomienia w przypadku utraty potgczenia z brokerem MQTT, co zapewnia ciggtosé
monitorowania nawet w przypadku zaktécen w sieci.



IQIO Sens przyczynia sie do zwiekszenia efektywnosci, bezpieczenstwa i wydajnosci w ré6znych obszarach
dziatalnosci poprzez skuteczne monitorowanie, kontrole i optymalizacje procesow i systemow.
Changelog
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Budowa urzgdzenia

Dane techniczne

Parametr Wartosé

Zasilanie 10-24V DC przez ztgcze roztgczne 3,5mm
PoE: 33-57V PoE IEEE 802.3af (opcja)
USB C: 5V DC

Pobdr mocy Maksymalnie 1,5W

Magistrala 1-wire — kabel 3-zytowy lub kabel ptaski RJ12 przy zastosowaniu adaptera
Obstuga do 2 czujnikédw
Dedykowane czujniki: temperatura, wilgotnosg, cisnienie wody, ciSnienie powietrza, analogowy
napieciowy, analogowy pragdowy, gazy CO, CO,, NOx

Komunikacja Wi-Fi 2,4GHz (1QIO Sens Wi-Fi)
Port Ethernet 10/100Mbps Full Duplex, RJ45 (1QI0 Sens ETH)

Klasa IP30

obudowy

Masa ok. 60g



Wymiary
74,6

66,9

¥

50,1

27,0

© Informacja

Wszystkie wymiary podane sa w milimetrach.




Opis ztacz modutu
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Modut IQIO Sens posiada wyprowadzone ztgcza:

e BUS - Ztacze srubowe roztgczane magistrali 1-Wire,
e LAN - Podtaczenie sieci LAN oraz zasilania PoE IEEE 802.3af,
e« PWR 5VDC - Ztgcze zasilania 5V USB-C.



Schemat podtaczenia czujnikow

Podtaczenie czujnika
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Podtaczenie czujnika WebSensor

« Kabel 3-zytowy:

WebSensor

Input 1*  Input 2*
Contact Leakage
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o Kabel RJ12 + adapter:

WebSensor

RJ12
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Podtaczenie czujnikow z wykorzystaniem rozdzielacza BUS Expander
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Konfiguracja sieciowa

Przy pierwszym uruchomieniu, konieczne jest skonfigurowanie urzgdzenia. Mozna to zrobi¢ na dwa sposoby.
Najprostszg metodg jest skorzystanie z programu Discoverer firmy Inveo.

Zmiana adresu IP urzadzenia poprzez program Discoverer

« INVEOQ -Discoverer 3.47 - O *
DISCOVERER UDP TCP  HTTP KNX MQTT

Interface: Broadcast ~ Discover Devices
IP Address Host Name MAC Address Model DHCP Remote Config BootLoader Module Name

" Change settings d

T

< >

Filter by device name:

[] Only NEW Devices

Po uruchomieniu programu Discoverer i wyszukaniu odpowiedniego urzadzenia nalezy:

1. Klikng¢ urzadzenie prawym przyciskiem myszy

2. Wcisnac przycisk Change settings.

. Change settings - o X
Eth Wilan
P |192.168.111.15 || | Enable O
Netmask |255.255.255.0 | [P [0.0.0.0 |
Gateway |D.D.D.E| | Netmask |'3-E'-':'-D |
Dns1 |0.0.0.0 | Gateway [0.0.0.0 |
Dns1 |0.0.0.0 |
Dns2 |0.0.0.0 |
Dns2 |0.0.0.0 |
price DHCP
Config SSID | |
Name |[your_modu|e_name] | Encryption |Dpen » |
Remote config Password | |




Po otwarciu okna dialogowego mozna:

o Ustawi¢ odpowiedni adres IP, maske, brame, DNS1/DNS2,

e Zmieni¢ nazwe Hosta.

@ Informacja

Urzadzenie zostanie skonfigurowane po nacisnieciu przycisku Change.

W przypadku wytgczonej opcji Remote Config (domysinie wigczona) konieczne jest skonfigurowanie urzadzenia

poprzez zmiane podsieci komputera (Jak to zrobi¢ zostanie opisane nizej).

Aby wiaczy¢ opcje zdalnej konfiguracji:

1. Wejdz w zaktadke Administration,

2. W oknie Access configuration zaznacz opcje Enable Remote Config.

Access configuration
Name
Password
Current password
New password

Repeat new password

Module name

Enable remote config

Value

[your_module_name]

©

Description

Enable password

Allow change configuration by Discoverer
app

Save

¢ Wskazéwka

Po dokonaniu zmian, nalezy je zapisa¢ przyciskiem Save

Zmiana podsieci komputera do konfiguraciji

Przy konfiguracji urzadzenia z pominieciem aplikacji Discoverer nalezy najpierw zmienic¢ adres podsieci komputera

podtgczonego do tej same;j sieci.

Aby przejs¢ do konfiguracji sieci komputera, wykonaj jedng z ponizszych czynnosci:

» Nacisnij Win + R, wpisz ncpa.cpl, a nastepnie nacisnij Enter.

e Alternatywnie przejdz do:

Start — Panel Sterowania — Sie¢ i Internet — Centrum sieci i udostepniania — Zmien ustawienia karty

sieciowej.



Nastepnie:

1. Wybierz potgczenie sieciowe.
2. Kliknij je prawym przyciskiem myszy i wybierz Wtasciwosci.

3. Po wybraniu tej opcji pojawi sie ekran konfiguracji potgczenia sieciowego.

@ Wiasciweosci: Ethernet *

Sie¢  Udostepnianie

Polacz, uzywajac:
? Intel(R) Ethemet Connection () [219-LM

To polaczenie wykorzystuje nastepujgce skiladniki:

'?K]ient sieci Microsoft Networks ~
T VMware Bridge Protocal

’:]? Udostepnianie plikdw i drukanek w sieciach fimy Micro:
T Npcap Packet Driver (NPCAP)

’:? Harmonogram pakietow QoS

8 Protokal intemetowy w wersji 4 (TCP/IPvd)
O . Protokal muttipleksera karty sieciowsj fimy Microsoft v
£ >

Zainstalyj... Odinstaluj Wiasciwosci
Cpis
Transmission Control Protocol/Intemet Protocol. Dormysiny

protokél dla sieci rozleghych umozliwiaigcy komunikacje
poltaczonych sieci rdznych typdw.

QK Anuluj

Nastepnie nalezy wybra¢ ustawienie Protokoét internetowy (TCP/IP) i wpisa¢ nastepujgce parametry:

Wiasciwosci: Protekdt internetowy w wersji 4 (TCP/IPwd) d
Oagdlne

Przy odpowiedniej konfiguragji sied mozesz automatycznie uzyskacd
niezbedne ustawienia protokoh IP. W przecwnym wypadku musisz
uzyskac ustawienia protokotu IP od administratora siedi.

(") Uzyska] adres IP automatycznie

(@) Uzyi nastepujacego adresu TP

Adres IP: |192.188 . 111. 1 |

Maska podsied: | 255.255.255. 0 |

Brama domysina: | . . . |

|Uzyskaj adres serwera DNS automatycznie

(®) Ui nastepujacych adresdw serwerdw DNS:

Preferowany serwer DNS: | . . . |

Alternatywny serwer DNS: | . . . |

O Sprawdz przy zakonczeniu poprawnosd

ustawien Zaawansowane. ..

Anl



@ Infromacja

Po zaakceptowaniu ustawien przyciskiem OK nalezy uruchomié przegladarke internetowa i wpisa¢ adres:
192.168.111.15. (Domysiny uzytkownik i hasto: admin/admin).

Konfiguracja ustawien sieciowych

Aby dostosowacé ustawienia sieciowe urzgdzenia, nalezy przej$é do zaktadki Administration / Network. Tutaj
mozliwe jest skonfigurowanie parametréw takich jak adres IP, maska podsieci, brama, DNS oraz inne specyficzne dla
sieci opcje. Zaktadka ta umozliwia zaréwno konfiguracje sieci przewodowej (sekcja Ethernet network configuration),
jak i bezprzewodowej (sekcja WLAN network configuration).

Ethernet network configuration @
Name Value Description
DHCP () Enable Ethernet DHCP
IP 192.168.111.15 AB.CD
Netmask 25525852550 AB.CD
Gateway 0.0.0.0 AB.CD
DNS1 0.0.0.0 AB.CD
DNS2 0.0.0.0 AB.CD

o DHCP - zataczanie / wytgczanie funkcji serwera DHCP,
e IP — adres IP urzadzenia,

* Netmask — maska podsieci IP,

» Gateway — brama sieciowa,

o DNS1, DNS2 - adresy serwerow DNS.



WLAN network configuration

Name Value Description
Wi-Fi Enable Wi-Fi
DHCP ‘:) Enable Wi-Fi DHCP
1P 192.168.111.15 A.B.C.D
Netmask 255.2556.255.0 A.B.CD
Gateway 0.0.00 A.B.CD
DNS1 0.0.00 AB.C.D
DNS2 0.0.0.0 AB.CD
Encryption Open Select Wi-Fi encryption
SSID Wi-Fi SSID
Password Wi-Fi password

Save

Scan available Wi-Fi

» Wi-Fi — zatgczanie / wytgczanie obstugi sieci bezprzewodowej Wi-Fi,
» DHCP - zatagczanie / wytaczanie funkcji serwera DHCP w sieci Wi-Fi,
e IP — adres IP urzadzenia,
* Netmask — maska podsieci IP,
o Gateway - brama sieciowa,
o DNS1, DNS2 - adresy serweréw DNS,
» Encryption — wybér rodzaju szyfrowania Wi-Fi:
e Open,
« WEPR,
o WPA-PSK,
o WPA2_PSK,
o WPA_WPA2_PSK,
o WPA3_PSK,
e SSID - nazwa sieci,
« Password — hasto dostepu do sieci Wi-Fi.

Przycisk Scan available Wi-Fi umozliwia wyszukiwanie i wyswietlanie dostepnych sieci bezprzewodowych Wi-Fi w
zasiegu urzadzenia.



Tryb konfiguracji

a Przycisk
L —1 RESET

Nacisniecie i przytrzymanie przycisku RESET spowoduje wyswietlenie adresu IP.

Tryb Konfiguracji — przez 3 minuty od momentu podtaczenia zasilania urzadzenie znajduje sie w stanie, w ktérym
mozliwa jest zmiana lub podglad niektérych ustawien. Nacisniecie i przytrzymanie w tym czasie przycisku RESET
spowoduje kolejno:

e IP - aktualny adres IP urzadzenia,

o dhcp eth - jesli w tym momencie zostanie zwolniony przycisk RESET zostanie wytgczona / wigczona funkcja
DHCR,

e AP - zwolnienie przycisku RESET w momencie wyswietlania tego napisu umozliwi konfiguracje WiFi w
urzadzeniuy,

« rst def — zwolnienie przycisku w trakcie wyswietlania tego napisu spowoduje przywrécenie urzagdzenia do

ustawien fabrycznych.

Jesli przycisk RESET zostanie zwolniony w przerwie miedzy napisami lub po wyswietleniu ostatniego napisu — nie
zostang wprowadzone zadne zmiany.



Instrukcja konfiguracji potaczenia Wi-Fi

13:13© R Enleral

Zaloguj sie w aplikacji Inveo.WiFi.C...

inveo-wifi-config

Inveo: Wi-Fi configuration

SSID

Password

| Scan .

pHeP g

Subnet/Mask

Gateway

1. Przez trzy minuty od momentu podtgczenia zasilania (w czasie trwania Trybu Konfiguracji — patrz rozdziat Tryb
konfiguracji) istnieje mozliwos$¢ konfiguracji potgczenia Wi-Fi. Nalezy w tym celu nacisngc¢ i przytrzymac
przycisk RESET, az na wyswietlaczu urzadzenia pojawi sie napis AP.

2. Wigcz wyszukiwanie dostepnych sieci Wi-Fi na swoim telefonie lub innym urzadzeniu.
3. Pojawi sie sie¢ o nazwie "Inveo-wifl-config" — nalezy sie z nig potgczy¢.

4. Gdy potaczenie zostanie nawigzane, wcisnij przycisk scan w interfejsie konfiguracyjnym lub wpisz nazwe SSID
sieci Wi-Fi w polu SSID.

5. Wybrac sie¢, do ktérej urzadzenie ma by¢ podtagczone z listy dostepnych.
6. Wprowadz odpowiednie hasto do wybranej sieci.

7. Jezeli serwer DHCP jest niedostepny, mozna skonfigurowac¢ ustawienia sieci recznie po odznaczeniu opcji
DHCP.

8. Jezeli ustawienia zostang pomyslnie zapisane, pojawi sie napis SUCCESS. Modut zresetuje sie automatycznie i
przystapi do normalnej pracy.



Konfiguracja urzgdzenia

Interfejs www modutu

Interfejs strony internetowej umozliwia intuicyjne zarzadzanie urzadzeniem. Po wpisaniu adresu IP urzadzenia do
przegladarki, otwiera sie strona umozliwiajgca petng konfiguracje i dostosowanie parametréw pracy urzgdzenia
wedtug indywidualnych potrzeb uzytkownika. Po lewej stronie ekranu znajduje sie lista zaktadek umozliwiajgcych
szybki dostep do réznych funkciji i ustawien. Dostepne zaktadki:

© Status
2 I/O Settings
-:4@ Actions

1 Sensors

ﬁ Notifications

‘r'ﬂ Logic
+at .
-5, Services

S5 Administration

(] system

W gornej czesci strony znajduje sie pasek informacyjny, dostarczajacy kluczowych danych o urzadzeniu, takich jak
model, adres IP, unikalna nazwa nadana przez uzytkownika, numer wersji oprogramowania i adres MAC.

Model Igic Sens  IP: 192 16 6 Name: [your_module_name] Firmware: 033 MAC: 00:00:00:00:00:00

Dzieki stronie internetowej uzytkownik moze modyfikowaé ustawienia, konfigurowa¢ parametry oraz monitorowac

dziatanie urzagdzenia w czasie rzeczywistym. Strona internetowa jest centralnym punktem kontroli, umozliwiajgcym
efektywne zarzadzanie i dostosowanie urzgdzenia do zmiennych potrzeb uzytkownika.



Podglad stanu urzadzenia

W zaktadce Status mozna znalez¢ wszystkie informacje na temat aktualnie obstugiwanych wyjs¢, wejs¢, odczytow z
czujnikéw itp.

Okno Sensors

W oknie wyswietlane sg aktualne odczyty z czujnikdw zdefiniowanych w zaktadce Sensors.

Enable autorefresh (:)
Sensors

ID Name Type State Last value Lastread

0 s0 @ Mormal 0 3.3s
1 51 ® Normal 0 5.1s

Za pomocg przycisku Enable autorefresh mozna wigczyé automatyczne odswiezanie odczytow.
W poszczegdlnych kolumnach tabeli z danymi czujnikéw mozna znalez¢ nastepujace dane:

« Name - Nazwa czujnika okreslona w zaktadce Sensors,

o Type — Graficzne odwzorowanie typu czujnika:

- Czujnik temperatury,

— Czujnik wilgotnosci,

— Wejscie,

— Czujnik analogowy pragdowy 4-20maA,

— Czujnik cisnienia,

QOOO®OO

— Czujnik analogowy napieciowy 0-10V DC,

- Czujnik obecnosci tlenku wegla (CO),

BB

— Czujnik obecnosci dwutlenku wegla (CO2).
« State — Stan czujnika:
» Error — Bfad odczytu (uszkodzony czujnik, nieprawidtowo podtgczony itp.),

« Normal — Czujnik dostarcza prawidtowe odczyty, ktére sg w granicach normy,



o Warn L — Ostrzezenie niskiego poziomu,

e Warn H - Ostrzezenie wysokiego poziomu,

Alert L — Stan alarmu niskiego poziomu,

Alert H - Stan alarmu wysokiego poziomu.
 Last value — Ostatnia odczytana wartos¢,

o Last read - Czas, jaki uptynat od ostatniego odczytu (wartos$¢ aktualizowana na biezgco przy wigczonym
automatycznym od$wiezaniu).

¢ Wskazéwka

Okno Sensors jest wyswietlane w zaktadce Status dopiero po skonfigurowaniu jakiegokolwiek czujnika w zaktadce
Sensors.

Konfiguracja wejs¢ / wyjsé

W zaktadce 1/0 Settings uzytkownik ma dostep do zaawansowanych opcji konfiguracyjnych, ktére umozliwiajg
doktadne zdefiniowanie dziatania urzadzenia. W tym miejscu mozna okresli¢, jak bedg zachowywac sie
poszczegodlne wejscia oraz wyjscia. Dodatkowo, dla tych, ktérzy chcg dostosowac sposoéb prezentacji danych,
zaktadka ta daje rowniez mozliwos¢ konfiguracji wyswietlacza.



Display LED

W zaktadce mozna skonfigurowa¢ ustawienia wyswietlacza:

LED 7-segments configuration

Name
Text time
LED text
Iglo
Show help

Value

Description

= Frequency of text changes on the display.

Data shown on the display.

Save

o Text time — Czestotliwosé zmian tekstu na wyswietlaczu — wyrazona w sekundach,

o LED text — Dane wyswietlane na ekranie gtdwnym, mozna wykorzysta¢ wbudowane zmienne.

Nacisniecie lewym przyciskiem myszy pola Show help otwiera narzedzie do tatwego wstawiania zmiennych do pola

LED text. W dolnej czesci widoczny jest podglad tekstu, ktéry bedzie wyswietlany.

Show help ()

Source
Sensor

IqIo 22.0

-

Property
sensor value

Index

- #0 s0 (value) ~

Insert




Konfiguracja czujnikéw

Zaktadka umozliwia przypisanie poszczegodlnych czujnikéw do dedykowanych slotéw pamieci oraz doktadng
konfiguracje ich parametréw. Pozwala na indywidualne zarzadzanie kazdym czujnikiem, ustawiajgc specyficzne
parametry i tryby dziatania. Dodatkowo, zapewnia mozliwos¢ podgladu historii wczesniejszych odczytéw oraz ich
pobrania w formatach JSON lub CSV.

All

Dzieki tej zaktadce, uzytkownik ma petng kontrole nad konfiguracjg czujnikéw, korektg pomiaréw oraz zarzadzaniem
powiadomieniami. Mozliwe jest dodawanie nowych czujnikdw, ktére automatycznie integrujg sie z systemem.
Uzytkownik moze okresli¢ parametry dla kazdego czujnika, dostosowujgc je do swoich indywidualnych potrzeb i
warunkow pracy. Dodatkowo, zaktadka ta oferuje narzedzia do edycji istniejgcych czujnikéw, umozliwiajgc biezace
dostosowywanie ich ustawien do zmieniajgcych sie warunkow lub wymagan uzytkownika.

Assign or edit sensors

ID Name Src  Type Log Alarms Config

0 s0 1w ® @
1 s1 1w ® a

W poszczegdlnych kolumnach tabeli czujnikéw znajdujg sie nastepujgce informacje:

o ID - Numer identyfikacyjny czujnika,

 Name - Nazwa czujnika,

Src - Zrédto, z ktérego pobierane sg odczyty czujnika (1-Wire lub counter),

« Type — Typ podtgczonego czujnika:

- Czujnik temperatury,

— Czujnik wilgotnosci,

- Wejscie,

— Czujnik analogowy pragdowy 4-20maA,

— Czujnik cisnienia,

QOOO®OBO

— Czujnik analogowy napieciowy 0-10VDC,

B

- Czujnik obecnosci tlenku wegla (CO),



. @ — Czujnik obecnosci dwutlenku wegla (C02).

» Log - Informacja, o tym czy czujnik ma aktywny (Yes) czy nieaktywny (No) zapis odczytéw do pamieci
urzadzenia,

e Alarms — Aktywowane alarmy:
e LL - Wiaczony prég alarmowy niskiego poziomu,
e L - Wigczony prég alarmowy ostrzezenia przed niskim poziomem,
o H - Wiaczony prég alarmowy ostrzezenia przed wysokim poziomem,
e HH - Wigczony prog alarmowy wysokiego poziomu.

o Config — Przyciski konfiguracyjne czujnikéw:

e - Przycisk edycji parametréw czujnika,
— Usuwanie czujnika.



Po kliknieciu w przycisk edycji parametrow czujnika na ekranie wyswietlone zostaje okno dialogowe:

SOURCE

Bus @ Counter (O

Sensor-I1D 0

Name Value Description
Sensor 1-wire address
28M275e25230b2a Sensor 1-wire address
Sensor name s0 Your custom sensor name
Sensor type Temperature v Select sensor type
Hysteresis 0 S Sensor hysteresis
Sensor log Log sensor data in memory
On display |:| Show value on display
Notifications Enable notifications

 Source - Zrodto czujnika:
» One-wire — Fizycznie potgczone z magistralg czujnikédw w urzadzeniu 1QIO0,
« Counter — Wejscie licznikowe (tylko IQIO PRO i 10).

« Sensor 1-wire address — Przycisk Scan bus umozliwia odnalezienie i przypisanie podpietego do urzadzenia
czujnika,

« Sensor name — Nazwa czujnika,
» Sensor type — Typ czujnika:
o Temperature — Temperatury,
e Humidity — Wilgotnosci,
o Input - Wejscie,
e Current — Analogowy, pradowy,
e Pressure - Cisnienia,
« Voltage — Analogowy, napieciowy,
e CO - Tlenku wegla (CO),
« CO2 - Dwutlenku wegla (C02).

» Hysteresis — Histereza czujnika (parametr nieaktywny w przypadku wyboru typu czujnika Input) — dotyczy
stanow alarmowych i ostrzegawczych. Histereza okresla maksymalng dopuszczalng réznice pomiedzy
wartoscig alarmowag / ostrzegawczg a wartoscig powrotu do stanu normalnego.



§ Przykiad

Wartos¢ alarmowa ustawiona w parametrze High warning wynosi 30 stopni, histereza 2 stopnie. Po osiagnieciu przez
czujnik wartosci 30°C urzadzenie przejdzie w stan alarmu czujnika, ktory zostanie utrzymany az do spadku wartosci
na czujniku do poziomu 28°C (30-2=28).

Histereza jest odstepem pomiedzy aktywacja a dezaktywacja alarmu / ostrzezenia, zapewnia stabilizacje eliminujac
mozliwosé czestych przetaczen stanéw alarmowych w przypadku niewielkich fluktuacji wartosci mierzonej.

Alarm state Alarm state
- Ll
value
r Y
Highalarm| |~ ™~ | R
Sensor
....................... v hysteresis
't sensor
Low alarm hysteresis
»
time

Channel — Wybér kanatu — parametr aktywny tylko w przypadku wyboru typu czujnika Input,

Sensor log - Zataczanie / wytgczanie rejestracji danych z czujnika w pamieci urzadzenia (tylko QIO PRO),

On display - Zatgczanie / wytgczanie wyswietlania wartosci zmierzonej czujnika na wyswietlaczu,

Notifications — Zatgczanie / wytgczanie powiadomien,
« MAQTT notification — Zatgczanie / wytgczanie powiadomien MQTT.
Zatagczenie funkcji Notifications umozliwia edycje okna reakcji urzadzenia na:

e Przejscie czujnika w tryb bez alarmu i bez bteddw,

e Przejscie czujnika w stan btedu.

Uzytkownik ma do wyboru rodzaj powiadomienia, jakie zostanie wystane w reakcji na powyzsze zdarzenia. Aby
powiadomienia byty wystane nalezy wczesniej skonfigurowa¢ odpowiednie funkcje w zaktadce Services.



Action triggered in error-free and alarm-free state
Notification
Action on normal
+ :
E-mail [J SMS [ SNMP Trap [J
Action triggered on error state
Notification
Action on error
+ :
E-mail [J SMS [ SNMP Trap [J

Aby przypisac¢ akcje nalezy klikng¢ przycisk +. Wyswietlone zostanie okno dialogowe, w ktérym mozna wybraé
pozadang akcje, wczesniej zdefiniowang w zaktadce All.

Select action X

abc xXyz http 123

Assign action



Obstuga czujnika

Dla pewnosci doktadnych i niezawodnych odczytéw z czujnika, zaleca sie postepowanie zgodnie z ponizszym
szczegotowym przewodnikiem krok po kroku, obejmujgcym podtgczenie, przypisanie i konfiguracje czujnika.

Przypisanie czujnika

W pierwszej kolejnosci nalezy potaczy¢ czujnik z urzgdzeniem — patrz rozdziat Schemat podtaczen.

Nastepnie, korzystajgc ze strony internetowej urzadzenia, trzeba zlokalizowa¢, przypisac i skonfigurowac
podstawowe parametry czujnika. Jesli do urzadzenia nie podtgczono wczesniej zadnych czujnikdw, mozna
skorzystaé z opcji automatycznego ich przypisania. Wystarczy zresetowaé urzgdzenie po podtgczeniu czujnikow.
Gdy urzadzenie uruchomi sie ponownie, automatycznie rozpozna i przypisze dostepne czujniki, okreslajgc réwniez
ich rodzaj.

Ponizej opisany zostat proces recznej konfiguracji czujnikéw krok po kroku.

Krok 1: W zaktadce Sensors / All — nalezy klikng¢ przycisk +:

Assign or edit sensors

ID Name Src Type Log Alarms Config

W wyswietlonym oknie dialogowym w pierwszej kolejnosci nalezy dokona¢ wyboru zrédta czujnika — parametr
Source. W tym przypadku nalezy wybra¢ opcje One-wire (czujnik fizycznie podtgczony do magistrali).
Przypisanie czujnika nalezy rozpocza¢ od ikony Scan bus, ktéra wywotuje okno ukazujgce wykryte czujniki:

Assign sensor X
Sensor: 28f1275e25230b2a Sensor: 289936a525230b1c
Type: Temperature Type: Temperature
Assigned to s[0] Assigned to s[1]
s0 s1
Assign Assign
Scan

Nalezy przypisa¢ wybrany czujnik poprzez klikniecie przycisku Assign.
Krok 2: Konfiguracja podstawowych parametréw

W oknie konfiguracyjnym czujnika nalezy ustawié¢ wtasciwy typ czujnika, mozna nada¢ mu nazwe, itp. Wszystkie
ustawienia nalezy zatwierdzi¢ za pomoca przycisku Save.



Krok 3: Podglad w zaktadce Status
Prawidtowo skonfigurowany czujnik spowoduje wyswietlenie odczytéw w zaktadce Status w oknie Sensors:

Enable autorefresh ()

Sensors

ID Name Type State Last value Lastread

0 s0 ® Normal 0 3.3s
1 51 @ Normal 0 5.1s



Konfiguracja powiadomien

Zaktadka Notifications umozliwia konfiguracje réznorodnych powiadomien - wigczanie, wytgczanie oraz
przypisywanie powiadomien, obejmujacych E-mail, SMS, SNMP Trap, MQTT, dotyczacych pracy czujnikow, wejsc i
wyj$¢.

Aby powiadomienia mogty by¢ skutecznie przesytane nalezy:
Krok 1: Zatgczy¢ opcje powiadomien w zaktadce wybranych elementéw systemu: czujniki wejscia lub wyjscia,
okreslenie rodzaju powiadomien,

Krok 2: W zaleznosci od wybranego rodzaju powiadomien — SMS, e-mail, SNMP Trap, MQTT - dokona¢ konfiguracji
w zaktadce Services — patrz rozdziat Protokoty komunikacyjne

Krok 3: Wigczy¢ opcje powiadomien w zaktadce Configuration.
Sensors

W zaktadce Sensors mozna dostosowywac ustawienia powiadomien zwigzanych z pracg poszczegdlnych
czujnikéw. Powiadomienia dla wybranego czujnika mozna wtgczy¢ na dwa sposoby: w zaktadce Sensors, w trakcie
konfiguracji czujnika (patrz rozdziat Konfiguracja czujnikéw) lub klikajgc ikone w zaktadce Notifications / Sensors.

Petng personalizacje umozliwia okno konfiguracyjne, ktére pojawia sie po aktywacji funkcji powiadomien:

Sens 0
(s0) )

State E-mail SNMP Trap MQTT
Info a
0K O O
Error a g
lisable O a O
lisable g d
fisable O O
lisable O a

& Wskazéwka

Aby powiadomienia E-mail, SMS, SNMP Trap oraz MQTT dziataly prawidtowo nalezy dokonaé konfiguracji tych opcji
w zaktadce Services — patrz rozdziat Protokoty komunikacyjne.

W wyswietlonej tabeli uzytkownik ma mozliwos¢ zaznaczenia jakiego rodzaju powiadomienia majg by¢ wysytane w
reakcji na wystgpienie okreslonych zdarzen:

 Info — Cykliczna informacja o stanie czujnika,



e OK — Stan powrotu czujnika do normalnej pracy po wczesniejszym btedzie lub stanie alarmowym,
o Error — Stan btedu czujnika,

e Alarm low — Stan wartosci alarmowej niskiego poziomu,

» Warning low — Stan wartosci ostrzezenia przez zblizaniem sie do alarmu niskiego poziomu,

« Warning high — Stan wartosci ostrzezenia przez zblizaniem sie do alarmu wysokiego poziomu,

» Alarm high — Osiagniecie przez czujnik wartosci alarmowej wysokiego poziomu.

W przypadku, gdy dla czujnika nie zostaty wczesniej ustawione wartosci graniczne alarmowe mozna to zrobi¢ w tym

miejscu korzystajac z ikony EEE ktdéra otwiera okno pozwalajgce na wprowadzenie zgdanej wartosci:

Set alarm low

Alarm low value

0

Po wprowadzeniu zgdanej wartosci, nalezy zatgczy¢ funkcje klikajgc ikone
Wprowadzone tu ustawienia bedg takze widoczne w zaktadce Sensors.

L

¢ Wskazéwka

Aby aktywowa¢é funkcje powiadomien, wazne jest, aby oprécz ustawien tutaj wprowadzonych, réwniez wiaczy¢ te
opcje w zaktadce Configuration.

Configuration

W sekcji Configuration istnieje opcja aktywaciji funkcji powiadomien, konieczna do wysytania komunikatéw.
Dodatkowo, uzytkownik ma mozliwo$¢ dostosowania ogdlnych parametréw zwigzanych z przesytaniem
powiadomien.

Protocol Value Description
Notifcation (:) Enable notification
E-mail info 86400 s E-mail info time [s]

MQTT info 60 s MQTT info time [s]
MQTT Retain Set MQTT Retain flag
SNMP Trap 0 ] SNMP user trap

» Notification — Zatgczanie / wytaczanie powiadomien,

» E-mail info — Czestotliwos¢ wysytania wiadomosci e-mail z informacja a stanie czujnika / wejscia / wyjscia
(tylko 1QIO PRO, Sens, Daxi),



o SMS info — Czestotliwo$¢ wysytania wiadomosci SMS z informacjg a stanie czujnika / wejscia / wyjscia (tylko
1QI0 PRO, Daxi),

« MQTT info — Czestotliwos¢ wysytania wiadomosci MQTT z informacjg a stanie czujnika / wejscia / wyjscia,

o MQTT Retain — Zatgczenie / wytaczenie funkcji MQTT Retain — witgczona opcja oznacza, ze brokery bedg
zachowywaty ostatnie komunikaty dla tematéw, do ktérych urzadzenie wysyta powiadomienia,

e SNMP Trap — Wybrany SNMP Trap,

« 10 time — Minimalny czas, jaki musi uptyna¢ miedzy kolejnymi zmianami stanu na wejsciach/wyjsciach, aby
unikng¢ nadmiernego wysytania powiadomien, zwtaszcza podczas testow lub eksperymentalnego badania
wejs¢/wyjs¢ urzadzenia.

W zaktadce znajduja sie réwniez tabele: Sensor, Input oraz Output.

Kazda tabela zawiera predefiniowane komendy, umozliwiajgce wysytanie powiadomien e-mail oraz SMS, zawierajace
aktualne stany urzadzenia. Dodatkowo, uzytkownik ma mozliwos¢ edycji tych komend, co pozwala na dostosowanie
ich do wtasnych preferencji, na przyktad dodajgc nazwe urzadzenia. Kazda tabela zawiera rowniez topic, ktérego
wykorzystanie jest konieczne przy wysytaniu powiadomien poprzez protokét MQTT.

Sensor

E-mail Sensor notification e-mail subject

[ @sensor name |= @sensor value s[ @sensorID | @sensor status text

Show help

SMS Sensor notification SMS content}

Sensor @sensor ID = @sensor value @sensor name  (@sensor status text

Show help

MQTT Topic

igio/c09bf4a00490
MQTT

Sensor notification MQTT Topic



Funkcje logiczne

Zaktadka Logic umozliwia konfiguracje funkcji logicznych — po spetnieniu okreslonych warunkéw zostanie wywotana
okreslona reakcja, a takze zmiennych wewnetrznych.

Conditions

Aby skonfigurowa¢ nowa funkcje logiczng nalezy wykorzystac przycisk Add a condition.

New condition Q

Source 1] Source >

if | input ~ DIO ~ input ~ DIO ~

n
"
4

Logical operator | AND ~

Source 1D Source ]

if | input ~ DIO ~ = v input ~ DIO ~

Result true | None ~

Result false | None -

Dostepne zmienne logiczne:

 input — Wejscie,

 input cnt - Licznik wejs¢,

o output — Wyjscie,

e sensor — Czujnik,

» sensor state — Stan czujnika:
e 0 - Btad czujnika,
e 1 - Stan normalny,
e 2 - Ostrzezenie stanu niskiego czujnika,
e 3 — Ostrzezenie stanu wysokiego czujnika,
e 4 - Alarm stanu niskiego czujnika,
e 5 — Alarm stanu wysokiego czujnika.

e constant — Stata,



 variable — Wirtualne,
« active input action — Akcja wejscia,

¢ schedule - Grafik.

Result True / Result False — Reakcja na spetnienie warunku / niezrealizowanie warunku:

* None - Brak reakcji,

Output — Wysterowanie wyjscia,

Action — Wywotanie zdefiniowanej akcji,

Variable — Wysterowanie wyjscia / wejs$cia wirtualnego.

¢ Wskazéwka

Wszystkie zmiany nalezy zapisa¢ przyciskiem o

E Przyktad

New condition

Source ID & name
if | sensor - S[0], s0 ~

Logical operator - ~

Result true Output ~ Set

Result false Output ~ Set

v

Value

25|

Wyjscie 1 bedzie wigczone zawsze, gdy temperatura na czujniku 0 bedzie wieksza lub réwna 25. Jesli temperatura
spadnie ponizej tej wartosci wyjscie 1 zostanie wytaczone.

Variables

Zaktadka Variables pozwala uzytkownikowi na zdefiniowanie wartosci zmiennych wirtualnych.




Manual modification and preview of virtual variable values

Virtual variables

Column 1
V[0] =0
V[4]=0
V[8] =0
V[12] =0
V[16] = 0
V[20] =0
V[24] =0

V[28] = 0

Value
SN

Column 2 Column 3 Column 4
V[1]=0 V[2]1=0 V[3]=3
V[5] =0 V[6] =0 V[7] =0
V[9] =0 V[10] = 0 V[11]=0
V[13] =0 V[14] =0 V[15] = 0
V[17] =0 V[18] =0 V[19] = 0
V[21] =0 V[22] = 0 V[23] =0
V[25] =0 V[26] = 0 V[27] =0
V[29] = 0 V[30] = 0 V[31] =0



Zarzadzanie systemem

Zaktadka Administration umozliwia zarzgdzanie aspektami dziatania urzadzenia, ktére wptywajg na dziatanie,
bezpieczenstwo i konfiguracje systemu.

Access

W tej sekcji uzytkownik moze zarzgdza¢ dostepem do webserwera urzgdzenia. Dotyczy to uwierzytelniania, nazwy
oraz dostepu z poziomu programu Discoverer.

Access configuration
Name Value Description
Password () Enable password
Current password
Mew password

Repeat new password

Module name [your module_name] Your custom module name
Allow change configuration by Discoverer
Enable remote config (@ ’ ’ !
app

Save

» Password — Zataczanie / wytgczanie hasta,

o Current password — Aktualne hasto,

* New password — Nowe hasto,

o Repeat new password — Powt6rz nowe hasto,

» Module name - Nazwa modutu (wyswietlana m.in.: w programie Discoverer) — nadanie indywidualnej nazwy
utatwia identyfikacje urzagdzenia w systemie,

» Enable remote config — Zatgczanie / wytgczanie zezwolenia na zmiane konfiguracji poprzez program Discoverer.

© Informacja

Domyslne nastawy w urzadzeniu:
- login: admin
- hasto: admin

API KEYS



Urzadzenie umozliwia uzytkownikowi zdefiniowanie pieciu unikalnych kluczy API, uzywanych do uwierzytelniania i

Save APl keys

identyfikacji uzytkownikéw lub procesow wywotujgcych komunikacje z urzadzeniem.

APl keys

Enable Custom name Expiry date

@

01/01/2025  [3)

@

HTTP Client HTTP Server MQTT UDP/ITCP RESTAPI

Generate API key

» Enable - Zataczenie/wytaczenie wybranego klucza API,
o Custom name - Nazwa klucza nadawana przez uzytkownika,
« Expiry date - Mozliwos¢ ustawienia daty wygasniecia klucza API,

o HTTP Client, HTTP Server, MQTT, UDP/TCP, REST API — Wybor protokotu komunikacyjnego, ktéry bedzie
korzystat z danego klucza API

« API key — Pole wprowadzania wartosci klucza,

o Generate API key — Przycisk pozwalajgcy na wygenerowanie klucza API. Wygenerowany klucz zostanie
automatycznie wklejony w pole API key.

¢ Wskazéwka

Zmiany wprowadzone w zaktadce API keys nalezy zatwierdzi¢ przyciskiem Save API keys.




Network

W tej zaktadce konfigurowane sg ustawienia sieciowe urzagdzenia. Konfiguracja zostata opisana w rozdziale
Konfiguracja sieciowa.



System events

Zaktadka umozliwia rejestrowanie zdarzen systemowych w pamieci flash, co umozliwia uzytkownikom przegladanie
i analizowanie réznorodnych wydarzen systemowych. Ten proces pomaga w monitorowaniu dziatania systemu oraz
diagnozowaniu potencjalnych problemow.

Log events to flash settings
Name Value Description

Flash log Enable system events write to flash

Log Power-On, time changes, reset to
Log system events .
default, reboots, config changes

Log network events Log network events

Save

» Flash log — Zatagczanie / wytaczanie zapisu zdarzen systemowych do pamieci flash,

» Log system events — Zatgczanie / wytgczanie rejestrowania wigczen, zmian czasu, przywracania ustawien
domysinych, restartéw, zmian konfiguraciji,

» Log network events — Zatgczanie / wytgczanie zapisu zdarzen sieciowych.
Backup

W tej sekcji uzytkownicy moga tworzy¢ kopie zapasowe aktualnej konfiguracji systemu oraz przywracac system z
wczesniejszych kopii zapasowych.

Create a backup file
Backup
Create a backup file
Enter password

Re-type password

Download

o Enter password — Umozliwia wpisanie hasta, chronigcego tworzong kopie zapasows,

e Re-type password — Powtérne wpisanie hasta.

Przycisk Download umozliwia zapis kopii zapasowej na komputerze.



Restore

Restore
Restore a backup
MNetwork settings Enable network settings restore
Backup password Enter your backup password

Backup file Whybierz plik | Nie wybrano pliku

Device Control Panel

Upload

Reboot

Reset to default

» Backup password — Hasto dostepu do wgrywanej kopii zapasowej,
« Backup file - Przycisk umozliwiajacy wyszukanie pliku kopii zapasowe;j.
Przycisk Upload spowoduje wgranie wybranej kopii zapasowej do urzadzenia.

Przycisk Reboot umozliwia ponowne uruchomienie urzadzenia.
Przycisk Reset to default umozliwia przywrécenie nastaw fabrycznych w urzadzeniu.



Definiowanie akcji

Akcje to zdefiniowane przez uzytkownika dziatania, ktére urzadzenie podejmuje w odpowiedzi na konkretne sygnaty
lub odczyty z czujnikow. Moga one obejmowac:

» Sterowanie wyjsciami: aktywacja lub dezaktywacja okreslonego wyjs$cia na podstawie odczytu z czujnika. Na
przyktad, wtgczenie wentylatora, gdy wartos¢ temperatury przekroczy pewien prég.

o Wysytanie powiadomien w formie SMSa, e-maila, ramki MQTT, HTTP, TCP, UDP, czy SNMP trap i inne:
automatyczne wysytanie alertu czy komunikatu do uzytkownika lub innego systemu w odpowiedzi na okreslone
warunki.

« Inne akcje zdefiniowane przez uzytkownika: dziatania specyficzne dla konkretnego systemu czy potrzeb, takie
jak zapis danych do bazy, aktywacja alarmu, zmiana ustawien innych urzadzen itp.

Akcje sg specyficznymi reakcjami urzadzenia na otrzymywane sygnaty i dane wej$ciowe, dziatajgc zgodnie z
instrukcjami ustawionymi przez uzytkownika. Wiele funkcji moze by¢ przeprowadzonych na wiele ré6znych metod, w

zaleznosci od preferencji i potrzeb.

Actions

l

All System Periodic

All
Zaktadka umozliwia podglad i zarzadzanie zdefiniowanymi akcjami, obstugiwanymi przez urzadzenie.
Okno Control Actions

Control actions

Operation Description

) Remove all actions stored in the device memor
Remaove all actions y

Add a new action Add a new new action to use

All available actions

No. Action Entries

» Remove all actions — Przycisk umozliwia usuniecie wszystkich zdefiniowanych na urzadzeniu akc;ji,



« Add a new action — Przycisk umozliwia dotozenie nowych akcji. Po kliknieciu na przycisk wyswietlane jest okno

umozliwiajgce zdefiniowanie poszczegdlnych parametrow dodawanej akcji:

Create a new action

Current action Entry

Copy from

Q x

Action name*

+ Add entry Add entry to an action!

Preview of added entries

There is no assigned entries!

Add some

» Action name - pole, w ktérym nalezy wprowadzi¢ nadang nazwe akcji,

Wocisniecie przycisku Add entry umozliwi wybér protokotu komunikacji i dalszg konfiguracje.

Po skonfigurowaniu szczegétéw programowanej akcji nalezy wcisng¢ przycisk Add. Istnieje mozliwos¢ konfiguracji

kilku akcji dla jednego zdarzenia. Po zdefiniowaniu wszystkich wymaganych nastaw nalezy zatwierdzi¢

wprowadzone zmiany przyciskiem o

Okno All available actions

W oknie widoczne sg wszystkie zdefiniowane akcje oraz akcje systemowe. Kazdg z nich mozna:

» Edytowac przyciskiem e
» Wyprébowac jej dziatanie, klikajac przycisk@
» Usuna¢, korzystajac z przycisku



Konfiguracja protokotow



ubpP

« Server IP — Docelowy adres IP,
e Port - Port, na ktérym nastuchuje urzadzenie docelowe,

« Input data - Komenda wysytana do urzadzenia docelowego.

B Przykiad

e ServerlIP:192.168.22.6
e Port: 9761

e Inputdata: %i[@].cnt% DEMO

Current action Entry
Action name * Select protocol
UDP UDP -

Select entry's protocol

ServerIP*
m 192.168.22.6
Input server IP

Port *

e 9761

Input server port

4

%s[0]% DEMO

Show help

Modify Cancel

Wystane dane:

Log

Waiting for a connection...
15.05.2025 13:44:03 RECV from 192.168.22.74: 22.8 DEMO




TCP

« Server IP — Docelowy adres IP,
e Port - Port, na ktérym nastuchuje urzadzenie docelowe,

« Input data - Komenda wysytana do urzadzenia docelowego.

B Przykiad

e ServerlIP:192.168.22.6
e Port: 9761

e Inputdata: Input 1 - %i[1]%

Current action Entry
Action name * Select protocol
TCP TCP -
Select entry's protocol
----- 1P
192 168.22.6
Input server IP
Port *
Input server port

Sensor 1 - %s[0]%

Show help

Modify Cancel

Wystane dane:

Log

Waiting for a connection...

13:46:25 Device 192.168.22.74 connected
13:46:25 data from 192.168.22.74: Sensor 1 - 23.5
13:46:25 Device 192.168.22.74 disconnected




MQTT
Szczegdtowa konfiguracja komunikacji przez protokdt znajduje sie w zaktadce Services.

« MQTT topic — Topic, na ktéry urzagdzenie wysyta dane,

» Retain flag - Wtgczona opcja oznacza, ze brokery bedg zachowywaty ostatnie komunikaty dla tematéw, do
ktérych urzadzenie wysyta powiadomienia,

e Input data — Tres¢ komunikatu.

§ Przykiad

¢ MQTT topic: nline/test
¢ Retain flag: Off

¢ Input data: %time% aktywacja wejscia %i[0].name%

Current action Entry

-
Action name * Select protocol

MQTT MarT -

Select entry's protocol
MQTT topic™
nline/test

Input MQTT topic or use default
Retain flag

MQTT

Retain flag

[@Chient time) temperatura %s[0].name%%s[0]%

Show help

Modify Cancel

Wystane dane:

¥ nline
test = 12:29:24temperatura Sens 023 .5




10

e Input command - Pole komendy:
e in_cnt=ch,val — ustawienie licznika kanatu ch nawarto$¢ val,
e out_on=ch — zatgczenie wyjscia o numerze ch,
e out_off=ch — wytgczenie wyjscia o numerze ch,
e out_inv=ch — zmiana stanu wyjscia o numerze ch na przeciwny,

e out_blink=ch, ton, toff,cnt — programowanie cyklicznego sterowania wyjsciem o numerze ch.
Parametry:

e ton - czas zatgczenia (wyrazony w sekundach),
o toff — czas wylgczenia (wyrazony w sekundach),
o cnt —ilo$¢ cykli zatgczania (parametr nieobowigzkowy).

e out_time=ch, ton, toff — zatgczenie wyjscia o numerze ch na czas okreslony w parametrze ton, po
czasie okreslonym w parametrze toff . Parametr toff nie jest obowigzkowy — pominiecie tego parametru
spowoduje zatgczenie wyjscia bez opdznienia,

e out_all=10n-11100 — komenda definiujgca stan wszystkich dostepnych wyj$é. Kazda cyfra reprezentuje
kolejne wyjscie:

e 1 — wigczone,
e 0 — wyltgczone,
e n — zmiana stanu na przeciwny,

e - —bezzmiany stanu.



B Przykiad

¢ Input command: out_inv=0

Current action Entry
Action name * Select protocol
10 10

Select entry's protocol

Command *

out_inv=0

Input command (& contamination mark):
out_on=ch - run channel as configured
out_off=ch

out_blink=ch,tontoff,cnt - cnt is not mandatory

out_time=ch,ton,toff - single trigger, toff is not mandatory
out_all=10n-11100

sht_up=ch
shit_down=ch
shit_upstop=ch
shi_downstop=ch
shi_stop=ch
sht_gate=ch
sht_pos=ch,pos

v[x]=value - assign value to an internal variable

mb[x].y=value - assign value to an modbus agent (x is its name, y is a register address)

example: out_on=2&out_inv=3&out_time=1,20,20

Takie ustawienie spowoduje zmiane stanu wyjscia 0 urzadzenia na przeciwny.

Modify

Cancel




E-mail
Szczegdtowa konfiguracja komunikacji przez protokdt znajduje sie w zaktadce Services.

» Receivers (comma separated) — Docelowe adresy e-mail (przedzielone przecinkami),
 E-mail subject - Temat wiadomosci e-mail,

» E-mail message - Tres¢ wiadomosci e-mail.

E Przyktad

* Receivers (comma separated): testi@test.com
¢ E-mail subject: test

¢ E-mail message: e-mail test Input 1 - %i[0]%

Current action Entry
Action name * Select protocol
e-mail E-mail .

Select entry's protocol
Receivers (comma separated)
= serwis@inveo.com.pl

Receivers (comma separated) or use default
E-mail subject

Add entry test

Input e-mail subject

e-mail test
Sensor 1- %s[0]%

Show help

Modify Cancel

Takie ustawienia spowoduja wystanie wiadomosci E-mail o temacie test z zawartoscig e-mail test Input 1 - i
aktualnym stanem wejscia 0, na adres test1@test.com.




SNMP Trap

» Trap message — Sktadnia wysytanego powiadomienia.

E Przykiad

e Trap message: user[0]:i[0]

Current action Entry

Action name * Select protocol

SNMP Trap SNMP Trap v
Select entry’s protocol

Trap message *

user[0]:i[0]

Trap syntax: user[idxUser]:inTypelindex]:
$-SENS0r,
i-input,

Add entry o-output,

t-custom: user[0].t="Sample text'.

e.g.: user[0]:s[0]

Modify Cancel

Wystane dane:

Description saurce Time
1.3.6.141.42814.10.1.1.100.0.5 192.168.22.74 2025-05-15 13:55:12




System

Zaktadka umozliwia zdefiniowanie akcji systemowych, jakie urzgdzenie ma wykona¢ w momencie nastepujgcych
zdarzen:

All constant actions

Action type Entries

Power up

_|_

Ethernet up

_|_

Ethernet down

_|_

« Power up — Przywrdcenia zasilania urzadzenia,

o Ethernet up — Uzyskania dostepu do sieci Ethernet,
« Ethernet down — Utraty dostepu do sieci Ethernet,
e Wi-Fi up — Uzyskania dostepu do sieci Wi-Fi,

e Wi-Fi down - Utraty dostepu do sieci Wi-Fi,

+ Modbus safe mode

Aby przypisa¢ akcje do wybranego zdarzenia nalezy klikng¢ przycisk +. Zostanie wyswietlone nowe okno dialogowe:



Create a new action: Power up Copy from ° X

Current action Entry
Power up
+ Add entry Add entry to an action!

Preview of added entries

There is no assigned entries!

Add some

Wocisniecie przycisku Add entry umozliwi wybér protokotu komunikacji i dalszg konfiguracje.

« Select protocol — pole wyboru protokotu — parametry poszczegdlnych protokotéw opisane zostaty szczegétowo
w rozdziale Okno Control Actions.

Po skonfigurowaniu szczegétéw programowanej akcji nalezy wcisngc¢ przycisk Add. Istnieje mozliwos¢ konfiguracji
kilku akcji dla jednego zdarzenia.

Po zdefiniowaniu wszystkich wymaganych nastaw nalezy zatwierdzi¢ wprowadzone zmiany przyciskiem o

Periodic

Zaktadka umozliwia zdefiniowanie akcji okresowych — wykonywanych w okreslonych odstepach czasu.



Protokoty komunikacyjne

W zaktadce Services prezentowane sg opcje umozliwiajgce szczegdétowa konfiguracje obstugi réznych protokotéw
komunikacji, co stanowi kluczowy element funkcjonalnosci urzadzenia.

Web

MQTT

E-mail

Services ———p/ SNMP

TCP/UDP

iCluster

REST API




Web

W tej sekcji uzytkownik moze dostosowac ustawienia dotyczgce interfejsu sieciowego urzadzenia, zarzagdzac
dostepem do zasobhdéw czy tez modyfikowac parametry dotyczace potgczenia z siecia.

HTTP Server configuration

Name Value Description

HTTP port 80 = HTTP access port

HTTPS port 443 S HTTPS access port
API key Require API key for I/O control

SSLI/TLS Enable encryption

SSL Server certificate

SSL Key file (pem) Nie wybrano pliku Upload
Certificate file (pem) Nie wybrano pliku Upload

Save

e HTTP Port — Port HTTP, z ktérego wysytane sg zadania,

e HTTPS port — Port HTTPS, z ktérego wysytane sg zadania,

o API key - Zatgczenie/wytgczenie wymogu posiadania klucza API do sterowania wej$ciami/wyjsciami,
e SSL/TLS - Zatgczanie/wytaczanie szyfrowania,

o SSL Key file (pem) — Umozliwia wczytanie klucza serwera SSL (w formacie pem),

« Certificate file (pem) — Umozliwia wczytanie klucza CSR serwera (w formacie pem).

MQTT

Zaktadka ta stuzy do konfiguracji parametréw komunikacji z brokerem MQTT, umozliwiajgc wymiane danych w
modelu publikuj-subskrybuj. Pozwala to na definiowanie kluczowych aspektéw takich jak tematy, adres serwera, port
oraz inne istotne parametry potgczenia.

Urzadzenie przesyta informacje na serwer co 1 minute oraz za kazdym razem, gdy nastepuje zmiana wartosci.

Transmisja tych danych moze by¢ zabezpieczona szyfrowaniem. Po nawigzaniu potgczenia z brokerem MQTT,
uzytkownicy moga subskrybowa¢ dane wychodzace z urzadzenia.

Nie ma ograniczenia w liczbie subskrybentéw, ktérzy moga jednoczesnie odbiera¢ informacje z pojedynczego
urzadzenia.



MQTT Client configuration ®

Name Value Description
MQTT Client Enable MQTT Client
Broker Broker address
Port 1883 S MQTT port
QoS QoS0 v Quality of service
Subscribe Topic / Topic to subscribe
Client ID dev_allace Client 1D, if empty: "dev_AOQQACE
User Auth user
Password Auth password
APl key Require API key for I/O control

Before sending a test message, save your settings.
Send test message Send test messages to the broker

with a payload of 1 and topic: validation.

MQTT Client — Zatgczenie ustugi MQTT,
Server — Adres brokera MQTT,
MQTT Port - Port, na ktérym nastuchuje serwer (najczesciej 1883),

QoS - Poziom jakosci ustugi. Moze przyja¢ jedng z trzech wartosci: 0 (At most once), 1 (At least once), 2
(Exactly once),

Subsribe topic — Temat, na ktéry zostanie wystana wiadomos¢ (temat musi by¢ w formacie np. /sensor/home -
bez znaku ,/” na koncu linii),

Client ID,

User - (opcjonalnie) nazwa uzytkownika MQTT,

Password - (opcjonalnie) hasto uzytkownika MQTT,

API key - Zatgczenie/wytgczenie wymogu posiadania klucza APl do sterowania wejsciami/wyjsciami,

Send test message — Wystanie do brokera wiadomosci testowej o temacie validation i zawartosci 1.



SSLITLS Enable encryption

Verify HTTPS connections using
SSL certificate mode Use Certificate Bundle v ) )
appropriate settings

Skip cert CN check Skip certificate Common Name check

) N It needs upload client's key, password and
Use Client ceriificate
certificate

Client key password

» SSL/TLS - Wiaczanie / wytgczanie szyfrowania,
o SSL certificate mode — Tryb certyfikatu SSL:
o Use Certificate Bundle — Uzyj pakietu certyfikatow,
« Use Uploaded Certificate — Uzyj certyfikatu wczytanego do urzadzenia,
 Insecure! Disable SSL verification — Wytgcz weryfikacje SSL,
» Skip cert CN check — Pomijanie sprawdzania nazwy pospolitej certyfikatu,
« Use Client certificate - Wymaganie przestania klucza klienta, hasta i certyfikatu,
 Client key password — Hasto do klucza klienta.
Urzadzenie wyposazone jest w mechanizm LWT, co oznacza Last Will and Testament (Ostatnia Wola i Testament).
LWT jest mechanizmem, ktory umozliwia klientowi MQTT wystanie wiadomosci automatycznie w przypadku, gdy
klient ten ulegnie awarii lub utraci potgczenie z brokerem MQTT.

Mechanizm LWT pozwala na zdefiniowanie tematu (topic) oraz tresci wiadomosci, ktére zostang opublikowane, gdy
klient utraci potgczenie.



MQTT Last Will and Testament (LWT)

LWT Enable LWT

Q203 QOSs0 v Quality of service
LWT retain Set LWT reatain
LWT Topic s

e.g.; fdevice/MAC address/lwt

LWT Message LWT Message

SSL certificate

SSL server root certificate Wybierz plik | Nie wybrano pliku Upload

Client certificate Wybierz plik | Nie wybrano pliku Upload

Client key Wybierz plik | Nie wybrano pliku Upload

Save

o LWT - Zatgczenie / wytgczenie mechanizmu LWT,

e QoS - Poziom jakosci dostarczenia wiadomosci — odnosi sie do tego, jak wiadomos¢ LWT zostanie
dostarczona w przypadku utraty potgczenia przez klienta. Moze przyja¢ jedng z trzech wartosci: 0 (At most
once), 1 (At least once), 2 (Exactly once),

e LWT retain — Flaga informujgca broker MQTT, czy ma przechowywac¢ ostatnig wiadomos¢ LWT dla klientow,
ktdérzy sie z nim zarejestrujg po utracie potagczenia klienta LWT,

e LWT Topic — Temat, ktéry zostanie uzyty do publikacji wiadomosci LWT,

e LWT Message — Tre$¢ wiadomosci, ktéra zostanie opublikowana w temacie LWT po utracie potaczenia klienta.
o SSL server root certificate — Umozliwia wczytanie certyfikatu serwera SSL,

 Client certificate — Umozliwia wczytanie certyfikatu klienta SSL,

o Client key - Umozliwia wczytanie klucza klienta SSL.

& Wskazéwka

Wprowadzone ustawienia nalezy zatwierdzi¢ za pomoca przycisku Save.




& Wskazéwka

Jesli korzystamy z brokera Inveo wartosci te beda nastepujace:

- MQTT Address: mqtt.inveo.com.pl

- MQTT Port: 1883

Mozna wykorzysta¢ komputer, na ktérym zainstalowana jest aplikacja Inveo Monitoring w funkcji brokera. W tym celu
w polu MQTT Address nalezy wprowadzi¢ adres IP komputera.

& Wskazéwka

Nalezy pamieta¢, aby nadawany przez nas topic byt unikalny i niepowtarzalny np.: /daxi/adres MAC.

E-mail

W tej czesci konfiguruje sie parametry potgczenia z serwerem poczty elektronicznej, co pozwala na automatyczne
wysytanie e-maili w odpowiedzi na okreslone zdarzenia czy alarmy.

E-mail configuration

Name Value Description

E-mail Enable E-mail

Server SMTP server address
Port 0 = SMTP port address

SSUTLS Off v Encryption

E-mail sender address

User
e.g.. example@example.com
Authorization None v Enable e-mail authorization
E-mail from field
From Mailer
e.g.. Johnny Bravo
Subject %mod_name% E-mail subject

Recipients (comma separated)



Debug Enable debug e-mail messages

_ Before sending a test email, save your settings.
Send a test e-mail

Open debbuger herel

Save

» E-mail - Zatgczenie / wytgczenie ustugi wysytania e-maili,
» Server — Adres serwera SMTP,
e Port - Port ustugi pocztowe;j,
» SSL/TLS - Wtaczenie / wytgczenie szyfrowania,
e User — Nazwa uzytkownika,
e Authorization — Metoda autoryzacji:
¢ None - Brak,
¢ Plain — Hasto,
» Password — Hasto, tylko przy Authorization: plain,
e From - Adres mailowy nadawcy,
e Subject — Temat wysytanego e-maila,
» Recipients (comma separated) - Lista odbiorcéw e-maili (oddzielone przecinkami),
o Debug - Witaczanie funkcji debugowania wiadomosci,

e Send a test e-mail — Wysytanie testowego e-maila.

SNMP

Sekcja ta pozwala na konfiguracje parametréw protokotu SNMP, uzywanego do monitorowania i zarzgdzania
urzadzeniami w sieci. Modut wyposazony jest w serwer SNMP v2c oraz v3. W zaleznosci od wyboru wersji SNMP
dostepne sag rozne parametry ustawien.

SNMP v2c



SNMP configuration

Name Value Description
SNMP Enable SNMP
SNMP version 2c v Select SNMP version
sysDescr
sysContact
sysMame

sysLocation
Read community SNMP v2c only

Write community SNMP v2c only

SNMP - Zatgczanie / wytgczanie obstugi protokotu SNMP,

SNMP version — Wersja SNMP: v2¢ lub v3,

sysDescr

sysContact

sysName

sysLocation

Read community — Hasto do odczytu danych (dotyczy tylko SNMP v2c),

Write community — Hasto do zapisu danych (dotyczy tylko SNMP v2c).



Write community l l

Write community l l

IP l 0.0.0.0 l

Write community l l

IP l 0.0.0.0 l

o Write community — Hasto do zapisu danych,

o Trap IP — Adres na jaki bedg wysytane komunikaty trap.

SNMP v3



SNMP configuration
Name Value
SNMP
SNMP version 3 v
sysDescr
sysContact
sysMName
sysLocation

Engineld

SNMP User
SNMP User Trap

MIB file

Enable — zataczanie / wytgczanie obstugi protokotu SNMP,
SNMP version — wersja SNMP: v2¢ lub v3,

sysDescr

sysContact

sysName

sysLocation

Engineld - Unikalny identyfikator urzgdzenia (dotyczy tylko SNMP v3).

Description

Enable SNMP

Select SNMP version

Save



SNMP User

User0
Username
Auth Protocol no b
Authorization Key
Priv Protocol no b
Private Key
Writable no b User can write

Parametry, ktére mozna ustawi¢ w tym oknie pozwalajg na zdefiniowanie uwierzytelniania i mechanizmow

prywatnosci dla r6znych uzytkownikéw.

Username — Nazwa uzytkownika,
Auth Protocol — Wybor protokotu uwierzytelniania komunikatéw:
* no
e md5
e sha
Authorization Key - Klucz autoryzacji,
Priv Protocol — Protokét prywatnosci:
* Nno
e des
e aes
Private Key — Klucz prywatny,

Writable — Nadawanie uzytkownikowi uprawnien do wysytania komunikatow do urzadzenia.



SNMP User Trap

User TRAP O
IP 0.0.0.0
Username
Secure Level noAuthnoPriv v
Auth Protocol no v
Priv Protocol no o

Authorization Key
Private Key

Engine ID

Parametry ustawialne w tym oknie odnoszg sie do konkretnych komunikatow trap generowanych dla lub przez
danego uzytkownika.
e IP — Adres IP urzadzenia lub systemu, ktéry generuje komunikat trap,
o Username — Nazwa uzytkownika SNMPv3,
e Secure Level — Poziom bezpieczenstwa uzywany w komunikacji SNMPv3:
e noAuthnoPriv — Komunikacja SNMPv3 odbywa sie bez zadnych zabezpieczen,
e authNoPriv — Komunikacja SNMPv3 uwierzytelniona, ale nieszyfrowana,
 authPriv — Komunikacja SNMPv3 uwierzytelniona oraz szyfrowana,
e Auth Protocol — Algorytm uwierzytelniania uzywany do weryfikacji tozsamosci uzytkownika:
* NnO
e md5
» sha
» Priv Protocol - Algorytm szyfrowania uzywany do zapewnienia prywatnosci komunikatu:
* NnO
e md5
e sha
e Authorization Key — Klucz uzywany w procesie uwierzytelniania,
» Private Key — Klucz prywatny,

» Engine ID - Unikalny identyfikator uzywany do reprezentowania instancji silnika SNMPw urzadzeniu.

Download MIB file - Link do pobrania pliku MIB.



TCP/UDP

Zaktadka TCP/UDP na stronie internetowej umozliwia zatgczanie i konfigurowanie obstugi protokotéw
komunikacyjnych TCP oraz UDP. Wysytajgc komendy na adres IP i port urzadzenia przy uzyciu odpowiedniego
protokotu, uzytkownik moze sterowa¢ stanem wyjs¢ modutu. Dostepne komendy — patrz Komendy 10.

TCP/UDP server configuration

Name Value Description
TCP server Enable TCP server
TCP Port 9761 S TCP server port

UDP server Enable UDP server

1»

UDP port 9761 UDP server port

API key Require API key for I/O control

Save

e TCP server — Zatgczenie ustugi TCP server,
e TCP port — Numer portu, na ktérym serwer nastuchuje,
» UDP server — Zatgczenie ustugi UDP server,
e UDP port — Numer portu, na ktérym serwer nastuchuje,

» APl key — Zatgczenie/wytgczenie wymogu posiadania klucza API do sterowania wej$ciami/wyjsciami.



iCluster

Funkcja iCluster umozliwia potgczenie réznych urzadzen Inveo w jednej sieci LAN. Urzadzenie 1QI0 moze pracowaé
w trybie klienta iCluster, umozliwiajgc urzgdzeniu nadzér nad swoimi parametrami, takimi jak: wartosci odczytow z
czujnikéw, stan wejs¢ i wyjsc¢, sterowanie wyjsciami itp.

Inveo Client - iCluster
Name Value Description

Inveo iCluster (@ Enable Inveo Client service

Inveo's client passphrase, which enables
Passphrase changeme o _
communication between devices

Save

 Inveo iCluster — Wtaczanie obstugi iCluster,

o Passphrase — Hasto uzywane przez klienta Inveo, ktére umozliwia komunikacje miedzy urzgdzeniami. Hasto
ustawione w tym miejscu bedzie wymagane w urzadzeniu, ktére bedzie chciato nawigzaé potgczenie z
urzadzeniem nadrzednym.



Wbudowane zmienne

Ponizej przedstawiona jest tabela zawierajgca przyktadowe wewnetrzne zmienne, ktére umozliwiajg precyzyjne
przekazywanie danych zwigzanych z dziataniem czytnika. Te zmienne stanowig kluczowy element konfiguracji,
zastosowania w powiadomieniach mailowych, SMS-owych, HTTP Client itp.

Sktadnia Przyktad Opis

%sens[number ] %sens10% Wartos$¢ czujnika [number] oznacza numer czujnika

% Przyktad: pokazana zostanie wartos¢ dla czujnika nr. 10

%sunrise% %sunrise% Godzina wschodu storica

%sunset% %sunset% Godzina zachodu storica

%time% %time% Biezgca godzina

%date% %date% Biezgca data

%timedate% %timedate% Biezgca godzina oraz data

%ts% Biezgcy timestamp — liczba sekund od okreslonego czasu: 1 stycznia
1970 roku

%mod_name% Zdefiniowana przez uzytkownika nazwa modutu

%mod_model1% Model urzadzenia

%eip% Adres IP urzadzenia

%emac% MAC adres

%s[x]1% %s[3]% Wartos$é czujnika

Przyktad: pokazana zostanie warto$¢ dla czujnika nr. 0

%s[x].statTxt %s[2].statTx Status czujnika
t Przyktad: pokazana zostanie wartos$¢ czujnika numer 1

%v[x]1% Wartos¢ wirtualnej zmiennej



REST API

REST API configuration

Name Value Description
REST API (:) Enable REST API
Port 8080 S HTTP access port
Authentication type None v Select REST API authentication
SSLITLS Enable encryption
S5L certificate

SSL Key file (pem) Nie wybrano pliku Upload
Certificate file (pem) Nie wybrano pliku Upload

Save

o REST API - Zataczenie funkcji REST API,
e Port - Port, na ktérym urzadzenie nastuchuje,
« Authentication type — Typ autoryzac;ji:
* None - Brak,
« Basic authentication — Autoryzacja przy uzyciu nazwy uzytkownika i hasta dostepowego,

e API KEY - Autoryzacja przy uzyciu APl KEY utworzonego w zaktadce Administration / Access. Klucz nalezy
wprowadzi¢ jako parametr zapytania, poprzedzony apikey=.

« User — Nazwa uzytkownika stosowana przy autoryzacji basic,

« Password — Hasto stosowane przy autoryzacji basic,

o SSL/TLS - Wiaczanie/wytagczanie szyfrowania.

» SSL Key file (pem) — Wskazanie pliku klucza SSL (w formacie pem),

« Certificate file (pem) — Wskazanie pliku certyfikatu (w formacie pem).

B Przykiad

Klucz API o wartosci 12345678901234567890
Skladnia zapytania REST API: http://adres_ip:port/io/outputs/1?apikey=12345678961234567890




Ustawienia fabryczne, backup

Awaryjne wgrywanie oprogramowania / przywracanie ustawien fabrycznych

W przypadku wystgpienia awarii urzgdzenia uniemozliwiajgcego normalny dostep do strony www nalezy skorzystaé
z procedury awaryjnej:
1. Odtaczyc¢ urzadzenie od zasilania,
2. Wcisngc przycisk RESET,
3. Zasili¢ urzadzenie i podtgczy¢ do sieci LAN,
4. Nie zwalniajac przycisku RESET otworzyc¢ strone urzadzenia:
e AdresIP:192.168.111.15
o Maska IP: 255.255.255.0

& Wskazéwka

Aby wejs¢ na adres 192.168.111.15, adres IP komputera musi by¢ w tej samej podsieci (przyktadowy adres IP dla
komputera: 192.168.111.1.)

Odwotujac sie do podanego adresu IP uzyskamy dostep do bootloadera urzadzenia. Przycisk RESET mozna zwolni¢
dopiero po otwarciu strony:

Firmware recovery mode
Bootloader ver: 0.1

| Browse... |

| Update Firmware |

| Reset to default | | Reboot |

W tym miejscu mamy mozliwos$¢ wgrania firmware, resetu urzadzenia do ustawien fabrycznych oraz jego restartu.



Backup

W tej sekcji uzytkownicy moga tworzy¢ kopie zapasowe aktualnej konfiguracji systemu oraz przywracac system z

wczesniejszych kopii zapasowych.
Create a backup file
Backup
Create a backup file
Enter password

Re-type password

Download
« Enter password — Umozliwia wpisanie hasta, chronigcego tworzong kopie zapasowa,
» Re-type password — Powtdrne wpisanie hasta.
Przycisk Download umozliwia zapis kopii zapasowej na komputerze.
Restore
Restore
Restore a backup
Network settings Enable network settings restore
Backup password Enter your backup password

Backup file Wybierz plik | Nie wybrano pliku Upload

Device Control Panel

Reboot Reset to default

» Backup password — Hasto dostepu do wgrywanej kopii zapasowej,

» Backup file — Przycisk umozliwiajgcy wyszukanie pliku kopii zapasowe;j.

Przycisk Upload spowoduje wgranie wybranej kopii zapasowej do urzadzenia.
Przycisk Reboot umozliwia ponowne uruchomienie urzadzenia.



Przycisk Reboot umozliwia ponowne uruchomienie urzadzenia.
Przycisk Reset to default umozliwia przywrdcenie nastaw fabrycznych w urzadzeniu.



Gwarancja i odpowiedzialnos¢ producenta

Ostrzezenie

Producent udziela dwuletniej gwarancji na urzadzenie oraz zapewnia serwis pogwarancyjny przez okres 10 lat od daty
wprowadzenia urzadzenia na rynek. Gwarancja obejmuje wszystkie wady materiatowe i produkcyjne

Producent zobowiazuje sie do przestrzegania umowy gwarancyjnej, jezeli spetnione sg nastepujgce warunki:

« Wszystkie naprawy, zmiany, rozszerzenia oraz kalibracje urzadzenia wykonywane sg przez producenta lub
autoryzowany serwis,
» Sieciowa instalacja zasilajgca spetnia warunki obowigzujgcych w tym wzgledzie norm,
« Urzadzenie obstugiwane jest zgodnie z zaleceniami przedstawionymi w niniejszej Instrukciji,
o Urzadzenie uzywane jest zgodnie z przeznaczeniem.
Producent nie ponosi zadnej odpowiedzialnosci za konsekwencje wynikte z nieprawidtowej instalaciji, niewtasciwego

uzytkowania urzadzenia, nieprzestrzegania instrukcji obstugi oraz przeprowadzania napraw przez osoby
nieposiadajgce uprawnien.

Ostrzezenie

W urzadzeniu nie ma zadnych czesci, ktére wolno uzytkownikowi samodzielnie wymieniac.

Warunki przechowywania, pracy i transportu

Urzadzenie powinno by¢ przechowywane w pomieszczeniach zamknietych, w ktérych atmosfera jest wolna od par i
srodkow zracych oraz:

o Temperatura otoczenia od -30°C do +60°C,
o Wilgotnos$¢ od 25% do 90% (niedopuszczalne skroplenia),

 Cisnienie atmosferyczne 700 do 1060 hPa.
Urzadzenie przeznaczone jest do pracy w nastepujacych warunkach:

o Temperatura otoczenia od -10°C do +55°C,
e Wilgotnos¢ od 30% do 75%,

 Cisnienie atmosferyczne 700 do 1060 hPa.
Zalecane warunki transportu:

o Temperatura otoczenia od -40°C do +85°C,
» Wilgotnos¢ od 5% do 95%,

o Cisnienie atmosferyczne 700 do 1060 hPa.



Instalacja i uzytkowanie urzadzenia:

e Modut powinien by¢ obstugiwany zgodnie z zaleceniami przedstawionymi w dalszej czesci instrukcji.

Utylizacja i likwidacja

W przypadkuy, kiedy niezbedna staje sie likwidacja urzadzenia (np. po uptywie czasu jego uzytkowania), nalezy
zwréci¢ sie do producenta lub przedstawiciela producenta, ktérzy zobowigzani sg do wtasciwej reakciji, tzn. odbioru
urzadzenia od uzytkownika. Uzytkownik moze sie réwniez zwrdci¢ do firm zajmujacych sie utylizacjg i/lub likwidacja
urzadzen elektrycznych lub sprzetu komputerowego. W zadnym wypadku nie nalezy umieszczaé urzadzenia wraz z
innymi odpadkami.



